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1. Introduction
In the ad-hoc meeting in Sophia Antipolis, Sec 4.4 “Resource control versus resource usage” was accepted into 22.980 together with an editor’s note that further clarification is required. This contribution attempts to address this editor’s note.
2. Proposal

It is proposed to include the following text, replacing the current text in Sec. 4.4. Furthermore it is suggested to move this section between the current sections 4.1 (Principles) and 4.1.1 (Types of Network Composition), because it is crucial to understanding 4.1.1. 
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4.1.1
Resource control, resource usage and resource access control
Network Composition is a dynamically created cooperation of CCNs. In this section we describe this cooperation in more detail. 
The cooperation achieved by Network Composition is characterized by the trading of control and usage rights of resources. The composing CCNs contribute resources to the Network Composition; more precisely, they may contribute usage rights, control rights and access control rights. The CA enumerates the contributed resources, and describes which rights the composing CCNs as well as the resulting CCN(s) have with respect to each resource as a result of Network Composition.

Control rights: Let us say there is a resource R, e.g. Mobility functionality. Let us also assume that this resource R is located in CCN ‘A’; in other words, the MIP Foreign Agent or the RNC/SGSN is located in CCN A. CCN A also fully controls the resource R. Control means the ability to configure, manipulate and manage the resource. Alternatively, CCN A may have acquired control of R via Network Composition. Then resource R may be located outside of A, and A controls the resource R through an interface. 
Usage rights: Also the usage of a resource can be subject to Network Composition. For example, CCNs can negotiate a Service Level Agreement (a part of a CA) that allows one CCN to inject traffic into the other CCN. This corresponds to usage rights for the resource bandwidth. 
Access provisioning rights: A resource is always used via an interface. Access to this interface is restricted, and a CCN may acquire the right for providing the access via Network Composition. Obviously, providing the access to a resource is different from the actual controlling of a resource. 
When CCN A composes with another CCN, call it ‘B’, then the resource R in A may:

 - Be controlled by A (Network Interworking)
, and used by B through an interface. 
- Be controlled by A (Network Interworking) and B provides an interface to use the resource R to other CCNs.
- Be controlled by B (Control Delegation). 

- Be controlled by a newly created CCN, call it ‘C’ (Control Sharing, Network Integration), if A and B like to have shared control over the resource. Other CCNs may then compose with C, and depending on composition type, things as described here and above may then happen once again with the resource R. 
Thus the Composition Type is determined based on which CCN controls the resource after Network Composition. It is not related to who provides access to the resource or to who uses it. Nonwithstanding, a CA would usually cover these aspects.

As a rather concrete example, if there is a WLAN hot spot who actually can do Authentication (but only of its own user base), and which then composes with a 3G network (who can do Authentication of its own user base), the resource is Authentication in this example, and please note that it is available in both networks but with potentially different contents, they may select to compose according to:

- Network Interworking, so that each of them can provide and control access to authentication service provided by each CCN (the WLAN hot spot and the 3G network).

- Control Sharing, so that both can share and control the Authentication via a new CCN, which could be a valid option if e.g. their respective user bases overlap. 

- Control Delegation, e.g. the WLAN hot spot can delegate the control of its Authentication resource to the 3G network, and then the 3G network can authenticate via either Authentication resource and manipulate the Authentication resource  (e.g. the AAA server) in the WLAN network. If e.g. there is an overlap, it uses its own Authentication resource, but if another not known user for the 3G network shall be authenticated, then it could check with the WLAN hot spot's Authentication resource.
- Network Integration, not really applicable in this case, but would end up in a similar result as for Control Sharing.
�depending on where we locate this contribution the reference to composition types must be removed





