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1. Introduction
Section 4.4 describes resource control versus resource usage and show detailed examples for each composition type. However, examples for Network Integration are not shown in this section. 
2. Proposal

It is proposed to include the description of resource control for Network Integration in Sec 4.4 of TR 22.980
	Start of 1st Change 


4.4
Resource control versus resource usage
Editors note: This section needs further clarifications

Network Composition is in many ways an aspect of what CCN is as a result of a Composition Agreement controlling how contributed resources are used and controlled. It shall then be noted that the CA basically provides a ruling for this for each resource available in the composing CCNs. In order to better understand what is meant by ‘resource control’, a distinction is made to the difference to ‘resource usage’, and the text below provides an explanation of this difference.

Let us say there is a resource R. Let us also assume that this resource R is located in one specific CCN, let us call this CCN ‘A’. As long as A has not composed with any other CCN, A also fully controls the resource R. Alternatively, the resource R may be located outside of A and A just has the control of the resource R through a CA, for example, see further below. In both cases, control means the ability to allocate, deallocate, manipulate and manage the resource. Use of a resource is always done indirectly via an interface; it is thus rather so that there is a right to use a number of services through an interface. This is then also to note that no CCN can claim control over a resource unless the CCN "owns" it (possibly though a contract such as a CA). Just providing an interface doesn't fulfill the control aspect, as you may for instance provide an interface, but where you need to further relay the execution of a service request to the CCN who actually owns the resource.

When now for instance A composes with another CCN, call it ‘B’, then depending on the Composition Type, the resource R in A may:

 - Still be under full control by A (Network Interworking), but can be indirectly used by B through an interface

- Be under control by B (Control Delegation), and may then be indirectly used by A (or rather and more likely by some other CCN) through an interface

- Be under control by a newly created CCN, call it ‘C’ (Control Sharing, Network Integration), if A and B like to have shared control over the resource. Other CCNs may then compose with C, and depending on composition type, things as described here and above may then happen once again with the resource R.

As a rather concrete example, if there is a WLAN hot spot who actually can do Authentication (but only of its own user base), and which then composes with a 3G network (who can do Authentication of its own user base), the resource is Authentication in this example, and please note that it is available in both networks but with potentially different contents, they may select to compose according to:

- Network Interworking, so that each of them can call upon an authentication service provided by each CCN (the WLAN hot spot and the 3G network).

- Control Sharing, so that both can share and control the Authentication via a new AN/CCN, which could be a valid option if e.g. their respective user bases overlap. 

- Control Delegation, e.g. the WLAN hot spot can delegate the control of its Authentication resource to the 3G network, and then the 3G network can authenticate via either Authentication resource (if e.g. there is an overlap, it uses its own Authentication resource, but if another not known user for the 3G network shall be authenticated, then it could check with the WLAN hot spot's Authentication resource).

- Network Integration, not really applicable in this case, but would end up in a similar result as for Control Sharing.
For another example, when multiple networks (CCN_A, B and C) construct a VPN network, this VPN network behaves as a new CCN (CCN_X). Several VPN paths are setup between the routers in the original CCNs. This VPN network (CCN_X) can be viewed as an overlay network, where the VPN network is laid on top of the physical networks and only this VPN network can be seen from the applications using this network; therefore, the only type of network composition is Network Integration. CCN_X controls all physical and logical resources, e.g., all the routers in the original CCNs, some of which are the endpoints of the VPN paths, and others of which are intermediate routers (transparent to applications). As the logical resources, the addressing and routing are controlled by CCN_X and as the physical resources, memory space for the routing table, security states and physical links between those routers are controlled via the logical resource control.
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