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1. Introduction
In the liaison S2-063420 / S1-061143, SA1 is asked for their opinions on the appropriate conditions for the use of GRUU. The LS highlighted in Question 2 that there could be cases where the use of GRUU caused undesirable behaviour. This paper presents possible ways to prevent undesirable use of GRUU and proposes a draft reply LS to SA2. 
2. Discussion
Question 2 (from S2-063420 / S1-061143)
Under what conditions is it necessary to use a GRUU? The use of GRUU under certain circumstances may cause undesirable behaviour. For example: how do we prevent issues when the A party uses a GRUU (that it learnt in a previous dialogue) within the context of an application, where GRUUs are not supposed to be used and interfere with how the application behaves on the B side (see uses cases below)?

Several applications of the Session Initiation Protocol (SIP) require a user agent (UA) to construct and distribute a URI that can be used by anyone on the Internet to route a call to that specific UA instance.  A URI that routes to a specific UA instance is called a Globally Routable UA URI (GRUU). 
The IETF GRUU Draft (http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-10.txt) describes the properties of a GRUU and gives examples of it uses, some of which are described below:
· GRUU has its uses for specific services such as Call Transfer, Conferencing and Presence.

· GRUU usage bypasses (or overrides) call distribution services (e.g. call forwarding).

· It is hard to put a value on the use of GRUU with respect to knowing when the terminating user preferences should be taken into accounts, versus when the terminating user wants to be called directly. Therefore GRUU must be used with care.
· Due to the different ways in which a GRUU can be used, it is unacceptable to screen a GRUU if it interacts with one specific service, because that will affect other services, e.g. if the party B sets terminating preferences then it will restrict the usage of party B GRUU for the conferencing service.
Possible ways to address the specific use cases highlighted in the LS are given below.
Possible Issue 1: 

Is it reasonable for the calling party (party A) to use GRUU to override the called party’s preferences for call distribution services? 

What this means is that if party A calls party B and party B has a mobile phone, desk phone and PC, the call will get forked to all devices and the PC may answer. The GRUU for B’s PC is stored on device A. If B had a sequential ringing scheme whereby the mobile phone rang first, then the desk phone, then the PC, then this scheme would be lost at the next time party A called party B, as the party A may decide to insert the GRUU for the next communication with party B, thus contacting the PC. This would override any ringing/contacting preferences for party B. 

This could possibly be resolved by the terminator not sending a GRUU back to the originator if the terminator had call distribution services, but then limits the use of GRUU.
Recommendation:
It is assumed that the network or the called party’s terminal that has knowledge of the terminating behaviour i.e. terminating preferences, in this case party B ringing/contacting preferences. The network/called party’s terminal may then do the following:

· Reject the communication from party A effectively applying the preferences of party B

· Modify the communication in such a way that party A may or may not decide to continue the dialogue using Address of Record to reach party B
· Allow the communication from party A effectively overriding the preferences of party B
Possible Issue 2: 

How to avoid undesirable terminating behaviour?

If in the above scenario, the PC was turned off (i.e. the contact was deregistered) then the call may fail or go to voice mail, when it could have been delivered to one of the other available devices. 
Recommendation:
It is very difficult to avoid such scenarios. It is recommended that SA2 takes these scenarios into account as it progresses with the standardization of GRUU. 
Possible Issue 3: 


How does the calling party (party A) get informed of a change of terminating preferences for party B?

There may be cases where user B always wants user A to contact him/her on his/her mobile phone irrespective of whether user B is active on any other device. However, if user B now changes his terminating preferences such that a sequential ringing scheme should be employed (with the mobile being the last device paged), how does user A get informed to not use user B’s GRUU to contact user B for further communications? 

Recommendation:
Such a notification mechanism may lead to exponential rise in network traffic. It is recommended that SA2 takes this into account as it progresses with the standardization of GRUU. 
Possible Issue 4: 


How does the calling party (party A) know what device the GRUU of party B represents?

UE A may have learnt all the GRUUs for user B from previous dialogues, but where is the intelligence in UE A to map the opaque parameter to an intelligible device name for B that can be represented in the UE A’s address book? For example, how does user A contact user B directly on his mobile phone if the GRUUs received from party A are made up of an opaque parameter containing an instance-id of a UE of user B?
Recommendation:
Currently there is no standard way of indicating such information to party A. It is recommended that SA2 takes this into account as it progresses with the standardization of GRUU. 
3. Proposal
It is proposed that the following text be used to respond to the issues raised in Question 2 of the SA2 LS.
· Due to the way that GRUU bypasses terminating services for the B-party, it is recommended that the A-party does not use the GRUU during general communications (i.e. direct standalone communication).

· Services that require the use of GRUU (e.g. conference) must not be affected by a terminating user's preferences.
· Although it might be acceptable to do selective screening of the GRUU, SA1 believes that the network or the terminating UE should provide this functionality.
· When applications do use a GRUU, where the network sends this GRUU to a specific device, then it is a terminating UE function to determine how to handle this GRUU 
SA1 asks SA2 to consider the above recommendations in order to avoid ambiguous handling of GRUU and to prevent service impacting interoperability issues.

