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1 Introduction

The intent of the SA1 effort for the SAE Requirements effort is to provide guidance to SA2 in its deliberations on the SAE.  This guidance takes the form of requirements and performance characteristics where appropriate. For SAE to satisfy one of the stated objectives of efficiently supporting multiple RATs this contribution suggests an additional interoperability requirement to be inserted in section 10.

2 Discussion

Currently in SA2 there exists a relationship between 3GPP and non-3GPP access in terms of security/”trust”.  This relationship is a direct outgrowth of the WLAN effort and in dealing with well-known security issues associated with attachment of IEEE 802.11 to UMTS.  These issues were highlighted in S1-060842 from the Lisbon meeting.  The WLAN effort has resulted in the unfortunate terminology and coupling of trusted 3GPP access and untrusted non-3GPP access. 

There are two aspects of the trusted and untrusted terminology that should be considered. One is the mixed RAT/access nature of a number of operators in their need to interconnect many different access technologies into SAE for efficient management and control.  Almost by definition these access technologies are non-3GPP in nature but should not be burdened with the overhead of an assumed untrusted nature of non-3GPP access.  The second aspect is the assumed trusted relationship of a 3GPP access.  In RAN deliberations on LTE, the possibility on an untrusted inter-operator 3GPP RAT relationship has been discussed.  For SAE to provide the maiximum flexibility for operator deployment scenarios, it is important to decouple the trust aspect from the standardization source of the access.  The decision to trust or not trust is ultimately an operator one. Consequently, the requirements and resulting architecture for SAE should recognize and provide the flexibility to support for all permutations of trust and access scenarios.
3 Proposal

The following text should be inserted into Section 10 ”Interoperability and Interworking”.

The Home 3GPP EPC will determine if a specific 3GPP or non-3GPP access network is subject to security mechanisms, and the determination is not based upon specific link-layer technology adopted by an AN.
. 
