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1. Proposal

It is proposed to copy following requirements into SAE TS.

**************************1st Change*********************************
6
Basic SAE capabilities 
6.1
Network performance
The SAE network shall be able to efficiently handle a variety of different types of IP traffic including user-to-user, user-to-group and ubiquitous service traffic models.
The routing of IP traffic, especially user-to-user traffic, shall be optimized. If possible, the routing of user-to-group traffic shall also be optimized. Multicast should be applicable for user-to-group traffic models.
The SAE network shall enable efficient usage of network resources, especially radio resources (e.g. signalling optimization, compression), including selection of access system, based on the provided service.
6.1.1
IP-based routing and addressing

The SAE network shall enable the accommodation of a vast number of users and terminals. IP technology shall be applied to the addressing and routing technology within the SAE network.
6.1
Support of IP traffic
6.2.1
Support of increased IP traffic demand
The SAE network shall be able to accommodate a very large volume of IP traffic, i.e. a great increase in IP traffic compared to Rel-6 and earlier 3GPP systems.
The SAE network shall be able to provide guaranteed QoS for services and use the resources of the SAE network with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communicating end-points. 
6.2.2
Ability to effectively handle a variety of different types of IP traffic

The SAE network shall efficiently handle user-to-server traffic, user-to-user traffic and user-to-group traffic. Local breakout of IP traffic shall be supported by the SAE network and the route of IP traffic shall be optimized.
The SAE network shall be able to effectively handle different types of IP traffic, such as real-time (e.g. VoIP), non-real time traffic (e.g. Web browsing), and mission critical traffic (e.g. M-Commerce). In order to achieve this, the AIPN shall be able to support different levels of QoS according the type of the IP traffic.
The SAE network shall be able to efficiently support a huge amount of traffic generated by high frequency trickle traffic (i.e. high communication frequency low data volume) from a vast number of terminals. (e.g. traffic generated from ubiquitous services such as 60 transactions of communications per an hour with a few kilo bytes datagram from 10 times the population of devices, e.g. sensor and tag devices, accommodated by Rel-6 and earlier 3GPP systems)
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Figure 2: Traffic models of ubiquitous services
6.2.3
IP address support

User device IP addresses should be allocated and managed without user intervention. IP address management should ensure that roaming and mobility between Rel-6 and earlier networks and the SAE network is facilitated within the required performance limits and that security risks are minimised by ensuring that no unauthorised user can obtain an IP address from the SAE network.
6.2.4
IP version support

IPv4 and IPv6 shall be supported.

Communications between terminals/servers with different IP versions shall be supported.

Mobility between different IP version access systems shall be supported.
***********************End of Change******************************
