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Abstract of the contribution:

This contribution introduces the SAE service requirement (Location privacy).

1. Background
A new work item 3GPP System Architecture Evolution Specification (SP-060411) was agreed at TSG SA#32 and at the same time the revision of the AIPN WID was not agreed. TSG SA has requested SA1 to try to make the new technical specification on SAES requirements available at TSG SA#33 so that it can be used for the start of the SA2 activity.
2. Discussion
Since the following user location privacy is getting important in wireless communication environment, the SAE should provide this functionality as the basic capability.

· The SAE shall provide appropriate levels of user privacy including communication confidentiality, location privacy, and identity protection.

· The privacy of the content, origin, and destination of a particular communication shall be protected from disclosure to unauthorised parties.

· The SAE shall be able to hide the identities of users from unauthorised third parties.

3. Proposal
It is proposed to transfer the relevant descriptions in TS22.258 into new technical specification. The updates to new technical specification are proposed in the following pages.
**** First modified section ****

11
Security and privacy
11.X Privacy requirements

The SAE shall provide appropriate levels of user privacy including communication confidentiality, location privacy, and identity protection.

The privacy of the content, origin, and destination of a particular communication shall be protected from disclosure to unauthorised parties.

The SAE shall be able to hide the identities of users from unauthorised third parties.

11.x.1 Location privacy

Location information need to be known by some elements within the SAE in order to provide and maintain communication services. However, only these elements, for which location information is necessary to provide and maintain communication services, shall be aware of a user’s location.

It shall be possible to hide a user’s location or information from which a user’s location can be determined to unauthorised parties, including another party on a communication.
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