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It is proposed to take bearer related parts from the AIPN specification TS22.258 (Rel.8) for the SAE-R specification TS22.xxx and therefore introduce the following text in chapter 6 “Basic SAE capabilities”.
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********************************************************************************************************************

6.1
Support of IP traffic

6.1.1
Support of increased IP traffic demand

The evolved network shall be able to accommodate a very large volume of IP traffic, i.e. a great increase in IP traffic compared to Rel-6 and earlier 3GPP systems.

The evolved network shall be able to provide guaranteed QoS for services and use the resources of the evolved network with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communicating end-points. 

6.1.2
Ability to effectively handle a variety of different types of IP traffic

The evolved network shall efficiently handle user-to-server traffic, user-to-user traffic and user-to-group traffic. 

The evolved network shall be able to effectively handle different types of IP traffic, such as real-time (e.g. VoIP), non-real time traffic (e.g. Web browsing), and mission critical traffic (e.g. M-Commerce). In order to achieve this, the evolved network shall be able to support different levels of QoS according the type of the IP traffic.

The evolved network shall be able to efficiently support a huge amount of traffic generated by high frequency trickle traffic (i.e. high communication frequency low data volume) from a vast number of terminals. (e.g. traffic generated from ubiquitous services such as 60 transactions of communications per an hour with a few kilo bytes datagram from 10 times the population of devices, e.g. sensor and tag devices, accommodated by Rel-6 and earlier 3GPP systems)
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Figure 2: Traffic models of ubiquitous services

6.1.3
IP address support

User device IP addresses should be allocated and managed without user intervention. IP address management should ensure that roaming and mobility between Rel-6 and earlier networks and the evolved network is facilitated within the required performance limits and that security risks are minimised by ensuring that no unauthorised user can obtain an IP address from the evolved network.

6.2
IP session control

The evolved network shall provide session mobility and session adaptation to terminal capability, user preferences, subscriber priorities, network conditions and/or other operator-defined criteria. Session adaptation shall be under the control of the evolved network operator. 

The evolved network shall support session control for multi-party sessions (e.g. user-to-group) and the solution shall scale with the number of participants.

The evolved network shall be able to provide users with continuous service whilst ensuring the efficient use of wireless resources and the effective usage of power resources within mobile terminals.

6.3
 Quality of Service

Interworking between different QoS ensuring methods in the end-to-end path shall be supported.

QoS considerations need to be taken into account in handover decisions:

-
It shall be possible for the evolved network to assure end-to-end QoS without modification when the terminal or session moves from one access system to another, if the target access system supports the required QoS.

-
It shall be possible for the evolved network to assure end-to-end QoS, with QoS modification, when the terminal or session moves from one access system to another, if the target access system has a QoS mechanism but can not be assured to support the required QoS. 

-
It shall be possible for the evolved network to provide mobility for a terminal or session between an access system that provides QoS and one that does not. However, in this case, seamless experience is not assured, the terminal/application/user may need to be notified via some means and the network may need to adjust service setting for the session(s) accordingly to the change (e.g. charging adjustments, etc).

-
It shall be possible for the evolved network to assure QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another (e.g. for multimedia streaming with adaptation to the conditions of each recipient). 

-
It shall be possible for the evolved network to assure QoS of a multicast session without modification to QoS of other terminals when one of the terminals moves from one access system to another, when the target access system for this terminal does not support the required QoS.

-
It shall be possible for the evolved network to assure QoS of a multicast session with QoS modification to one of the terminals, when this terminal moves from one access system to another, if the target access system has a QoS mechanism but can not be assured to support the required QoS. The QoS of the other terminals of the multicast session are unaffected by the modification of QoS of the terminal moving from one access system to another.

Note:
Different solutions may result in different requirements for a specific network entity.
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