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At SA#31 the Rel-7 TS 22.259 “Service Requirements for Personal Network Management” was approved. TS 22.259 specifies functionalities for the management of multiple devices belonging to a single user. Basically, PNM provides a service to manage the Personal Network of a user comprising a number of registered UEs and PANs. The management functions cover setup, configuration, and operation of Personal Networks. The management is performed via a PNM network entity.
This contribution intends to kick-off the specification of PNM stage 2 requirements. However the considerations in this contribution may not cover all functionality of PNM stage 1 specification yet but specifically address the UE Redirecting Service. However, it is assumed that there is only little network impact from requirements in regard to Personal Area Network Management as this is merely domestic to the PAN. 

1 Stage 2 Requirements for UE Redirecting Service

The stage 1 requirements for the UE Redirecting Service in TS 22.259 imply initial requirements for stage 2.

2 Consideration on Procedures for UE Redirecting Service

2.1 UE Redirection Procedures

2.1.1 IMS Domain

Session Redirection Procedures for IMS are specified in chapter 5.11.5. of TS 23.228 v7.4.0 on IMS stage 2. Relevant for PNM is the session redirection initiated by the S-CSCF.

The Session Redirection in PNM involves the PNM network entity that may operate towards the S-CSCF as a SIP proxy according to chapter 9.1.1.3 of TS 23.218 v7.2.0 on the IMS call model. An example for the S-CSCF based redirection through application servers in proxy mode is given in annex B.1 of this TS.

For all terminating services of UEs belonging to the Personal Network of the user the S-CSCF triggers the PNM network entity. The PNM network entity determines the URI of the terminating UE and initiates the direction of the SIP request to this UE.

More than one UE may be activated for the data termination. In this case forking is required according to the priority configured in the PNM database.

The PNM redirection service directs the terminating services to a particular UE. However the IMS public user identity may be simultaneously registered by more than one UE. Solutions to solve this problem are required. GRUU may be a candidate and would have to be considered for the specified redirection procedures.

PNM shall support the redirection of selected services or service components. A means is required to distinguish the services and service components. The ongoing work on Service IDs may be utilized.

A redirection of voice calls from CS originations to IMS destinations should be supported. PNM may benefit from VCC-related solutions for this purpose.

2.1.2 CS Domain

For the CS domain call forwarding is currently specified as Supplementary Service in TS 23.082 or as CAMEL service in TS 23.078. The CAMEL-based approach is used by the Multiple Subscriber Profile (MSP) feature specified in TS 23.097. To avoid forwarding conflicts with concurrent forwarding solutions only one solution is active at a time. The active solution is indicated by the HSS.

PNM provides another approach to determine the forwarding-to number of unconditional CS call forwarding. The identification of the number takes place in the PNM network entity and cannot be delegated to other network entities. Each time when the HSS is asked for the location of the terminating UE the HSS must query the PNM entity for the forwarding-to number. For the query a new procedure is needed.

Also for CS the redirection may be limited to particular services. The Basic Service Groups are utilized to distinguish the services.

2.2 Management Procedures

The PNM UE Redirection Service requires the following management procedures:

· Registration of a UE: The registration adds the UE to the list of Personal Network UEs in the PNM database. PNM stores the IMSI, a device identifier, and the belonging public user identities for the registered UE.

· Deregistration of a UE: Deregistration removes the UE and all related data from the PNM database.

· Global activation of a UE: All terminating services are directed to the globally activated UE.

· Activation/deactivation of a UE for Terminating a particular service or service component: In contrast to global activation the UE is only activated for services with a given service ID or for particular components of these services.

· Interrogation of the PNM network entity for the current settings: It shall be possible to query all settings that are possible via the provided management procedures.

The procedures shall be available for the user via UE and for administration via the network. For the UE based procedures it shall be possible to perform the procedures for the same UE as well as for another UE.

For the registration of a UE to the PN it must be ensured that each UE is only registered in one PN and the UE is allowed and willing to be registered. Hence, in case of UE self-registrations preceding administrative means must ensure that the IMSI/IMPI of the UE really belongs to the user. In case of registering another UE this other UE must be invited in order to permit its registration.

Advanced PNM management procedures may be optimized for IMS devices. Nevertheless, the given basic procedures above shall be also available for legacy and non-IMS devices.

Temporary settings for the activation and global activation procedures shall be possible. After configuration of temporary settings these temporary settings override the non-temporary settings till the PNM is requested to discard the temporary settings.

3 Architecture Approach for UE Redirecting Service

3.1 Architecture

The PNM network entity needs at least interfaces to the HSS, the S-CSCF, and the HSS. The entity may be realized as SIP AS. Accordingly reference points to HSS, S-CSCF, and UE already exist. The protocols of the reference points may have to be extended in order to support the PNM functionality.

For the support of non-IMS UEs and of legacy UEs without sufficient PNM capabilities an alternative to the Ut reference point must be available. USSD may used to provide the alternative access to the PNM AS.

The interface between HSS and PNM AS is not only needed for CS call forwarding queries. For instance, the interface is used to manage PNM procedures like granting permissions for UE registrations as well as to update PNM-related settings in the HSS like the link of public and private identities to a particular PN.

The management of the UE redirection service via administrative procedures an additional reference point to the PNM network entity may be required.

Figure 1 illustrates the resulting basic architecture for the PNM UE Redirecting Service.
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Figure 1: Major reference points of the PNM AS for the UE Redirecting Service

3.2 Procedures on Interfaces
In the following text basic procedures are mapped to the interfaces of the proposed architecture.
3.2.1 HSS – PNM AS

Procedures involving the interface HSS – PNM AS:

· Query of forwarding-to number

· Registration/ de-registration of UE (e.g. identify UEs belonging to a PN, prevent UE registration to more than one PN)

· Validation of subscription for terminating a specific service
3.2.2 S-CSCF – PNM AS

Procedures involving the interface S-CSCF – PNM AS:

· Determine redirection URI

· Enable forking according to PNM priority list (e.g. notify successful/unsuccessful SIP invites)
3.2.3 UE – PNM AS

Procedures involving the interface UE – PNM AS:

· Registration/ de-registration of a UE (either self-registration of the UE or requesting registration of another UE)

· Activation (/de-activation) of a UE for all or for selected terminating services (either self-activation of the UE or requesting activation of another UE)

· Configure priorities for terminating a specific service

· Interrogation of settings in the PNM AS

· Switch to temporary activation settings/ remove+deactivate temporary settings

· Notifications from the PNM AS to the UE (e.g. last active UE for a service is deactivated)

· Update of UE related identities and capabilities (e.g. MSISDNs, URIs, GRUU)

· Invitation to UE for registration or activations

· Exclusion of public identities from redirecting
3.2.4 HSS – S-CSCF

Procedures involving the interface HSS – S-CSCF:

· Configuration of PNM AS trigger criteria in the S-CSCF

4 Conclusion

It is envisaged that the work on the PNM protocols should to start in the CT Working Groups in order to meet the Rel-7 time schedule. Before CT is able to start the stage 3 work SA2 needs to give first indications on the integration of PNM into the 3GPP system architecture.

A sufficient first indication may be the general architecture consisting of the new PNM network entity and the belonging reference points. Therefore SA2 is invited to confirm the rough architecture as proposed in Figure 1 as initial working assumption. This includes the following architecture assumptions:

· PNM is realized as IMS SIP AS

· For IMS the PNM AS acts as SIP redirecting proxy according to TS 23.218 and TS 23.228

· For CS unconditional call forwarding the HSS interrogates the PNM AS for the forwarding-to number

· As far as possible the PNM AS utilizes the Sh reference points for the HSS interaction

· Management procedures between UE and PNM AS are realized via the Ut reference point

· For support of legacy devices the UE shall be able to perform the basic management via USSD

For the sake of consistency and reflecting recent discussion at SA#32 it is suggested not to initiate a dedicated SA2 WID rather than updating the current WID on PNM to cover stage 2 as well. The approved SA1 WID with suggested amendments is provided in the Annex.
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Work Item Description

Title:    Personal Network Management (PNM)

Is this Work Item a "Study Item"? (Yes / No):   No

1

3GPP Work Area

	
	Radio Access

	X
	Core Network

	X
	Services


2

Linked work items

AIPN, SIM/USIM Re-use

3

Justification

The WI AIPN to study the feasibility of the progression of the 3GPP system to an AIPN. The TR 22.978 has bee approved at 3GPP SA#27. The specification work is about to take off. It has been clarified that AIPN and work on architecture and UTRA evolution should be closely linked. The AIPN is focussed on the PS domain.

In the course of discussion some features have been created which might be of interest for earlier completion and even beneficial for deployment in a mixed CS/PS domain: 
“Personal Network:  A Personal Network, in the context of AIPN, consists of more than one device (terminal or server provided by the AIPN operator) under the control of one user providing access to the AIPN. These devices are interconnected by the AIPN such that the user perceives a continuous secure connection regardless of their relative locations. The user controls the PN using facilities provided by the AIPN.”

Why this feature: Already now, many subscriber own more than one terminal and subscription, e.g. ordinary handset for telephony, car phone, PDA for emails when on the move, data card with laptop for work when in semi-stationary mode. Although those devices mainly taken for particular usage, many are able to support more than one sort of services, e.g. telephony is supported by all but the data card. Customers may not carry always their full set of “gadgets”, but still want to be reachable. Management for the user by setting forwarding options, switch on and off terminals, providing partners with multiple addresses is not very customer friendly. The Personal network will provide the efficient means for the customer to manage their terminals.

“Personal Area Network:  A Personal Area Network (PAN), in the context of AIPN consists of more than one device (terminal) controlled by, and physically close to, the same user (person). All the devices within a PAN use the same USIM.  These devices are connected together using internal PAN means.  The user obtains services from the AIPN using his multiple devices which all access the users USIM through the PAN to gain access to the AIPN. The user controls the PAN directly.”

Why this feature: Complimentary to the Personal Network, customers use devices which are capable to support certain services, but neither they are equipped with USIM nor with the radio access means, e.g. a PDA or laptop might be better suited to play a video stream with reasonable quality that a 3G phone with very limited screen size. Current interconnection means between auxiliary devices and 3G terminals are very much of a proprietary nature and come with security constrains, e.g. for setting up a session via an auxiliary device.
4

Objective

To specify the necessary means to provide for:

Personal Network (PN)
Personal Area Network (PAN)

as described in TR 22.978.
CS and PS services shall be supported.
5

Service Aspects

Originating and terminating services shall be available via PN and PAN functionality in an easy-to-use manner without compromising reachability.

6

MMI-Aspects

tbd

7

Charging Aspects

The availability and the invocation of the features may incur charges.

8

Security Aspects

tbd

9
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	X
	X
	
	X
	

	No
	
	
	
	
	

	Don't know
	
	
	X
	
	


10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TS 22.259
	Personal Network Management (PNM)
	SA1
	
	SA#30
	SA#31
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TR 33.817
	
	Feasibility study on (universal) subscriber interface module (U)SIM security reuse by peripheral devices on local interfaces
	SA#26
	

	TS 23.xxx
	
	Impact on stage 2 specifications
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11

Work item rapporteur(s)

Armin Toepfer, Vodafone
12

Work item leadership

Primary responsibility: SA1

Secondary responsibility: SA2

13

Supporting Companies

Vodafone, NTT DoCoMo, NEC, Toshiba, Panasonic, Telecordia Technologies

14

Classification of the WI (if known)

	
	Study Item (no further information required)

	X
	Feature (go to 14a)

	
	Building Block (go to 14b)

	
	Work Task (go to 14c)


14a
The WI is a Feature: List of building blocks under this feature

(list of Work Items identified as building blocks)

14b
The WI is a Building Block: parent Feature 

(one Work Item identified as a feature)

14c
The WI is a Work Task: parent Building Block

(one Work Item identified as a building block)
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