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1. Introduction

This contribution proposes the issues of Security and Privacy to be studied in TR22.980 “Network Composition Feasibility Study”.
2. Discussion
TR 22.980 explores a uniform network composition procedure based on the feasibility study. A seamless, comprehensive and flexible security scheme should be provided during the phase from when  ANs begin to compose until the decomposition process finishes ( inclusive of the period when the ANs are composed and share the resources). From the users’ perspective, once networks are composed, one network will permit other networks to use its resources up to some extent in light of negotiation result whilst hide some of its private information.
3. Proposal

It is proposed to study and include the following text in TR22.980:
7. Potential Composition Requirements
Security and Privacy
A flexible security mechanism should be performed in order that all the communications and negotiation take place in a secure manner with no or minimum human intervention. The privacy of each individual CCN (e. g identity-, location- and other network information) should be protected, i.e. in network composition procedure, one network can choose to allow or not to allow other networks to be aware of its private information. Thus a trust relationship can be established and maintained between the various CCNs for composition.

