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1. Discussion

Document [1] provides requirements for redirection settings in section 4.2.1. The requirements mention that the UEs shall be updated of PNM settings information. PNM settings may refer to UE capabilities and redirection settings of a PN. Addition or deletion of capabilities, or in more general words, changes in capabilities of a particular UE is updated to the PN service. In addition, these updates may also be sent to other UEs of the PN, based on rules set by the user, or user requests in the form of commands or graphical user interfaces.  For example, a user may wish to know the current capabilities of all the UEs of his PN when deciding to redirect a particular service such as video call or multimedia content. This updating may be optimized by user providing the PN service with service lists which contain the list of services that he intends to be updated about. This update may be provided by the PN service. An advantage of service list based updating is that not all UEs of the PN may require updating. Only those UEs that request receive updates.
Use case description: Alice has a home PAN or UE where her video device (sink) has been registered as a PNE at the PNM. Alice is traveling to her office, and has registered her UE to the PN. For all video services she has chosen her video device as the terminating device, where it can be recorded for future viewing. She has also requested the PN service to update her on PN settings based on the service she is interested in (video devices, audio devices, printing devices, other services). For some reason, her video device gets deactivated (power goes down or switched off by somebody else or network down.etc). Immediately the PN service is aware of this deactivation and lets Alice know of this event based on the service list she chose. Alice, after receiving this update may change her video terminating settings to her own UE. 
Text additions in section 4.2.1 and 4.2.2 refer to above scenario.
Document [1] also places requirements for access control settings for a Guest UE to access a particular PN. Guest UE may probably belong to another user, and therefore the PN user will expect access control of his PN. To enable this password setting may be enabled by the PN service in order for the Guest UE to gain access to the PN. The password may be set by the user himself. In addition, to maintain the security of a PN, it must be made sure that the Guest UE is a UE. The required authentication of the UE shall be done at the respective PLMN itself. In the case of agreement to provide further interoperability of PN, the Guest UE’s pre-registration status may be verified at the respective PLMN before getting access to the PN service, where the knowledge of the password may be verified. 
Use case description: Alice owns a PN, managed by Operator A. She requests for her friend Bob, to be registered as a Guest UE. Bob has a subscription with Operator B. Alice wants to restrict access to her PN, and therefore provides a password that Bob needs to know to get authenticated by the PN service. The authentication that Bob’s UE is valid is done by Operator B, and not needed at operator A. In the case of an agreement between Operator A and Operator B to provide PN service collectively, Operator B may further have a list of PNs that Alice has been registered to, and verifies if Alice is has been pre-registered before allowing Alice’s UE to authenticate to the PN service. This greatly reduces the communication hops required when Bob tries to continually access the PN service without being pre-registered.
Text additions in section 4.3.1 and 4.3.2 refer to the above scenario.
1st Modified Section
4.2.1
Requirements for UE Redirecting Service

The Users shall be able to register and deregister UEs to their PN.

Successful registration shall add the UE as new Personal Network Element to the Personal Network. The information on the UE and the public user identities belonging to the UE shall be written to the service profile in the network. A deregistration procedure shall be performed to remove a registered UE from the Personal Network.

The Users shall be able to “activate” a certain UE of their PN as the default UE for terminating services addressed to any of the UEs belonging to the PN. Activation shall be possible

· on a global level for all services supported by the UE capabilities and subscription

· on a per service basis for selected services supported by the UE capabilities and subscription

· on a per service component basis for the different media of a supported service (in line with TS 22.228)

The Users shall be able to configure priorities of a UEs list with priority for terminating a specific service.

Note: the priority may be based on parameters such as time, device capability and user choice.
The activation and registration procedures shall include a validation and update of identities and capabilities associated with the UE. For this reason, activation and registration of a UE shall only be done for UEs that are currently attached/registered to the network. The UE shall either send an activation/registration request to the network or the network shall “invite” the UE based on a request received from another UE belonging to the PN.

The UE or the network shall deny activation as default UE for terminating a particular service or service component, in case the UE does not provide the capability or the subscription to terminate the service.

Deactivation and deregistration should not always require the involvement of the UE affected by the setting. However the network shall only process deactivation and deregistration requests from UEs belonging to the same PN.
A UE performing activations shall have the capability to perform the deactivations for these settings.
For terminating services without an activated UE, the services shall not be redirected but shall be terminated by the addressed target UE. Information shall be offered to the user when the only active device for a service is deactivated.

In case of more than one activated device for data of a terminating service, e.g. IMS devices with the same Public User Identity, the data should be directed to all devices that are currently reachable for the network (PS attached or IMS registered). It shall be possible to make the user aware on charging implications caused by activation of more than one UE for directing of the same data.

If activations are configured for one or more media types of a service then the overall service directing setting shall be overwritten for directing these service components.

Directing media of a service to different devices should be up to the choice and responsibility of the user. For instance, in case of synchronized media the redirection to different devices may result in a loss of synchronization.

A new activation overrides the previous activation status when successful.

Deregistration of active UEs shall comprise the global deactivation of the UEs.

It shall be possible to allow two sets of activation settings. One set is always present and contains the default configuration. On a temporary basis, a second set of activation settings is configured. The temporary activations shall provide a means for saving and restoring current activation settings. While temporary activations are switched on, these settings shall override the non-temporary configuration.

The network shall assume that the non-temporary settings are still valid after fallback from temporary to non-temporary activation settings. For this reason, it shall be possible for the UE to access and change temporary as well as non-temporary settings.

If capabilities or subscriptions of an active UE change and activated services are no longer supported by the UE, e.g. TEs providing these capabilities are removed then the UE shall deactivate the affected services and offer appropriate information to the user and the PN service.

The UE shall provide the PNM service lists, where the service list contains a list of services that the UE is capable of receiving or is interested in receiving updates regarding them.
It shall be possible for UEs of the PN to update all profile data in the network required for directing data to activated UEs. For instance, changing addresses or capabilities of a UE shall be updated after an attachment/registration of the UE to the network.
PNM settings may refer to current UE capabilities and redirection settings of a PN. The PNM service shall update  the UEs information about the PNM settings selectively based on their respective service lists, when other UE capabilities change. The UE shall also be able to retrieve the information based on user inputs such as commands or graphical user interfaces.

Means shall be provided to enable redirection to a particular UE for dealing with situations where UEs share the same Public User Identity.

Terminating services shall only be redirected if the redirection does not cause systematic misbehaviour of user devices or the network (e.g. SMS is one service where redirection shall not be applied if any over-the-air management of the target UE would be prevented.)

The PNM service shall interwork with CS-Domain call forwarding [TS 22.082] and IMS session redirecting [TS 22.228] in a way that no collisions of contradicting redirections occur in the network and the redirection of data remains transparent for the user. The considered interworking scenarios shall include the redirection of IP Multimedia sessions caused by any of a set list of events or conditions [TS 22.228].

The UE Redirecting Service shall be applicable to terminating services in the CS-domain, PS-domain, and IMS subsystem.

Originating services shall not be affected by the default settings.

The services that are made available for activation/deactivation shall be consistent with existing service identifiers, e.g. IMS communication service identifier [TS 23.228], or service grouping, e.g. basic service groups [TS 22.004].

Redirection of terminating services and service media shall be done for only public user identities and addresses belonging to a UE of the PN.

The user shall be able to exclude specific public user identities and addresses of the PN from data redirection.

Note: In the above requirements, registration means the registration of UE and of its public identities to the PN. The registration procedures of the UE to the PLMN remain unaffected.

4.2.2
Usability Requirements in UE redirection services

The PNM procedures

· registration of a UE

· deregistration of a UE

· activation of a UE for a specific service or service component

· global activation of a UE for all services, as far as supported

· setting up of service lists as requested by  a user
· Retrieval of PNM settings information by  a UE based on user inputs such as commands or GUI
shall be available via any of the UEs belonging to the actual PN of the User in a user friendly and secure manner.

2nd  Modified Section
4.3.1
Requirements for Private network services
The User may register up to <n> UEs to be private to the PN, whereby public access to these devices may be restricted.

The User is able to register on a per-session basis, up to <m> UE public identities not owned by him, and these UEs are referred to as Guest UEs.

The Guest UE’s public identity may have a subscription with the same service provider as the PNM or a different service provider.
 Two types of authentication for the Guest UE are distinguished

· UE-Network Authentication: Guest UE has to be authenticated by the PLMN that provides access to the PN service.
· UE-PN Service Authentication: The PN service may authenticate the Guest UE at a service level, by means of a password or pin or other authentication schemes. 
In the case of inter-operator understanding or agreement, the number of invalid requests made to access the PN may be limited by verifying the pre-registration status at respective PLMNs. For example, a list of PN registrations may be stored by the Guest UE’s PLMN.
Registration of a public identity as a Guest UE public identity requires the consent of a UE already registered in the PN.

The registration is used to authenticate the Guest UE and provide routing facilities to access the PN.

4.3.2
Usability Requirements for Private network services
Registration of a Guest UE 

Deregistration of a Guest UE 
Setting a password / key by a user or PN service for a particular Guest UE

Guest UE requesting access of a particular PN

Guest UE providing the password / key to access a particular PN when requested to do so
PN access level settings for a particular UE of the PN to be public / private

PN Access control settings are stored at PNM database, for a particular Guest UE e.g unlimited access of PN by close friends, limited access by acquaintances.

Note: In the above requirements, public identity may be substituted in place of UE. Example, either a public identity or a UE may be registered into a PN.

End of Changes
2. Reference
[1] 3GPP TS 22.259 Service Requirements for Personal Network Management, V2.0.0
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