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1.
Introduction
This contribution contains proposed requirements for 5.3 of Service Requirements for Personal Network Management STAGE1 (TS 22.259 v1.0.0).
PN id shall be unique globally or at least in a PNM to avoid overlaps between different PNs. If PN id is only unique under a specific PNM, PNM id should be used to avoid overlaps of PN ids in inter-PNM scenarios as stated in Annex <C>.
2.
Proposal

The following text is proposed for inclusion within Service Requirements for Personal Network Management STAGE1 (TS 22.259 v1.0.0).
***************************1stModification*********************
4.2
Simple PNM Requirements

The User shall be able to register and deregister up to <n> UEs to her PN.
PN identity can be used to identify a PN and the UEs belonging to shall have the same PN identity. The PN identity shall be unique globally or in a specific PNM. If the PN identity is unique under a PNM, PNM identity should be used to avoid overlaps of PN identities in inter-PNM scenarios.
The User shall be able to “activate” a certain UE of his PN as the default UE for terminating services
· on a per service basis
· on a global level
addressed to any of the UEs belonging to her PN.

There shall be always one UE in the active state. A new activation overrides the previous activation status when successful.

Deregistration of active UEs shall be denied.

Activation on a per service level: The UE shall deny activation as default UE on a per service level for terminating services in case that UE does not provide the capability or the subscription to terminate that service.

Activation on a global level: The UE shall provide appropriate information to the user on the terminating services which have been successfully activated reflecting the capabilities and subscription of that UE.

In case capabilities of the active UE change, e.g. TEs providing these capabilities are removed and activated services are affected, the UE shall initiate the re-installation of the previous activation status for these services and offer appropriate information to the user.  

Originating services shall not be affected by the default settings.

***************************2ndModification*********************
5.3.1
Personal Network Requirements

The User shall be able to register and deregister up to <n> PNEs to her PN.

PN identity can be used to identify a PN and the UEs belonging to shall have the same PN identity. The PN identity shall be unique globally or in a specific PNM. If the PN identity is unique under a PNM, PNM identity should be used to avoid overlaps of PN identities in inter-PNM scenarios.
The User shall be able to “activate” a certain PNE of his PN as the default PNE for terminating services

· on a per service basis
· on a global level
addressed to any of the PNEs belonging to her PN.

There shall be always one PNE in the active state. A new activation overrides the previous activation status when successful.

Deregistration of active PNEs shall be denied.

Activation on a per service level: The PNE shall deny activation as default PNE on a per service level for terminating services in case that PNE does not provide the capability or the subscription to terminate that service.

Activation on a global level: The PNE shall provide appropriate information to the user on the terminating services which have been successfully activated reflecting the capabilities and subscription of that PNE.

In case capabilities of the active PNE change, e.g. TEs providing these capabilities are removed and activated services are affected, the PNE shall initiate the re-installation of the previous activation status for these services and offer appropriate information to the user.  

Originating services shall not be affected by the default settings.
***************************3rdModification*********************
Annex C (informative):

Use case for Advanced PNM, 
Connection between PNEs of a PN

Subscription entity may be divided into network identity and personal network identity. Network identity is stored in USIM. And Personal Network device identity is stored in either a USIM or a secure memory module depending on the UE/TE/ME capabilities. A secure memory module allows portability of personal network device identity between multiple PNEs without deactivating the UE from the network. In other words, any PNE of a PN or external PNE requiring access into the PN may use this portable secure memory module to gain access to the PN.
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 Figure 8: Use case for connection between the PNEs
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