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Introduction
We propose to update TR 22.973 v1.0.0 with the following change:

· Rename the TISPAN reference in chapter 2 since TISPAN has changed the name of the specification.

· Create two new level 2 subchapters, called “8.1 Background” and “8.2 Comparisons between CS supplementary services and existing IMS capabilities”. The subchapters are suggested in order to give chapter 8 a clearer structure, putting existing text into proper context. Chapter 8.1 contains the text that where earlier directly after the level 1 header and 8.2 is a subchapter for the earlier 8.1 to 8.4 subchapters 
Proposal

Please discuss and agree on the proposed changes

*********  Start modification ************************
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8
Supplementary Services
8.1
Background
8.1.1
General considerations on Supplementary Services in IMS

With the specification of the IP Multimedia Subsystem (IMS see [3]) 3GPP has created a basis for flexible deployment of a multitude of IP based services. In contrast to GSM, which defined a set of bearer- and teleservices that were complemented by a number of supplementary services, the 3GPP IMS did not pursue that way but rather specified “IP multimedia sessions” within the concept of IMS. 

8.1.2
IMS services

An “IP multimedia sessions” could carry any combination of media (voice, video, text …) and the services, that make use of these IMS sessions, need not be standardised. However, in the last years non-3GPP standardisation bodies like the Open Mobile Alliance (OMA) have created standards for several IMS based services (e.g. “Push to Talk over Cellular” (PoC), “Presence Simple” and others)
The user primarily distinguishes, understands and experiences these services, not the sessions therein. For example, PoC may set up a session, that transports voice in just the same way as a IP Multimedia Telephony service would, but for the user these are two different services.  

8.1.3
Supplementary services

The user may handle supplementary services to the examples given above differently (e.g. he may choose to hide his identity in the PoC chat group while still providing it in a IP Multimedia telephone call).
As we see, in IMS supplementary services apply to individual services. An IMS service – at least in this respect – can roughly be considered as the analogon to the bearer- or teleservices of GSM. 
To be able to apply a supplementary service to individual IMS services these services need to be identifiable. Currently SA2 is working on this task (see [4] TR 23.816 “Identification of Communication Services in IMS”).

But even a single supplementary service, when applied to two different IMS services, may have different appearances. Consider e.g. a forwarding service. When forwarding is applied to an IMS service, that mimics a plain voice call, then activating a forwarding would simply forward the call to the intended destination. But when forwarding is applied to a multimedia service, the user may choose to only forward the video part to a different destination (e.g. his PDA, that has a bigger screen or to a recording device) and keep the speech part on his telephone.

For the reasons described above we can not hope to be able to define supplementary services, that can ‘generically’ be applied to IMS services. 

8.1.4.
‘Building blocks’ of supplementary services

The approach taken in 3GPP is that IMS provides ‘building blocks’ such that supplementary services for a particular IMS service can be constructed from these building blocks.
Staying with the last example we could e.g. define a building block that forwards the speech (or video) component of a IMS service to a different terminal. Ideally, such a building block would be (re-)usable for any IMS service. 

In the following section it is analyzed, whether these ‘building blocks’ are sufficient for the purpose of providing the Supplementary Services, listed in [1] and [2] to IMS Multimedia Telephony Communication.

8.2

Comparisons between CS supplementary services and existing IMS capabilities
8.2.1
Line Identification Services

8.2.1.1
CLIP

The CLIP service provides presentation of the calling line identity to the called party. In IMS this is technically provided already using the P-Asserted Identity header.

Comparison of CS-CLIP and IMS capabilities

	
	CS-Domain
	IMS

	Provisioning
	Users only receive line identity if CLIP is provisioned
	All IMS users are capable of receiving line identity

	Identity format
	E.164 number
	SIP or TEL URL (Tel URL includes E.164 number)

	Override
	Override capability may be provisioned per subscriber.
	Network behaviour may provide an override function to meet local needs, but there is no standard per-subscriber provisioning of override.

	Interrogation
	Users may interrogate using a standard procedure to determine the state of their CLIP service
	No standard interrogation feature is provided.


The IMS provides the core CLIP functionality. In the context of "Multimedia Telephony Capabilities for IMS" is it necessary to add new requirements in the areas shown above?
8.2.1.2
CLIR

The CLIR service allows the calling party to restrict the presentation of their identity to the called party. In IMS this is technically provided using the Privacy header.

Comparison of CS-CLIR and IMS capabilities

	
	CS-Domain
	IMS

	Provisioning
	Only users provisioned with CLIR may restrict their identity
	All IMS users are capable of restricting their identity on a per session basis.

	Temporary mode
	CLIR can be provisioned in temporary mode (users select per call whether to invoke CLIR) or permanent mode (CLIR is always invoked). In temporary mode there are two options: default is to present identity, default is to restrict identity.
	All IMS users are capable of restricting their identity on a per session basis.

Unless requested by the user the identity is normally made available for presentation.

	Interrogation
	Users may interrogate using a standard procedure to determine the state of their CLIR service
	No standard interrogation feature is provided.


As can be seen the current IMS behaviour corresponds to the CS-Domain use of CLIR in a temporary mode. As this is by far the most common configuration in today's networks are changes to the IMS behaviour required?

IMS sessions are not intended to be anonymous to the originating or terminating network operators (see [3]). Therefore, even if a user has requested to withhold his identity both, the originating and terminating network operators are able to identify the user (e.g. for Lawful intercept purposes, for destination users with override category or Malicious Communication Identification MCID).
8.2.1.3
COLP

The COLP service provides the calling party with the possibility to receive the line identity of the connected party. In IMS this is technically provided by the P-Asserted-Identity header in response messages from the connected party.

Comparison of CS-COLP and IMS capabilities

	
	CS-Domain
	IMS

	Provisioning
	Only users provisioned with COLP may receive the identity of the connected party
	All IMS users are capable of receiving the line identity of the connected party via response messages to requests

	Identity format
	E.164 number
	SIP or TEL URL (Tel URL includes E.164 number)

	Override
	Override capability may be provisioned per subscriber.
	Network behaviour may provide an override function to meet local needs, but there is no standard per-subscriber provisioning of override.

	Interrogation
	Users may interrogate using a standard procedure to determine the state of their COLP service
	No standard interrogation feature is provided.


The COLP service can be implemented using SIP mechanisms in IMS. 
8.2.1.4
COLR

The COLR service enables the connected party to prevent presentation of its line identity to the calling party. In IMS this is technically provided using the Privacy header.
Comparison of CS-COLR and IMS capabilities

	
	CS-Domain
	IMS

	Provisioning
	Only users provisioned with COLR may restrict their identity
	All IMS users are capable of restricting their identity in response messages on a per session basis

	Interrogation
	Users may interrogate using a standard procedure to determine the state of their COLR service
	No standard interrogation feature is provided.


The IMS provides the core COLR functionality. 
8.2.2
Call Forwarding

Four standard flavours of call forwarding are standardised for the CS-domain. These are:

-
Call Forwarding Unconditional (CFU)

-
Call forwarding on mobile subscriber busy (CFB)

-
Call forwarding on no reply (CFNRy)

-
Call forwarding on mobile subscriber not reachable (CFNRc)

IMS does not provide any standard call forwarding service. However IMS provides the ability to build applications that can redirect sessions on the users behalf based on many different types of criteria. Many IMS users will be provided with a "personal agent" service that is able to route incoming calls based on sophisticated and personalised criteria including the subscriber's call state.

CS-domain call forwarding provides a standard mechanism to allow the user to set forwarding parameters ("registration/activation") using dedicated procedures on the mobile. In contrast IMS servers may allow users to change their personal agent's criteria using non-service specific technology such as a Web or WAP interface. These Web/WAP pages may be integrated in to the operator's portal.

Comparison of CS-Call Forwarding and non-standard IMS "personal agent" capabilities.

	
	CS-Domain
	IMS personal agent

	Criteria
	Four standard criteria only (CFU, CFB, CFNRy, CFNRc)
	Four criteria supported by CS-domain are possible along with other criteria adapted to individual requirements (time of day, identity of caller, day of week etc.).

Also see Call Waiting below for differences related to the definition of "busy" in IMS.

	Provisioning
	Provisioned in HLR based on standard data structure.
	Provisioned in IMS application server and HSS based on data structure defined by server provider.

	User data manipulation
	Activation, deactivation, registration, erasure and interrogation are possible from the mobile via dedicated service-specific procedures.
	Users may manipulate data via non-service specific technology such as a Web or WAP interface.

	Notifications
	Notifications to other parties controlled by subscription.
	Control of notifications may be built in to the design of the IMS personal agent.


8.2.3
Call Waiting and Call Hold

8.2.3.1
Call Waiting

The purpose of the CS-domain call waiting service is to allow a second incoming call to alert a user who is "busy" on a first call. Providing the call waiting service changes the definition of Network Determined User Busy (NDUB) in the CS-domain.

The concept of call waiting originates in the circuit-switched PSTN where there is a single analogue line and signalling path between the network and the user. These ideas were copied in to GSM which had similar restrictions on its radio interface. In the context of IMS the hardcoded limits on ongoing sessions do not exist. It is always possible to signal the request for a new incoming session to the user regardless of how many ongoing sessions the user already has. The user’s terminal is then able to decide whether or not to accept the call based on its physical capabilities or user preference. The only case in which network busy conditions may exist in IMS are in case of resource exhaustion or in response to a non-standardised behaviour introduced by a users personal agent.

Comparison of CS call waiting and IMS capabilities.

	
	CS-Domain
	IMS capabilities

	Provisioning
	A user must be provisioned with call waiting in order to be able to receive a new incoming call while there is already a call ongoing.
	All users are capable of receiving new incoming sessions even if they have a session ongoing.

	User data manipulation
	The user may activate, deactivate or interrogate call waiting via dedicated service-specific procedures
	By default incoming sessions will always be presented to the called user. The terminal handling of these sessions may depend on non-standard data input by the user.

In addition the network may provide a non-standard personal agent service (see above) which may use the existence of other IMS sessions as criteria in their call handling. Users may manipulate personal agent data via non-service specific technology such as a Web or WAP interface

	Notifications
	Notification is provided to the calling party that the call is waiting.
	No special notification is given to the calling party unless a personal agent service provides one.


8.2.3.2
Call Hold

Call hold allows the user to suspend an ongoing session and stop sending media. IMS provides a very similar function by the use of the SIP update procedure.

The main difference between CS-domain call hold and IMS capabilities is that in the CS-domain there are certain restrictions on the allowed combinations of held and active calls which do not apply to IMS sessions (IMS permits more than one active session).

None the less the treatment of call hold in the CS domain and IMS is very similar.

8.2.4
Call Barring

The CS-domain outgoing call barring services limits the permitted calls to or from specific groups of destinations. The user may activate and deactivate call barring services under the control of a password.

IMS does not intrinsically provide call barring services. However it is possible to bar certain types of call using a non-standard IMS call barring application.

Comparison of CS-Outgoing Call Barring and non-standard IMS "barring application" capabilities.

	
	CS-Domain
	IMS barring application

	Criteria
	Standard criteria only
	Flexible choice of criteria is possible.

	Provisioning
	Provisioned in HLR based on standard data structure.
	Provisioned in IMS application server and HSS based on data structure defined by server provider.

	User data manipulation
	Activation, deactivation and interrogation are possible from the mobile via dedicated service-specific procedures.
	Users may manipulate data via non-service specific technology such as a Web or WAP interface.
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