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Introduction

The key issue Support for Multiple APNs was created at the SA2 Yokosuka meeting. However, there seem to be many alternatives for approaching the issue. This contribution aims at clarifying the principles of how APNs would be used in the SAE access system, and how this relates to IP Gateways. There are also implications to the key issue Default IP Access Service, but the changes in this contribution are limited to removing those FFSs listed under Default IP Access Service that should be addressed under this key issue.

Proposal

The following changes are proposed to the text in sections 7.9.2 and 7.10:

**** Start of 1st set of changes ****

7.9.2
Solution for Key Issue – Default IP Access Service

· A Default IP Access Service in the serving (access) network is established within a single attach procedure that includes authentication and authorization of the user. It shall be possible that any user specific information about the Default IP Access Service, such as policies or configuration parameters, are received from the subscriber databases in home network, such as HSS or/and Subscription Profile Repository.

· It is FFS how the subscriber-specific policies or configuration parameters are transferred from the home network to the serving (access) network.

· The Default IP Access Service for roaming users in the serving (access) network can be modified by the home operator.

· The Default IP Access Service shall provide the UE with at least one IPv6 address or one IPv4 address allocated or assigned by the network, together with necessary IP configuration parameters.

· It is FFS how Default IP Access Service(s) provide IPv6 and/or IPv4 connectivity for a dual stack UE.

· It is FFS whether the IP address is allocated or assigned statically or dynamically.

· The Default IP Access Service(s) shall provide IP connectivity to the networks permitted under applicable policies and roaming restrictions without excluding local breakout.
· 
· 
· The Default IP Access Service shall allow for UE registration to the IMS, at least for services that do not require better than default QoS and differentiated charging.
· It is FFS how and when the IMS registration is performed and what kind of IMS services is provided to the UE within the Default IP Access Service.

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.10
Key issue – IP connectivity with multiple PDNs
7.10.1
Description of Key Issue – IP connectivity with multiple PDNs









According to 3GPP UMTS standards, the scenario where the UE has access (either concurrently or successively) to several Packet Data Networks or Service Domains is possible, using one or more GGSNs as requested by the MS. Each PDN/Service Domain is identified by an Access Point Name (APN) as defined in TS23.003. The SGSN resolves the APN to an address that identifies a GGSN, and the GGSN can resolve the PDN/Service Domain. If that GGSN is unavailable, the APN name resolution normally provides a second choice GGSN address.. In the following, the term IP Gateway is used to describe the function with the capability of connecting with PDNs/Service Domains.

This key issue clarifies whether the UE will have a relation to a single or multiple IP Gateways in order to obtain concurrent connectivity to several PDNs/Service Domains, and whether one or multiple IP addresses are provided by an IP Gateway.
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Figure 7.10-1: Multi-APN support in pre-SAE/LTE access systems

It should be studied whether and how the SAE architecture can support the following non-exhaustive list of use cases, or combination of use cases:

· A UE could access both IPv4 and IPv6 PDNs/Service Domains, e.g. if IPv4 and IPv6 traffic is routed from the UE to IPv4 and IPv6 server clusters in different physical locations.

· Corporate employees may wish to use the LTE/SAE access system available in corporate premises for access to corporate services, while using the UE for IMS based telecommunications such as phone calls. The IMS traffic should comply with the requirements of the operator trust domain in order to secure charging and LI while the corporate traffic should be securely and efficiently routed.

· When working remotely away from the corporate site, a corporate employee may access corporate services. This corporate traffic should remain securely separated from other PDNs/Service Domains such as public Internet, or Device Management to the UE performed by the home operator.

· UE mobility between access systems such as LTE, 2G/3G or I-WLAN, or between operators.

· In some roaming cases, the UE could use the VPLMN for access to visited network services such as public Internet or IMS emergency sessions (for pre-SAE/LTE access systems TR 23.867 requires a globally dedicated APN), while operator services can also be provided in the HPLMN.

Based on the above use cases, concurrent access to several PDNs/Service Domains appears to be required in SAE.

Consistent behaviour for applications across different access technologies should also be considered.

The configuration describing the connectivity of a UE to a set of PDNs/Service Domains may be received from the HSS/HLR, pre-configurations in the IP Gateway, by mediation of PCC mechanisms, or a combination of these mechanisms.

The UE need not be aware of the default configuration that provides default PDN/Service Domain connectivity to the UE, but the UE may request a configuration to be used instead of that default configuration for other connectivity than the default PDN/Service Domain. The use of configuration other than the default configuration depends upon operator configuration and the user's subscription.

7.10.2
Solution for Key Issue IP connectivity with multiple PDNs
7.10.3
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.4
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.5
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.
**** End of 2nd set of changes ****
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