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Discussion
Machine to Machine Communication in GSM and UMTS is not only seen as a promising form of data communication service with a big potential growth, more and more market requests and business scenarios also emerged in current network deployments. Some ongoing analysis of service requirements of tele-medical services, wireless automatic controls, surveillance and taxi tracking should be investigated to collect more requirements to M2M communication solution.
As requirements stated in TR22.868, to facilitate M2M communication, a lean and simple design of charging mechanisms, terminal addressing, types of communication should be studied to achieve efficient use of resources (e.g. air interface and signalling resources). 

Following use cases are already exist in commercial wireless network special considerations would be taken into account firstly by operators who provide M2M communication services for optimization.

Business Case

﻿Telemetry
• automatic meter reading (utility meters)
• parking meters
• industrial metering
• elevator control
﻿• vending machine control
Telematics / in-vehicle applications
• driver navigation
• driver safety
• vehicle diagnostics
﻿• mobility services
• traffic information
﻿Sales & payments
• vending machines
• POS terminals
• gaming
﻿Public traffic services
• traffic information
• electronic tolling
• schedule synchronization
• optimizing road usage
• speed cameras
• changing traffic signs
﻿Fleet management
• cargo tracking
• route planning
• order management
﻿Industrial applications
• process automation
﻿Public services
• information kiosks
• web access points Telemedicine

Telemedicine
• remote patient monitoring

• remote diagnostics
• equipment status tracking
﻿• staff scheduling
﻿Security and surveillance
﻿• access and mobility control
• surveillance cameras
• asset monitoring
M2M network type
Multi-point to single point

It is quiet differ from human communication’s Business Case, that Most of the M2M Business Cases need to collect data from remote side.  That means in M2M communication filed the uplink data transfer ability is more important than downlink. In most Business Cases remote terminal need to send data to the application server which hosted in ether user side or operator side. Typical network infrastructure is shown below:
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Point to Point 
 In some occasion people can communicate direct with machine. That means the traffic flow do not need to pass the server, server can just used to verification the terminal and control the two ends to set up a secured data link.
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Figure 2 P2P communication in a M2M solution

Based on the network types shown above. The follow network functions should take into account when considering the M2M network infrastracture. Now a days, Multi-point to single point communication solutions are the mainly deployed solutions, just few of the P2P solutions have been commercially used. 
Some minor P2P scenarios might be investigated after the Client-Server model.
1. Authentication
To verify if the terminal have the right to visit corresponding m2m service, and which m2m application server or M2M terminal can be seen by the visitor.   
In the future, more and more service become IP based service. Lack of Authentication function to M2M service will definitely cause securer problem, furthermore there may be new M2M application operated by unauthenticated virtual network operator.(for example, some one may use M2M network to run IP phone service) That will cause operator’s network value been underestimated.

2. wireless Network access in air interface
M2M terminal should have a standard protocol to gain network communication ability, such as MMS/USSD/GPRS/WCDMA/AGPS etc., the protocol can based on standard data exchange protocol and do some extant on that.
Now terminal from different manufacture have differ protocol to transfer data, this made user can just can chose one terminal vendor at a business case. Some business case deployed with Beep(see note at the and of the document) based protocol or XML based or UDP based protocol in air interface. In most of the commercial cases the terminal binding with M2M application server. 

2. data host

Operator can host some public service data and provide this data with standard protocol such as HTML or SOAP. To the data that do not host by operator, we can also provide the data with the standard protocol. That will benefit Users, let them do not need to reality all the interface to different network gateways such as SMS gateway, MMS gateway etc..
Proposal

Based on the discussion of listed use cases and service requirements above,  the abundant of M2M usage is suggested to be incorporated into TR22.868 and the conclusions of preferential suggestions to M2M communication solutions should be included as well. 

It is proposed to enhance the current TR as follows:

4.4
Use Cases

Telemetry
• automatic meter reading (utility meters)
• parking meters
• industrial metering
• elevator control
﻿• vending machine control
Telematics / in-vehicle applications
• driver navigation
• driver safety
• vehicle diagnostics
﻿• mobility services
• traffic information
﻿Sales & payments
• vending machines
• POS terminals
• gaming
﻿Public traffic services
• traffic information
• electronic tolling
• schedule synchronization
• optimizing road usage
• speed cameras
• changing traffic signs
﻿Fleet management
• cargo tracking
• route planning
• order management
﻿Industrial applications
• process automation
﻿Public services
• information kiosks
• web access points Telemedicine

Telemedicine
• remote patient monitoring

• remote diagnostics
• equipment status tracking
﻿• staff scheduling
﻿Security and surveillance
﻿• access and mobility control
• surveillance cameras
• asset monitoring
Note:

Brief introduction to BEEP

Many Internet protocols reinvent a set of basic functions. The most common include: 
· Separating each request from the next, 

· Matching responses to requests, 

· Permitting multiple outstanding requests (pipelining), 

· Permitting multiple asynchronous requests (multiplexing), 

· Reporting errors, 

· Negotiating encryption, 

· Logging in users. 
BEEP specifies reusable tools for all of these functions, instead of requiring the same decisions to be made over again for each new application. BEEP provides a framework that integrates existing Internet standards for encryption and authentication and new standards for connection management. A new networked application needs merely to supply the "important" part, the part that distinguishes it from other applications, as a BEEP "profile." The mundane parts are the same for all protocols, and therefore can be coded as a library, freeing the application designer to focus on the interesting bits. 
In order to ensure that a server application can maintain the long-term context with a particular client, it is important to have all data from a client land on the same server. Administrative problems such as network address translation, firewalls, and dynamic IP address assignment make it particularly difficult to ensure that this happens. BEEP therefore allows multiple independent channels to be carried over the same connection. This also bundles related functionality and reduces overhead when encryption and authentication are used. 
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