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The TS 22.259 on requirements for Personal Network Management (PNM) was presented for information at SA#30 plenary. It is planned to present the specification for approval at SA#31 in March. There are still remaining open issues. In the following text we have raised selected potential aspects for discussion. Changes and extensions to TS 22.259 proposed in contribution S1-060037 are partly based on the discussed questions:
1) What terms should be used for PNM devices?

2) In what way PNM work should be organized?

3) What PNM-specific identities are needed?

4) Should other subscribers have access to a PN?

5) How data reach selected devices?

6) What does activation of a device mean?

7) How to ensure valid redirecting settings?

8) What kind of interworking with other redirection services?

1)  What terms should be used for PNM devices?

Device terms used for PNM are based on TS 23.101 “General UMTS architecture” that distinguishes Mobile Terminals (MT), Terminal Equipments (TE), and the USIM as basic/atomic functional and physical components of User Equipments (UE).

The MT performs the radio transmission and related functions and has a radio access based on UTRAN or another 3GPP/non-3GPP access technology. The TEs process the end-to-end applications. TEs may or may not belong to the same physical device as the MT.

PNM aims to specify the management of devices belonging to an end user. Accordingly PNM should fundamentally require physical separations. An explicit distinction between the physical entities and functional components does not exist in the draft TS:

· MEs attached to a UE are not subdivided into TEs and MT. It shall be clarified whether this is a general approach for PNM or not. The proposal is to allow device groups and to handle each group of devices as a single entity as shown in the picture below for an ME and a UE.

· The mobile handset is called MT but in fact most of the handsets contain TE functionality. Thus the handset device can be either an MT with pure radio functions or an ME with radio and application termination. In a physical view, the device may be called ME to cover potential TE functions.

· If groups of those devices are allowed in PNM then a UE and even an entire PAN can be regarded as a single network entity depending on the appropriate level of details.

The PNM term Personal Network Element (PNE) is defined here to express a PNM “basic component”. Given examples for PNEs are UE and PAN. This needs to be extended as UE and PAN are groups of basic/atomic components. The real basic components addressed within the PNM should be ME and TE. Only for the simple case, activation is limited to UEs. In the advanced case, services should be terminated by selected components of the UE or devices belonging to the UE. Hence each entity proposed for an own Personal Network Identity, i.e. TE and ME, should be a basic/atomic Personal Network Element. It is up to the PNM client implementation in each UE/PAN whether UEs, PANs, MEs, or TEs are activated as PNE in the PNM network profile.
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2)  In what way PNM work should be organized?
The current draft specification TS 22.259-V1.0.0 is split into Simple PNM and Advanced PNM. Those terms should be revised in order to understand the content of the two work packages and to make the integration easier for future extensions

The major difference between Simple and Advanced PNM is the type of devices addressed by the PNM functionality. Simple PNM only intends to manage UEs. Advanced PNM looks into the UE and adapts PNM for being applicable to physically separated UE components and connected MEs without an own USIM.

However, current PNM requirements are merely specified for setting up a Personal Network, for configuring service redirections, and for enabling the radio access for MEs without an own USIM. These functions can be divided into two clusters. One cluster covers the service redirection and can be termed “UE Redirecting Service” for Simple PNM and “PNE Redirecting Service” for Advanced PNM. The second cluster covers the PAN-internal management including the radio access of PAN components and the capability announcements within the PAN. This cluster may be called “PAN Management”.

Accordingly Simple PNM specifies the “UE Redirecting Service” and Advanced PNM specifies the “PNE Redirecting Service” plus the “PAN Management”.

Those terms for Simple PNM and Advanced PNM depend on expected future PNM extension.  The UE blackbox approach Simple PNM is only a starting phase and all future work should generally address PNEs including TEs and MEs. Then Simple PNM may be called “UE Redirecting Service” according to the specified functionality. Otherwise the term “Personal UE Networks” would be more flexible for future extensions. A related meaningful new term for Advanced PNM would be “Personal PNE Networks”. The resulting work clusters would be:

1) “Personal UE Networks”
(PNM for Personal Networks that comprise UEs belonging to a single user)

a. “UE Redirecting Service”
(Service for redirecting terminating services to selected UEs)

2) “Personal PNE Networks”
(PNM for Personal Networks that comprise PNEs belonging to a single user)

a. “PAN Management”
(Functions to manage PANs including radio access and capabilities)
b. “PNE Redirecting Service”
(Service for redirecting terminating services to selected UEs)

3)  What PNM-specific identities are needed?

Each CS- and PS-domain subscription is identified by one unique IMSI. The number is stored on the SIM/USIM.

An IMS subscription is identified via one or several IMS Private User Identities (IMPI). These identities are stored on the ISIM.

Those identities do not only determine the user but provide a link to the related user profile data (e.g. GUP, supplementary services, IMS service profiles) accessed via HSS.

PNM should follow this approach and use the existing unique identifiers IMSI and IMPI for authentication and PNM profile access.

Beside of the subscriber-centric identifiers, the 3GPP System also utilizes the device-centric identifier IMEI. An ME accessing the 3GPP network must possess a unique IMEI.
Accordingly the only devices without an own 3GPP identity are physically separated TEs.  It must be possible for TEs to act as a PNE including the termination of services. A means to manage TEs within a PN and to direct data to particular TEs should be PNM-specific device identifiers. Such identifiers shall only be used for identification of devices within a specific PN. Thus the identifiers must be unique within the PN. The identifiers should be harmonized with existing 3GPP identifiers, especially the Personal ME Identifier specified for CSI in TS 23.279. A possible name for the device identifiers used within PNM is “PNE Identifier”.

There shall be no need to store these identifiers in TEs as this would be difficult to realize in practice. A PNM client within a PAN, responsible for processing the PAN management functions, could manage the identities. The PNM client would manage allocation, storage, and usage of the identities. As the identifiers must be unique within the PN the PN device repository has to be involved in the procedure used for allocating PNE Identifiers. It should not be necessary but possible to store the allocated PNE Identifiers in secure memory. The PNM-specific identifiers are fully limited to PN internal management and must not endanger the proper function of the PAN within the 3GPP System including routing within the network. 

4)  Should other subscribers have access to a PN?

Registration of other subscribers to the PN of a user is out of scope for PNM as PNM specifies the management of devices belonging to a single user. Otherwise PNM specifies local networks with special needs for aspects like security, charging, and shared data repositories. Examples for such networks are enterprise networks, e.g. intranets.

However PNM enables registration of all kind of MEs and TEs to the PN of a user. Especially the opportunity to connect MEs with own radio access mean provides sufficient flexibility. The UE of the other subscriber could be attached as an ME to a PAN of the user and utilize the USIM of the user for the radio access.

5)  How data reach selected devices?

3GPP data addressing is reached via temporary or static addresses (MSISDN, URIs, IP). Data are not directed to a particular terminal hardware but to addresses belonging to the subscriber. The information on terminal hardware is utilized for data generation purposes such as selection of data formats and configuration of data delivery. This means a data sink address is coupled with certain dynamic data processing capabilities. The processing capabilities can be signalled via hardware identifier (IMEI, Personal Network identities) and linked capability profiles.
PNM should be based on directing data to addresses but has to consider:

· Temporary IP addresses: In PS domain addressing using temporary addresses requires an established PDP context activated by the UE. The UE is responsible to update the address in the PNM profile. Just as in LCS (TS 23.271) the MSISDN or IMSI may be utilized to identify the target UE in case of inactive UEs.

· Simultaneous IMPUs: “… IMS Public User Identities   can be simultaneously registered from multiple UEs…” (TS23.228-7.2.0). All identities are registered at the same S-CSCF. The S-CSCF downloads the service profiles from the HSS and knows the temporary IP addresses from the registration procedure. For addressing a particular UE the temporary IP address of that UE must be identified to the S-CSCF.

6)  What does activation of a device mean?

PNM enables the activation of devices for terminating services on per service or per device level. In all cases, a particular device is activated for running specific terminating services supported by the device and subscribed by the user. Activation on device level activates all subscribed services supported by the device whereas activation on per service level limits the activation to selected services.

Hence the activation procedure shall configure a target device for terminating selected services and the network must direct the service data to an address of the target device. Without an activated device these services are simply directed to the UE determined by public user identity given with the service data.

As a consequence the PNM device activation is a redirecting service from the network perspective similar to the CS call forwarding Supplementary Service and the IMS multimedia session redirection. A major difference may be the presentation to the user. For usability reasons, the user can get the impression to activate a device. The MMI must map the address-based redirection to a device-based redirection.

The redirection nature of PNM must be considered for the requirements. For example:

· It means no problem if no device is activated for a service. In this case, the terminating service is not redirected and data are sent to the original address.

· More than one device may be activated for terminating data packets. In this case, the data packets are duplicated and sent to all activated devices. Charging is applied to each activated device.

· Processing in the network must be aligned with existing redirection mechanisms including protocols and responsible network elements.

7)  How to ensure valid redirecting settings?

Capabilities of devices may change dynamically. In extreme cases, devices may loose their ability to process certain services activated for these devices. The network cannot detect all relevant changes and the devices must have automatic mechanisms to inform the network about changing capabilities. Hence the devices shall be responsible to initiate redirection profile updates.

The network must process the update requests. Deactivations of redirections as well as deregistrations pose little difficulties. In case of activations, the network shall verify the subscription for the service and also check capabilities of the activated device. In case of registration, the network may ensure that a Mobile Terminal is not listed on a blacklist or may harm the network in another way when permitting the radio access.

Consideration on special care is needed for the fallback to a previous configuration. As configurations may be complex and time consuming it would be useful for the user to have a fallback to a previous, working configuration. However the dynamically changing terminal capabilities may make it complicated to ensure that the previous settings are not only valid but make sense for the new set of available devices. A high-end smartphone may have been added in the meantime that the user would prefer for videos.

Updating the previous configuration together with the currently active configuration would be an opportunity. This requires user settings and contradicts the purpose of PNM as a user-friendly simple approach to manage several devices of a user. A compromise are temporary settings. Once defined the temporary settings override the non-temporary settings till discarded by the user. During this time the updates for the non-temporary configuration are limited to settings that are determined by the PNM service without user interaction.

8)  What kind of interworking with other redirection services?

As new redirection-based functionality PNM must interwork with existing redirection services. Otherwise the entire data redirection loses transparency and collisions of inconsistent redirection settings may occur.

The interworking or even harmonization must consider the differences in the usage scenarios of PNM and other redirection services. PNM should be focused on a simple, convenient usage and shall be applicable to all kind of terminating services including CS-, PS-, and IMS services.

Aspects for alignment with IMS redirection applications:

· Trigger for redirections: IMS redirection can be applied unconditionally or it can be caused by complex events or conditions like caller identity, location, presence, or other IMS sessions. The logic and triggers are loaded from the HSS user profile into the S-CSCF for processing. A similar approach would be feasible for PNM but shall not be specified for PNM due to complexity and handling.

· Time for applying redirections: The IMS redirection can be initiated at various stages of an IP multimedia session, for example prior to the set up, during the initial request, during session establishment, or during the ongoing session. PNM settings are more static. Therefore such choices shall not be offered by PNM.

· Redirected data: IMS can allow redirecting IP multimedia sessions or individual media of an IP multimedia session. PNM shall follow the approach and optionally allow different target devices for different media of a service. For instance, audio data could be sent to an audio play while video data are directed to a device with a big high-resolution screen. The extension is an option that should not complicate the configuration too much.

· 3GPP specification: IMS merely provides the transport ability to build applications that can redirect sessions (see TR 22.973). Examples of specified aspects are the roles of HSS, UE, and CSCF as well as typical information flow procedures. A similar approach shall be followed by PNM.

An optional service to enhance CS Supplementary Services is the Multiple Subscriber Profile (TS 22.097 and TS 23.097) which allows up to four different profiles for configuration of Supplementary Services including Call Forwarding. A few aspects of the MSP interworking with other services can give an orientation for the PNM concept:

· When Call Forwarding is provisioned as Supplementary Service, it shall not be available via the MSP service as this may cause unpredictable behaviour. It shall be clarified whether or not such exclusion is advised for PNM too.

· If Supplementary Services settings exist for Call Forwarding then these settings can used regardless of settings in the MSP service profile. It shall be clarified whether or not this prioritization applies to PNM.
· The MSP service is not feasible for terminating SMS messages. Similar exclusions for particular services may be necessary for PNM as well.
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