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Introduction

This contribution proposes text for the Privacy section 5.4 of the Videotelephony Teleservice TR 22.903 V1.0.0.

Proposal

5.4
Privacy

It shall be possible to prevent exchange of user’s identity during call setup (e.g., by using CLIR/COLR). In addition, to protect user privacy it shall be possible to: 

 
- enable/disable video camera during the call.

- accept a video call in audio mode only.

 
 - enable/disable audio during the call (mute/unmute).

A recipient shall be informed of the identity of the sender in case the sender has not restricted his identity to be transmitted.

Optional support for ciphering user audio/video/data sessions should be considered.  

Note: this may be in conflict with lawful intercept if the encrypting in this case is user to user and the network is not able to recover the keys.

Conclusion

Incorporate the above proposed text in section 5.4 of the VT TR.

