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Introduction

Many operators host Mobile Virtual Network Operators (MVNO) and usually differentiate those services provided on behalf of the MVNO, from their own. For example, calls between the same MVNO subscribers are considered to be 'on-net', whilst calls between an MVNO subscriber and a subscriber to the 'hosting network' are considered to be 'off-net'. In addition to different tariffing, MVNO users may also be provided with e.g. MVNO directory inquiry, voice mail access and administration contact numbers.

Network operators may choose to host MVNOs or, for regulatory reasons, may be obliged to open up their networks to MVNOs. In either case there is a need to keep O & M overhead costs to a minimum, route calls efficiently and, for regulatory purposes, be able to demonstrate that the hosted MVNOs are not being treated unfairly and not being disadvantaged.

Currently most hosting network operators use proprietary means to provide CS differentiated services for MVNOs. With the growing demand for MVNO differentiated PS services too, there is an urgent need to specify an MVNO Identifier that can be used for both CS and PS services, O & M and for regulatory governance.

Proposal

It is proposed that an MVNO Identifier be added to the subscriber information held in the HLR/HSS. It is envisaged that, in addition to the MSC, the MVNO Identifier will be downloaded to the SGSN and sent to the GGSN via GTP-C. The MVNO Identifier will be used with RADIUS, DIAMETER and for charging purposes; it should also be used with CAMEL.  There are many services that need to be differentiated and so the MVNO Identifier may be sent to several other entities, including but not limited to, the MMSC, SMSC, Lawful Intercept equipment, etc. It is also thought that the MVNO Identifier might be used by the Radio Access Network to control user priority access to the RAN for e.g. congestion control, and/or to manage neighbour lists and measurements in the UE.

Figure 1 provides a more comprehensive view of the proposed MVNO Identifier distribution and its usage.
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Figure 1 – MVNO Identifier usage








