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Introduction

Section 6.9 is updated to clarify how access to PLMNs is controlled by the HPLMN.
Details of Proposed Changes

6.9

Management of PLMN Access
Currently means are provided to prevent  the handset from constantly attempting to obtain service from PLMNs that it is unable to use (e.g. due to roaming restrictions). This is partially done through the use of the PLMN Forbidden List. 
It is possible for PLMN entries to be removed from the Forbidden List due to limitations on its size or on successful PLMN registration by manual selection. . As the Forbidden List can also be controlled by the operator via OTA, this could create a position where the operator can not effectively control the user's Forbidden List for the following purposes:
-
Use of the Forbidden List to change or improve user experience

-
Any form of guaranteed experience through OTA updates (as the OTA update can quickly be over written by the handset)

It would be useful to introduce a means for the home operator to have greater control over the PLMN selection procedure while maintaining the use of the current Forbidden List which is dynamically updated by the UE. Specifically, it should be possible for the HPLMN to prevent user access to specified PLMNs or PLMN + RAT combinations that the user cannot over-ride. It should be possible to hide barred PLMNs or PLMN + RAT from user selection or indicate in some way to the user that these selections are not possible.



