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Introduction
A number of changes are proposed to this section, some are minor amendments but the significant ones are: to remove the requirement for equal-priority VPLMNs, to remove reference to the Black List, to clarify PLMN+RAT selection, to change the minimum list sizes and to clarify requirements for the use of the RPLMN, HPLMN and preferred PLMN.
Details of Proposed Changes
6.1
Network Reselection
No mechanism exists for the HPLMN to request that a UE selects a different VPLMN whilst roaming. Currently this only happens when through the use of the background scan when the UE is on a non-preferred network. 
Means should be provided that allow the HPLMN to direct the UE to select a different VPLMN whenever it is already registered on a VPLMN unless the two VPLMNs are equivalent in which case the UE shall ignore the request. The timing of when the new network is selected should happen at a point where the user is not inconvenienced. 

Ideally the HPLMN would only steer the UE towards networks that have sufficient radio coverage in the specific area the customer is in. If the UE cannot connect to the requested network, then it should ignore the request and send back the reason.
In conjunction with this mechanism it would be beneficial for the HPLMN to be aware of whether the current network was selected automatically or via the manual network selection method. This would allow the HPLMN to avoid over-riding the manual network selection in the case where a user has had to resort to this as a consequence of local roaming problems.
No mechanism exists for the HPLMN to request that a UE selects a different I-WLAN whilst roaming once an I-WLAN has been selected.
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6.6
RAT preference for PLMNs not prioritised by the USIM
This refers specifically to the case of the initial PLMN selection. Subsequent to that, the choice of the RAT to be used by the UE is under the control of the serving PLMN except when the RAT is specified in the Operator PLMN List. The visited operator should be able to allocate access technology and data rates on the basis of the MCC-MNC of the home operator of the inbound roamer.
TS 23.122 specifies that preferred PLMNs are prioritised with their preferred RAT on the USIM preferred list. Therefore, when 2 different PLMNs are found and they are in the list, the UE can select the highest priority one. And if two RATs of the same PLMN are found but the preferred list specifies only one RAT for this PLMN the UE can select the highest priority RAT.
Where the PLMN entry on the Operator PLMN List has multiple RATs specified, then the end user experience is not known as it is not specified how the UE uses this information. Similarly, if no RAT is specified in the PLMN entry, it is not clear which RAT will be chosen. 
With the current practice of using one list entry per RAT to set PLMN+RAT preference, the size of the 3G PLMN lists (5 bytes per entry) becomes very large. If 2 list entries are used (to set preference for 2G and 3G), then a total of 10 bytes are needed per operator. Where the list is updated over the air by SMS, a maximum of 10 operators can be carried by each SMS. In most cases, multiple SMSs will be needed to fully update the Operator PLMN List. This incurs additional cost and time for the operator. 
 

To help overcome the above problems, it is suggested that where there are multiple RATs for each PLMN list entry, a consistent order is agreed in which the RATs are attempted (e.g. 2G followed by 3G).

This means that when roaming in a country where none of the available PLMN/RAT can be prioritised relative to each other, the UE will select randomly a PLMN+RAT out of the high quality PLMNs. However, the operator/user may prefer to select a specific RAT. For instance, the operator may prefer to select a 3G RAT so that the user can access 3G services. Or it might even prefer to select a network where PS services are available.

Therefore when a PLMN selection is needed and no priority is given on the USIM for the available PLMN and access technology, the UE should be allowed to use a set of default preferences such as preferred access technology (3G, 2G, WLAN, random) or preferred domain (CS only, CS&PS, random) in order to guide the UE where it is most likely to get the services that the user needs.
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6.8

Size of Lists 

The size of the various PLMN lists on the (U)SIM (as specified in 31.102)  needs to be harmonised and the minimum size of the lists that the handset supports also needs to be specified as a mandatory limit. Currently different handsets support different list sizes and this leads to problems for operators when trying to guide the behaviour of the handset in selecting a PLMN. 
The recommended minimum number of entries to be supported by devices and USIM, for the OPLMN, UPLMN Lists should be set as 150; for the FPLMN List should be set at 4. Currently in 31.102 each entry is 5 bytes in size. 
The lists located on the USIM that require hanset support are: Operator PLMN, User PLMN and Forbidden PLMN.  The list located on the UE only is the Forbidden LA list that should have a minimum size of 10. [see section 6.12.2 for explanation of the requirement]
6.9

Management of Forbidden Lists
Currently it is possible for the handset to overwrite the Forbidden List through a manual selection and also through network selection attempts (to the non-HPLMN) in the customer's home country. As the Forbidden List can also be controlled by the operator via OTA, this could create a position where the operator can not effectively control the users Forbidden List, and make use of it in the following ways

-
Use of the Forbidden List to change or improve user experience

-
Any form of guaranteed experience through OTA updates (as the OTA update can quickly be over written by the handset)

In addition how devices support the Forbidden Lists varies e.g. some handsets abide by the Forbidden List rules, other handsets offer the user manual network selection when the only network available is the network on the Forbidden List.
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6.13.3
Conclusions

Ideally the UE should be allowed to reselect the HPLMN as soon as this is present but the principle of always selecting the last RPLMN is probably the best principle in the majority of cases but to improve matters in the National Roaming scenario it should be considered that that the UE may initiate a background scan for higher priority PLMN immediately after re-registering on the RPLMN. Of course the background scan will not be made in the case that the RPLMN is equivalent to the HPLMN. 
It is proposed that if the MCC of the last RPLMN is the same as the MCC of the HPLMN (defined by the IMSI or equivalent HPLMN), then a background search is made for the HPLMN or equivalent HPLMN. Initially registration can be on the RPLMN to give quick service to the customer but as soon as possible re-registration is performed on the home network.

If the MCC of the last RPLMN is not the same as the MCC of the HPLMN, then the UE initially attempts to register on the highest priority PLMN+RAT for that country.
Another alternative would be to allow the UE to search for 2 PLMNs at the same time at power-on and out of service, and allow it to reselect the first one found.
Another possibility would be delay registering on the RPLMN whilst a check is made to see if the HPLMN is present.
In order to address the issue highlighted in conjunction with manual mode when the UE returns to an area served by the HPLMN and the RPLMN is unavailable, it may be beneficial to allow the UE to automatically select the HPLMN even though it is in manual mode.
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6.12.2
National Roaming 

-
If less than 12 seconds, the UE will be momentarily out of coverage but will not declare out of service (OOS), and then it will come back to the serving cell.

-
If slightly more than 12 seconds, the UE will declare Out-of-service(OOS) and start scanning, but then will most likely come back to the same 3G cell.

-
If longer (~30 sec) the UE may go to a national roaming partner, but after 6 minutes it is likely to come back to the same weak 3G cell upon the first background HPLMN search.

This will create instability that will affect user experience as this is a source of missed calls, failed call setups and possible denial of certain services.

Where a PLMN (offering network sharing) has the same MCC-MNC for both its 3G and 2G networks, a national roamer allowed on the 2G network has to be  prevented from accessing the 3G network by using reject cause such as 13 (Roaming Not Allowed in LA) or 15 (No Suitable Cell in LA). This places the LA on the Forbidden LA list of the ME. "PLMN not allowed" cannot be used as the roamer is allowed to use the 2G access.
The national roaming UE, if it has moved to a new LA, could eventually attempt to re-connect to the visited network's 3G network once more and it will be rejected again. The entry in the ME's Forbidden LA list will be overwritten. This process will be repeated every time the UE moves to a different LA and also if it moves back to LAs already visited (as the forbidden LA is constantly over-written) resulting in unnecessary signalling. It should be possible, therefore, for the ME to be able to remember multiple forbidden LAs to reduce this problem.     






