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Introduction

The European Commission requested from ETSI MSG and 3GPP SA1 to specify the use of the Cell Broadcast service for public alert purposes. Various disasters in the past have shown that a state-of-the-art service to alert the public is necessary.

In the last decade mobile communication has spread tremendously. By far the largest parts of people are using GSM/UMTS mobile devices. Therefore, in addition to the already used methods like TV, sirens etc., the new alert service shall be available for GSM and UMTS networks.

Cell Broadcast could be one solution but there are some big disadvantages (e.g. power consumption, user interface). This contribution - for discussion - proposes an alternate solution for public alert service. 
Cingular – Current there is no WID associated with this activity.  A WID needs to be introduced and the 3GPP process needs to be followed beginning with a feasibility study.  The Emergency Alert Service requirements for the United States have not been defined.  At this time, this needs to be done as an European specific solution (like eCall) and not a global solution.  
Cingular – The disadvantages for Cell Broadcast mentioned above have not been defined yet.  A feasibility study is required to determine requirements and to evaluate all potential technical solutions.

Cingular -- The “shall be available” statement at the end of the second paragraph may or may not apply to the United States depending on the future regulation requirements. The usage of GSM & UMTS networks for emergency alerting needs to be done on a regional or country basis and should not dictated as a mandatory requirement.
Requirements (not exhaustive)

Following requirements shall be met:

a) All terminals attached to the network and roaming in a given area have to be alerted in a minimum of time (e.g. < 1 minute from time of trigger).
Cingular – Timely delivery of the alert is important but where did the < 1 minute requirement come from?  Is this a requirement specified by the European Commission or is this conjecture by Siemens?

b) The alert has to be received in all possible states (idle/active, CS/PS etc.).
Cingular – All modes?  What about power off?  How about in power saving modes?  What if the device is a data only device?

c) The alert service shall consider that the users to be informed potentially speak many different languages and the information shall be understood by all of them.
Cingular – This raises lots of questions.  Who is responsible for the translation of the alert message?  Out of the hundreds or even thousands of languages and dialects in the world, which ones are to be supported?  If the service is available without a subscription as indicate in item d) below, how does the network know the language of the subscriber?  How does the system know the preferred language of a roamer in the visited network?
d) The alert service shall be available to all users without the need of a subscription.
Cingular – How does the network know subscriber preferences such as language if there is no subscription?

e) The alert service shall be activated on all terminals without the possibility to deactivate this feature.
Cingular – Current FCC regulation to do not allow for the pre-emption of phone calls for any reason but proposed legislation being discussed may allow for pre-emption in some cases.  Also the proposed legislation will allow for opt-in and opt-out of all classes of alerts except Presidential level alerts. Also, see the “other questions” below.

f) The alert service shall work and scale efficiently, avoiding as much as possible dedicated resources.
Cingular – Not sure this requirement is achievable especially for large areas such as large metropolitan areas or national areas.

g) The alert service shall be available for 2G and 3G systems.
Cingular – Is it the same identical service to be provided in both the 2G and 3G systems which needs the capabilities of the 3G network version is limited to the capabilities of the 2G network?  Or will the 3G version being able to be a more advanced multimedia based service?  FYI, the proposed US legislation encourages the utilization of additional media types in the 3G networks.

h) No user interaction shall be necessary to get the alert information.
Cingular – Does this mean that the alert message text is limited to what can be fit onto one small display on the handset since user interaction would be required for page up and page down?   FYI, a typical US weather alert is 800 to 1,000 characters in length assuming a format without abbreviations and acronyms in order to maximum the readability and comprehension of the receipt.  Current proposed US legislation will allow the subscriber to opt-in and opt-out of all classes of alert messages except Presidential level messages.

Also, what if multiple alert messages are sent?  How user interaction is required?
Other Cingular questions

Will the subscriber be able to select which type of alert messages that they may wish to receive?  For example, some subscribers may not want to receive some types of weather alerts.  Current proposed US legislation will allow the subscriber to opt-in and opt-out of all classes of alert messages except Presidential level messages.
There is no discussion about the relationship of these alert messages with priority services and emergency calls.  Will these proposed alerts interrupt or pre-empt an active priority or emergency call?  FYI, the proposed US legislation says No.
What about individuals with disabilities?  This proposal seems to be focused on textual displays.  What about audio alerts for hearing impaired subscribers?  What about textual displays for visual impaired subscribers?
What is the behavior of the alert system if multiple alert messages are received?

How does the alert system handle the priority of alert messages?  For example, both a regional and a local area emergency alert message are received at the same time, which is handled first?  Will the second alert to be delivered immediately after the first alert and effectively erase or overwrite the first alert?
How are alert cancellation messages or alert expiration events handled?   Do they automatically erase the alert on the handset?  Does the network or terminal automatically turn off the alert would the alert expires?  For example, in the US, weather alerts are issued with time intervals like “severe thunderstorm warning until 6PM”.
Proposal

The idea is to add "alert information" to the system information transported in GSM/UMTS networks on the broadcast channel(s) which are shared by all users (see [1]
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) in idle mode; in connected mode (call in CS domain) or packet transfer mode (packet data transfer ongoing in PS domain) some part of system information may also be transmitted on a dedicated control channel (see [2], [3]). The usage/availability of system information in different states has therefore to be considered.

Only a code for an alert (to be standardized) is transported to the terminal, not a text. Upon receipt of alert information the terminal shall notify the user with a specific "ring tone" (which can't be suppressed, even when the terminal is configured to 'silent mode') that this is a public alert. It is up the terminal to display the correct alert text in the configured language. So this solution is language independent. The mapping of the alert code to the text is a terminal issue.

Cingular – This proposal assumes that all alert messages have a fixed predefined content.  While it may be true that there is a limited set of alert message types, the contents of these messages are very dynamic and the content is defined by the authorized alerting agency. It is impossible to standardize a set of canned alert messages in the terminal because there are too many agencies and each event will have specific information including type of event, instructions to the public on what to do, duration of the event, and finally event termination.  The process described here can not meet the proposed requirements of the proposed US legislation.  In fact, this procedure may cause a nightmare for the operator because if this pre-defined canned text message is received on the phone without specific detailed information, the subscribers will use their phones to try to call for additional information resulting in network congestion and overload conditions.  For example, there might be an alert type for “tornado warning” but any pre-programmed information would not be able to provide critical information such as location of tornado, direction, speed, etc.  Also, if a second tornado occurs (which is quite common) or if the first tornado changes direction, a pre-defined “tornado warning” message would not be able to provide this vital information.
Cingular – The proposal for a specific alert tone on the handset which can not be suppressed does not meet the proposed requirements in the proposed US legislation for subscribers who cho0se to opt-in or opt-out of selected alert classes.
Cingular – Since the terminal has the pre-defined alert text stored in the device, it implies that terminal must contain the alert text for all possible languages stored in every handset in the world.  This is not practical or manageable.  It is especially impractical if this is an European Commission requirement only and all worldwide GSM/UMTS handsets have to support this capability.
Cingular – If this is a European Commission only requirement, what about roamers from North America or Asia?
Technical Solution

Dependent on the radio network different (but similar) solutions are proposed here. These solutions here are just examples, other solutions are also possible. 
Cingular -- A feasibility study is required to determine requirements and to evaluate all potential technical solutions.  This feasible study may require input from experts in other 3GPP working groups.  The information provided in this section is premature.
Cingular – In addition, this proposed technical solution requires new handsets.  Backwards compatibility to the hundreds of millions of existing handsets is not possible.
UTRAN

System information may have a scope of the full PLMN or cell scope. The structure of this information in UTRAN is modular and flexible/extensible, so one can define a new item to be utilized for the ALERT service. The various system information blocks are non-critical extensions to the RRC protocol, so a minor effort is needed for implementation. This procedure has been applied for several enhancements, e.g. for positioning and informing about shared PLMN operator identities. 

The proposal is to create a new system information block with an alert code to be enhanced with scope “area cell”. The number of different alert codes can be limited to < 255 so that actually one byte net information is enough to code the emergency alert indication.
Cingular --- How do we know that less than 255 different alert codes is sufficient especially since the potential list of alert codes has not been defined?  There should be separate codes for watches, warnings, updates, and cancellations.  
The system information is managed by the controlling RNC for a set of cells. If the emergency alert is requested, the corresponding, still to be defined, data in all or in selected (according to the affected area) RNCs is set according to the emergency status for a configurable period of time, afterwards it is reset to standard system information. 
Cingular – See previous questions about pre-emption of calls and relationship with priority services.
According to [1] the system information is handled like this: The UE shall read SYSTEM INFORMATION messages in idle mode and in the connected mode. If system information has changed this is detected by the UE according to the procedures defined in the RRC protocol (Paging Type 1, System Information Change Indication).

In other words, in most situations the ALERT service in a supporting UE can be brought to the attention of the user.
Cingular, the proposal says this works for “most situations”.  For which situations does it not work?
Non-supporting terminals are not affected, as they ignore the additional system information block.

GERAN

In idle mode the solution is largely identical to the UTRAN case, but the details of the structure and coding of system information is different. If the terminal is a "CS only" terminal or if no PBCCH is available in the cell, the BCCH is read. If the terminal supports PS services and a PBCCH is available in the cell, the PBCCH is read by the terminal. On the BCCH e.g. one byte of the “SI4 Rest Octets” in the System Information Type 4 message may be used. If this is not acceptable due to any reason other possibilities for such coding can be found. Similarly, if the PBCCH is available, a suitable coding of the one byte emergency alert indication within the packet system information needs to be defined. 
In connected mode (CS call) or packet transfer mode (PS data transfer ongoing) one can utilize in a similar manner a system information message transmitted on a dedicated or associated control channel. The proposal is here to use for the connected mode one byte in the System Information Type 6 message, which is transmitted on the SACCH. For the packet transfer mode a suitable coding of the emergency alert indication needs to be defined in one of the system information messages transmitted on the PACCH. 
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