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1. Introduction
This contribution proposes the input of the PAN support to the PNM baseline document “S1-050952_TS22.xxx_v002_PNM_rev.doc”.
2. Discussion

In SA1#29 it was agreed that the requirements for Personal Network Management (PNM) should have been divided into two building blocks of the same WID:
· Simple Personal Network Management (S-PNM), which covers the management of multiples UEs belonging to a single user
· Advanced Personal Network Management (A-PNM), for such as interaction of devices and UEs considering AIPN features
After SA1#29 chairman’s PNM baseline document, which included not only Simple PNM but also Advanced PNM as independent chapters respectively, was proposed.
In this contribution we propose the input of Advanced PNM, which includes Personal Area Network (PAN) support, to the PNM baseline document.
Since PAN will encourage users to utilize 3GPP services, it is required that a 3GPP network should support PAN.

3. Proposal
We propose the following text for Chapter 3 and Chapter 5 in the PNM baseline document.
1st Modified Section

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions apply.

Personal Network:   A Personal Network (PN), in the context of this TS, consists of more than one Personal Network Element under the control of one user providing access to the serving PLMNs. There shall be at least one Personal Network Element with a USIM subscription in a PN.  These Personal Network Elements are managed in a way that the user perceives a continuous secure connection regardless of their relative locations. The Personal Network Elements belonging to the User’s PN maybe registered to different PLMNs at a time. The user controls the PN using facilities provided by the Personal Network Management (PNM).
Personal Area Network:  A Personal Area Network (PAN), in the context of this TS, consists of one UE and a set of devices, which are physically close to the UE, under the control of a single user and don’t have a USIM. Devices of a PAN can directly communicate with the UE of the PAN through some internal means. Devices of a PAN can also have 3GPP radio access means that allow them to directly access the PLMN of the UE.
Personal Network Element: A Personal Network Element is the basic component making up a user’s Personal Network. A Personal Network Element may be a PAN, a UE, one single device or a network of connected devices. Each Personal Network Element consists of one subscription entity. This subscription entity may be a USIM but not limited to this. The devices in a Personal Network Element (i.e. when a Personal Network Element is a network of connected devices) use the same subscription entity when accessing the Personal Network.

User: For the purpose of this TS the User is the person who owns up to <n>  Personal Network Eelements with respective subscriptions at one service provider.

For further definitions see [1].

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AIPN
All-IP Network

MUBS
Management of Multiple UEs Belonging to a Single User

PNM
Personal Network Management

PLMN
Public Land Mobile Network
PN
Personal Network
PAN
Personal Area Network
PNE
Personal Network Element
2nd Modified Section

5
Phase 2: Advanced Personal Network Management

5.1
General Description

5.1.1
Personal Area Network

Service requirements cover the management of UE(s) and device(s) belonging to a single PAN.
A UE, which includes a USIM, can connect to other devices (e.g., a PDA, music player, laptop, camera, headset, etc.) through short-range wired or wireless connections (when they are in close proximity) and form a small network, called a PAN (Personal Area Network). The PAN is controlled by the user of the UE.
Figure 2 shows that the user equipment forms a PAN.
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Figure 2: User Equipment Combination

Devices of a PAN, which don’t have/require a USIM, may have the need to access services provided by the PLMN of the UE or to communicate with another entity through the PLMN. In case a device has its own 3GPP radio access means, which allows it to directly access the PLMN, it must be authenticated and authorized by using the USIM of the UE (i.e., a single USIM authority is shared by all the devices of the PAN). Otherwise, if a device has no 3GPP radio access means, it shall be possible that the device can access 3GPP services indirectly, through the UE of the PAN.

Annex B shows two use cases where users access a PLMN from their PANs.
5.2
PNM Phase 2  Requirements

5.2.1
Personal Area Network

· The User shall be able to control which terminals (UEs and devices) are part of his PAN via standard MMI procedures.
· The User shall be able to register and deregister devices that can be used in her PAN.
· The User shall be able to activate and deactivate the devices that have already been registered to his PAN.
· Devices without USIM shall be authenticated and authorized to access a PLMN by means of the USIM of a UE belonging to the PAN.
· Devices without USIM shall be able to directly access a PLMN after successful authentication and authorization by using the USIM of the UE in the PAN as shown in Figure 3.
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Figure 3: Connections between UE and devices



















5.3
Usability Requirements

5.3.1
Personal Area Network

The Advanced PNM procedures

· Authentication and authorization of devices in a PAN
· Registration of a device in a PAN
· Deregistration of a device in a PAN
· Activation of a device in a PAN
· Deactivation of a device in a PAN
· 
shall be available at any device of a PAN in a user friendly and secure manner.
5.4
Security 

5.4.1
Personal Area Network

In order to maintain security between a PAN and a PLMN, devices providing direct connectivity must be authenticated and authorized when they get attached to the network and start using/accessing 3GPP services. For authentication and authorization, existing security mechanisms, which are based on USIMs , can be used.

5.5
Charging 

5.5.1
Personal Area Network

Charges incurred by devices being part of a PAN are levied to the active subscription of the PAN.
End of Changes
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