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1. Introduction
This contribution proposes to add new text to explain the capabilities required for efficient support of a traffic models within the AIPN. The new text is proposed for inclusion within Chapter 3.2, 4, 5 and 6.3.2 of the AIPN Stage 1 in TS 22.258.
2. Proposal

*******************************First modification ***********************************
3.1
Definitions

For the purposes of the present document, the terms and definitions apply.
All-IP Network (AIPN): A collection of entities that provide a set of capabilities for the provision of IP services to users based on IP technology where various access systems can be connected. The AIPN provides a set of common capabilities (including mobility, security, service provisioning, charging and QoS) which enable the provision of services to users and connectivity to other external networks.  An AIPN requires one or more connected access systems to allow users to access the AIPN.

Access system: An entity or collection of entities that provides the user the capability to connect to the AIPN.

AIPN operator: An operator of an AIPN. It is assumed that the AIPN operator will also be a network/PLMN operator as defined within [1].
IP service: A service using an IP bearer provided by an IP service provider. For IP services data traffic is routed according to the IP addresses of the sender and receiver.

IP service provider: A service provider that provides IP services. This may or may not be a network operator e.g. the operator of an IMS would be an IP service provider according to this definition.

IP service subscriber: A subscriber to an IP service provider that uses IP services.
Seamless:
A user experience that is unaffected by changes in the mechanisms used to provide services to a user.
Note:
The determination of whether something satisfies the requirement for being seamless or not is dependent on the user's (e.g., human end-user, protocol, application, etc.) perception of the service being received and not necessarily the technology used to provide the service.
Seamless Service: Services provided across access systems and terminal capabilities. Provisioning of this service is continued between and within access systems and between terminals with minimal degradation and no interruption in the service as seen by the user, while adapting to the capabilities of each access system.
End-user mobility: The ability for the subscriber to communicate using the device or devices of his/her choice 

Terminal mobility: The ability for the same UE to communicate whilst changing its point of attachment to the 3GPP System. This includes both handovers within the same access system, and handover from one access system to another. 

Session mobility: The ability for a communication session to be moved from one device to another under the control of the user.
Ad-hoc Network: A dynamically organized network of mobile terminals that are able to communicate with each other via some means (e.g. using IEEE 802.15 or WLAN in ad-hoc mode). An Ad-hoc Network may contain terminals that are capable of connection to a variety of access systems.  In the context of AIPN, it is assumed that every terminal in the Ad-hoc Network is under the control of a separate user, each able to independently access the AIPN. The Ad-hoc Network routes their consolidated traffic towards the AIPN, to an Access system through one or more terminals in the Ad-hoc Network.  The Ad-hoc Network may change the terminal carrying the consolidated traffic dynamically according to rules set up by the users.  The Ad-hoc Network may move throughout the geographic coverage area.
Moving Network: A group of user devices (terminals) that move together, e.g. as part of a vehicular network. The user devices (terminals) are interconnected in a way that their consolidated traffic towards the AIPN is routed through a well-defined system (gateway). The elements of the consolidated traffic may originate from PAN and Ad-hoc Networks within a Moving Network. 

For further definitions see [1].
*******************************Second modification***********************************

4
General description

The AIPN is a common IP-based network that provides IP-based network control and IP transport. This includes the provision of IP-based mobility control of the high quality appropriate for cellular networks (i.e. no degradation in performance compared to other cellular mobility mechanisms) that is not dependent upon specific access or transport technologies, or IP version. It is the aim of the AIPN to provide a seamless user experience for all services within and across the various access systems. As well as across multiple diverse terminals a user may possess. Interworking with external IP networks (e.g. Internet) and legacy networks (e.g. PSTN) is provided and functionality at the edge of the network enables support of different access systems and legacy equipment.

A visual representation of the AIPN is provided in the figure below:
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Figure 1: Visual representation of the AIPN
The key aspects of an AIPN can be summarised as follows:

-
Support for a variety of different access systems

-
Common capabilities provided independent to the type of service provided with convergence to IP technology considered from the perspective of the system as a whole

-
High performance mobility management that provides end-user, terminal and session mobility

-
Ability to adapt and move sessions from one terminal to another

-
Ability to select the appropriate access system based on a range of criteria

-
Provision of advanced application services as well as seamless and ubiquitous services

-
Ability to efficiently handle and optimally route a variety of different types of IP traffic including user-to-user,   user-to-multicast and ubiquitous service traffic models

-
High level of security and support for user privacy e.g. location privacy, identity privacy

-
Methods for ensuring QoS within and across AIPNs

-
Appropriate identification of terminals, subscriptions and users

-
Federation of identities across different service providers
The key aspects of an AIPN are provided in addition to capabilities for efficient resource usage, charging and international roaming that are inherent within the 3GPP system.
*******************************Third modification***********************************
5
High Level Requirements

The AIPN shall be able to accommodate a vast number of terminals and users as well as be able to support a wide variety of diverse devices. Examples of terminals that shall be supported by the AIPN include terminals which main purpose is to include a sensor/RF tag, household appliances/media players with a wireless communication module, as well as traditional mobile terminals. Identification, addressing, and routing schemes within the AIPN shall be provided to support this communication environment; in particular the AIPN shall support naming and addressing schemes for a given user/session.
The AIPN shall be able to efficiently support a variety of traffic models e.g. user-to-user, user-to-multicast and traffic models generated by ubiquitous services (see figure.x).

*******************************Third modification***********************************

6.3.2
Ability to effectively handle a variety of different types of IP traffic

 The AIPN shall be able to efficiently support a huge amount of traffic generated by high frequency trickle traffic (i.e. high communication frequency low data volume) from a vast number of terminals. (e.g. traffic generated from ubiquitous services like as 60 transaction of communications per an hour with a few kilo bytes datagram from 10times-population devices e.g. sensor and tag devices)
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Figure x: Traffic models of ubiquitous services
******************************* End of changes ***********************************
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