TSG-SA WG1 #29
S1-050695
Povoa de Varzim, Portugal,  11th to 15th July 2005
Agenda Item: 8 

Title:
Input to Personal Network Management
Source: 
Panasonic Mobile Communications
Contact: 
         TAKEI, Yoshihiko 


CHIA, Pei Yen



         Takei.Yoshihiko@jp.panasonic.com
PeiYen.Chia@sg.panasonic.com
1. Introduction
This document proposes inputs to the document Service Requirements of Personal Network Management
2. Discussion
Through the descriptions of the Personal Network in AIPN feasibility study [1], and the General description of the Personal Network Management Skeleton TS, we envisage that a typical usage for Personal Network is as follows: 
Usage within 1 PN:

· A user is able to easily add or remove any Personal Network Elements [2] into/from his PN. 

· There shall exist at least one Personal Network Element with USIM in a PN. Other Personal Network Elements within the same PN may not require a USIM in order to register to the user’s Personal Network. The concepts in USIM Security Re-use [3] can be applied. 
· A user is able to easily connect to any Personal Network Elements within his Personal Network from any location. 

· A user is able to easily obtain or transfer data securely across the Personal Network Elements in his Personal Network. 
· A user’s access network from his home may not be the access network provided by his PLMN. Therefore, facilities to form a PN when the Personal Network Elements are connected via an external access system [1] should be provided.

[image: image1] Figure 1 : Personal Network of a User
The Personal Network shall consist of at least 1 Personal Network Element with USIM.  However, other Personal Network Elements within a PN may not require a USIM subscription. 
Usage between 2 PNs:

· A user’s Personal Network is able to easily form a secure connection with another user’s Personal Network. The 2 Personal Networks in Figure 2, is constructed from 2 individual’s PNs association with the PNM. 
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Figure 2 : Secure Connection formed with another Personal Network
3. Proposal

We propose the following inputs to Section 4 to enable a better understanding of what a Personal Network is.

We also propose additional requirements to Section 5, Section 8 and Section 10.
1st Modified Section
4 General description
Personal Network:  A Personal Network (PN), in the context of this TS, consists of more than one terminal under the control of one user providing access to the serving PLMNs. These terminals are managed in a way that the user perceives a continuous secure connection regardless of their relative locations. The terminals belonging to the User’s PN maybe registered to different PLMNs at a time. The user controls the PN using facilities provided by the Personal Network Management (PNM).

Personal Area Network:  A Personal Area Network (PAN), in the context of this TS, consists of more than one device (terminal) controlled by, and physically close to, the same user (person). All the devices within a PAN use the same USIM and radio access means.  These devices are connected together using internal PAN means. The user controls the PAN directly.”

The service requirements captured with Personal Network Management as a combination of Personal Network and Personal Area Network address customer needs who own more than one terminal and subscription, e.g. ordinary handset for telephony, car phone, PDA for emails when on the move, data card with laptop for work when in semi-stationary mode. Although those devices mainly taken for particular usage, many are able to support more than one sort of services, e.g. telephony is supported by all but the data card. Customers may not carry always their full set of “gadgets”, but still want to be reachable. Management for the user by setting forwarding options, switch on and off terminals, providing partners with multiple addresses is not very customer friendly. The Personal network will provide the efficient means for the customer to manage their terminals.

Complimentary to the Personal Network, customers use devices which are capable to support certain services, but neither they are equipped with USIM nor with the radio access means, e.g. a PDA or laptop might be better suited to play a video stream with reasonable quality that a 3G phone with very limited screen size. Current interconnection means between auxiliary devices and 3G terminals are very much of a proprietary nature and come with security constrains, e.g. for setting up a session via an auxiliary device.

An example Personal Network for a user is as shown in the figure 1 below:
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Figure 3 : Personal Network of a User
The PNM provides a connection between the user’s PAN and his home PC such that the user is provided with a virtual secure personal network.  Through this secure link, a user is able to synchronise his 3GPP terminal with data contained on his PC at home or monitor his heating or burglar alarm system while away from his home.  His home PC may be connected to the PNM via an external access system.
 The user is able to manage which device or group of devices to be included in his Personal Network. The device or group of devices forming a user’s Personal Network is known as a Personal Network Element. The Personal Network Element may not require a USIM to register to the user’s Personal Network. However, a Personal Network must comprise of at least 1 UE. The Personal Network Elements within a PN are able to form a secure link easily, hence facilitating content sharing within the Personal Network although they may be located far apart. A user’s Personal Network may also form a secure connection with another user’s Personal Network via the PNM as shown in Figure 2.
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Figure 4 : Secure Connection formed with another Personal Network
2nd Modified Section
5
Personal Network Requirements

The User shall be able to register and deregister up to <n> U
Es to her PN.

The User shall be able to “activate” a certain UE of his PN as the default UE for terminating services

· on a per service basis

· on a global level

addressed to any of the UEs belonging to her PN.

There shall be always one UE in the active state. A new activation overrides the previous activation status when successful.

Deregistration of active UEs shall be denied.

Activation on a per service level: The UE shall deny activation as default UE on a per service level for terminating services in case that UE does not provide the capability or the subscription to terminate that service.

Activation on a global level: The UE shall provide appropriate information to the user on the terminating services which have been successfully activated reflecting the capabilities and subscription of that UE.
Originating services shall not be affected by the default settings.

A PN shall consist of at least one UE. 
PNM shall support the facility for a user to register a Personal Network Element which does not have a USIM interface to his Personal Network. The user may choose an alternative smartcard or other technologies in place of a USIM. 
The user shall be able to select a Personal Network Element in his PN to form a secure connection to another user’s PN using facilities provided by the PNM. 
A Personal Network Element may connect to the PNM via an external access system not provided by the PLMN where his subscription resides. 
3rd  Modified Section
8
Usability Requirements

The PNM procedures 
· registration of a UE
· registration of a Personal Network Element with a USIM
· registration of a Personal Network Element without a USIM
· registration of a Personal Network Element from another user’s PN
· deregistration of a UE
· activation of a UE for a specific services

· global activation of a UE for all services, as far as supported
shall be available via any of the UEs belonging to the actual PN of the User in a user friendly and secure manner.
4th  Modified Section
10
Security 

Registration of UEs to a PN shall require the consent of the subscriber by appropriate means, e.g. an “invite” function.

Services shall be originated or terminated from/at the TE in a secure manner.
Any Personal Network Element shall be able to connect to another Personal Network Element securely within his Personal Network securely..

Secure communication between 2 Personal Networks can be setup easily via the PNM.

End of Changes
4. Reference

[1] 3GPP TR22.978: “All-IP Network (AIPN) feasibility study”

[2] S1-050693 : “Additional Definition for Personal Network Management”
[3] 3GPP TR33.817: “Feasibility Study on (U)SIM Security Reuse by Peripheral Devices on              Local Interface”
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�There’s proposed changes to this section in S1-050693


�Proposed changes to usage of UE from S1-050693
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