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1 Introduction

In TR 22.811 [1] the concept of Multi-Provider environment is introduced and some problems associated with it are identified. However this concept does not cover all scenarios being envisioned or that are possible in the market today.

2 Types of operations

As technology has advanced and new business models have been developed the traditional Wireless Network  model (see Figure 1)  no longer always holds true. As such this affects Network Selection.  This has already been shown in section 5.2.2  of [1] where WLAN RAN may not necessarily be owned by the traditional PLMN.

2.1 Traditional PLMN
The traditional PLMN consists of 3 components (see Figure 1)

· Radio Access Network (RAN) e.g. BTS, BSC, Node B, RNC, WLAN

· Core Network (CN) e.g. MSC, SGSN etc
· Service Network e.g. IMS, HSS, HLR
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Figure 1 – Traditional PLMN
2.2 MVNO PLMN
The Mobile Virtual Network Operator is an operator that does not own a RAN or core network infrastructure such as MSC’s, SGSNs,.  They however could possibly have an HLR / HSS and service providing infrastructure such as IMS.  Typically these operators have a business agreement with a single Core Network provider, however an MVNO could have a relationships with multiple core network operators.

The classic MVNO has had no facilities, relying instead on both the hosting PLMN’s core network and radio access network. But now, with the introduction of unlicensed facilities, the MVNO may have its own ‘hot spots’ that are controlled by the host PLMN’s core network. Or the MVNO could conceptually even have its own limited ‘core network’ to control those hot spots. I-WLAN allows this today with the ability to contact the PDG via non I-WLANs where that WLAN could be a free hotspot in a café.
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Figure 2 – MVNO relationships

Figure 2 shows an example of an MVNO that has a direct relationship with two PLMN’s (a&b) and a Hotspot.
2.3 Core Network PLMN
The core network PLMN is a PLMN that just provides switching capabilities.
2.4 Radio Access Provider
RAN operators just provide the necessary capabilities for a wireless device to obtain radio connectivity and connect back to either a core network or Service Network.  
The most commonly known example of these types of operators is the Hotspot provider.  In addition a one could think of another PLMN that provides network sharing as failing into this category as well.

2.5 Summary

Given that the ownership of the 3 components of a traditional PLMN network is blurring there are a lot more possible relationships that could exist.  Figure 3 captures this.
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Figure 3 – PLMN options

3 Issues with Multi-service Providers
3.1 Service Capabilities
Each of the RANs and CNs has different capabilities e.g. EDGE, HSPDA, CAMEL.  Thus if a UE is turned on and performs a scan there is need to choose a RAN / CN that provides the services that the UE wants to use.  

3.2 Network Correlation

When there are multiple RAN types available there maybe a need to correlate these.  In that, if there is WLAN and GSM/GPRS coverage and a Voice Call Continuity session needs to take place then the UE should have set-up the call on a RAN that allows handover to the other type of RAN.  Currently WLAN and GSM/GPRS network selection algorithms are not linked, they work independent of each other and there is no correlation to between them.

e.g. A UE registers on a VPLMN GSM / GPRS network.  The UE is also GAN enabled, and it subsequently finds two I-WLAN’s.  One I-WLAN provides service to PLMNa and another I-WLAN enabled 

3.3 RAN Coverage
Given that there could be multitude of RANs in different technologies the coverage area of each RAN technology would be different.  It could be advantageous that the UE is aware of the UEs that are available to it at any given time, one example coverage in one RAN technology is dropping however one or many other RANs maybe able to provide coverage/
4 Proposal Changes

5.2.2 Multi-Provider Environments

The network selection procedures in TS 22.011 focuses on PLMN selection defined in Section 3.2.2.1 as “an UE based procedure, whereby candidate PLMNs are chosen, one at a time, for attempted registration”. In Release 6 the concept of PLMN+AT (AT = Access Technology) was included in the network selection procedures of TS 22.011.

Upcoming usage scenarios may require taking into consideration for network selection where there are different ownerships of the Radio Access Network (RAN), the Core Network (CN) and Service Network (SN). For example today, taking the I-WLAN case, at a particular location several WLAN access networks could provide access to the HPLMN services. Figure 1 depicts the generic situation where there are multi RANs, CNs and Service Networks that all have different business relationships:
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Figure 1:
Example PLMN Business Relationships
Each of the RANs and CNs has different capabilities e.g. HSPDA, EDGE, CAMEL.  Thus if a UE is turned on and performs an initial scan or does a background scan  there is need to choose a RAN / CN that provides the services that the UE wants to use..
.

Also given that there could be multitude of RANs in different technologies the coverage area of each RAN technology would be different.  It could be advantageous that the UE is aware of the RANs / CN combinations that are available to it at any given time, one example coverage in one RAN technology is dropping however one or many other RANs maybe able to provide coverage. Possible solution approaches could be, for example, the definition of specific background scan timers for different RATs.  The UE could also determine the capabilities of the RATs and corresponding connecting CNs.
Furthermore, in certain situations it could be advantageous for a PLMN to be able to instruct a terminal to gain access over a particular RAT and/or intermediate core network. To this avail, appropriate system reselection mechanisms could be of interest. 
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