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5.1.1.6
Access system selection

In an AIPN the applications are based on IP and will evolve towards access system independence. An AIPN is expected to support multiple access systems. 

The selection of the access system may need to take into account several aspects of an AIPN, e.g. service requirements of an application, load balance of the network, and charging & billing.
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5.2.1.4
Network and mobility
-
An AIPN shall be designed as a common IP-based network system, hence evolution of the 3GPP system to an AIPN shall be realised with minimum duplication of network functionality wherever possible.

-
Evolution of mobility mechanisms


In the evolution towards an AIPN, the integration of the telecom and datacom worlds, which has been discussed for a long time, materializes. The integration of WLAN into 3GPP systems is already a good example of this. As part of this trend, the mobility mechanisms must be evolved. 


Nevertheless, new mobility mechanisms of AIPN must be introduced in such a way that there is a migration path from current 3GPP systems (i.e., Rel-6). New features, nodes or protocols should be introduced such that an incremental introduction is facilitated. 


Specifically, the large installed base of UTRAN and GERAN based access systems must continue to be supported. In the AIPN, mobility mechanisms must be able to co-exist with current PS core network mobility mechanisms in a cost-efficient way. 
Recommended requirements:

-
An AIPN mobility solution must support UTRAN and GERAN based systems as possible access systems besides supporting alternative existing accesses such as WLAN and other emerging new technologies. 
-
An AIPN mobility solution must be able to co-exist with the current 3GPP PS core network in a cost-efficient way.
-
An AIPN mobility solution should support seamless terminal mobility across various access systems.
-
AIPN should support services handover between 3GPP CS services (e.g. CS telephony) and AIPN equivalent services (e.g. Voice over IP).
	Next modified section


6
Capability expansion required for the introduction of an AIPN

The AIPN vision provided in chapter 5 of this Technical Report lists the desired capabilities of an AIPN. This chapter provides a detailed gap-analysis between the existing capabilities of the 3GPP system and the capabilities of an AIPN. Based on this analysis it will be possible to obtain a clear picture of the work that needs to be undertaken within 3GPP to evolve to an AIPN.

6.1
Existing capabilities suitable for an AIPN

Note:
The term "3GPP system" used within this chapter refers to the 3GPP system as specified up to and including Rel-6.

It should be possible to evolve the 3GPP system to an AIPN without degradation in the capabilities [5] of the current 3GPP system whilst also maintaining the 3GPP system service principles [4]. More specifically, the following capabilities provided within the 3GPP specifications are felt to be suitable for an AIPN:

-
Provision of IMS services [6]

-
Support for IP multimedia sessions

-
IP Multimedia Session control [4]
-
QoS for IP multimedia sessions

-
Support of multiple UEs with a single IMS subscription.

-
Cost effective Control and Charging of IP Flows through FBC [7]

-
Identify IP flows for charging and policy control in a generic manner

-
Perform Real Time Charging

-
Support differentiated charging including zero rating of the bearer and event charging

-
Authorization of IP Flows

-
Awareness of user identity, subscription class, time-of-day, roaming status, QoS,  Service input etc
6.2
New capabilities required for an AIPN

An AIPN will enhance the 3GPP system from the perspectives of providing enhanced functionality as well as improvements in system performance (e.g. communication delay, communication quality, connection set-up time).

6.2.1
Enhanced network performance

Together with the diversification of the services, requirements for network resource utilization will become diversified. It is necessary that network resources, especially the wireless resource, be used effectively and efficiently, including selection of the access system used based on the provided service.
The main traffic use case when defining the connection and routing methods of the current PS domain has been user-to-server communication. However, user-to-user communication is expected to increase more and more as services and service usage diversifies. Therefore, it is necessary that an AIPN provides the ability to efficiently handle a variety of different types of IP traffic and has optimized routing mechanisms, in particular for user-to-user traffic.
Recommended requirements:

-
 An AIPN shall provide the following features:
-
Ability to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-multicast traffic models

-
Optimized routing of IP traffic, in particular for user-to-user traffic.
-
Efficient usage of radio resources (e.g. signalling optimization, compression), including selection of access system, based on the provided service.

6.2.1.1
IP-based routing and addressing

Due to future increases in the number of users and terminals accommodated by mobile networks it is necessary to ensure that addressing and routing schemes can accommodate a number of users and terminals significantly greater than the present number of mobile subscribers. Due to the limited amount of available MSISDN numbering capacity it would be desirable to be able to accommodate new users and terminals without the need to associate an MSISDN with terminals for which there are no need to receive calls addressed to E.164 numbers. 

Moreover, adoption of 3GPP specific technology in existing 3GPP system results in cost increases for network operators (which are subsequently passed on to users) due to the need to deploy specialised network equipment. The use of specialised equipment also makes flexible service expansion difficult.

The use of IP technology is widespread which results in low costs for equipment based on IP technology. Moreover, the use of IP technology is standard throughout both the telecommunications and IT industries and it is necessary to enable the 3GPP system to be realised based wholly upon IP technology in the future. In particular, the use of IP technology for addressing and the routing technology within an AIPN is applicable.
Recommended requirements:

-
An AIPN shall enable the accommodation of a vast number of users and terminals.
-
Based upon industry trends IP technology shall be applied to the addressing and routing technology within an AIPN to enable accommodation of a vast number of users and terminals.

6.2.2
Support of a variety of different access systems (existing and future)

Wireless coverage is different depending on the radio technology and the radio signals of each of the accesses used may not necessarily be available within a particular area. Also, in the future it may be possible for AIPN operators to realise cost reduction by efficiently introducing appropriate access systems within different geographical areas. Therefore, in order to facilitate efficient provision of services, an AIPN shall support accommodation of several access systems (existing and future). The 3GPP system currently provides access to the CS and PS domain via UTRAN and GERAN as well as access to PS services over I-WLAN. However, currently there is no detailed specification for accommodation of access systems other than those based on UTRAN, GERAN and WLAN. Therefore, it is necessary that the accommodation of access systems be expanded to include other different access systems within an AIPN. 

Concerning the provision of IP based services an AIPN shall support provisioning of services over several access systems accommodated within an AIPN. However, there will be some differences for the provision of IP services over different access systems hence it shall be possible for an AIPN to coordinate service provision across a variety of different access systems.

Recommended requirements:

-
An AIPN shall support accommodation of several access systems (existing and future).
-
An AIPN shall support service provision across different access systems.

-
An AIPN shall support adaptation of service provision across different access systems.

6.2.2.1
Access system selection

The introduction of multiple access systems within the same coverage area raises new AIPN operator and user requirements; the user may wish to influence the selection of the access system for use based on such aspects as supported QoS, mobility, pricing, coverage, etc. and the AIPN operator may wish to influence the access system selection by setting policies. Optionally, a user may even wish to use simultaneous multi-access as well. 

Note that the selection of the access system needs to be easy for the end user, e.g., it could be based on some preferences and the actual process can be partly or completely hidden.

It is expected that users using multiple access systems will require an appropriate service continuity experience as they switch from one access system to another. This means that their sessions remain in operation, with minimal interruption. In addition, the services provided should be made access system aware (e.g., choose video quality based on the available bandwidth).
Recommended requirements:
-
An AIPN shall enable use of multiple access systems 
-
It should be possible to reach a user over multiple access systems simultaneously.

-
It should be possible to provide access system-aware services.

-
An AIPN shall provide support for access system selection based on combinations of AIPN operator policies, user preferences, service requirements of applications, access system conditions, and/or other AIPN operator-defined criteria.
Note:
The user preferences shall be respected as long as they do not negatively effect the operation of the system.
6.2.3
Enhanced Mobility

6.2.3.1
Heterogeneous Access Systems Mobility

An AIPN shall allow connectivity via a wide variety of access systems (both fixed and wireless). Some of these systems are specified by 3GPP where others are developed and specified by other organisations. 

[image: image1]
Figure 4: AIPN and Heterogeneous Access Systems

For the purpose of optimising the mobility among diverse access systems, the AIPN shall provide open interfaces that allow the AIPN operator to direct the terminal towards the most suitable access system. The decision to move a terminal from one access system to another should be based on the information available in the AIPN e.g. load balancing, subscriber’s profile as well as on the information provided by the terminal. Mobility within a given non-3GPP access system is not under the responsibility of the AIPN. 

The AIPN should provide common open interfaces to allow the AIPN to exercise the control on the inter-access system mobility of the terminal. Furthermore, an AIPN should also provide other open interfaces that allow the terminal to access the other AIPN services needed for the management of the subscribers in the AIPN, i.e. session control, AAA, policy control (see figure 4 above).
Recommended requirements:
-
An AIPN should provide open interfaces to AIPN services such as mobility management in order to ease the terminal mobility across different access systems.

6.2.3.2
Heterogeneous mobility mechanisms

An AIPN shall support not only a heterogeneous set of access systems, but also the inter-working of heterogeneous mobility mechanisms in the AIPN as well. This is needed because the AIPN will have to provide an evolution from currently deployed core network technologies. As an example, both legacy 3GPP PS mobility and IP based mobility schemes may co-exist. 

In principle, AIPN should aim to minimise the number of different mobility solutions. However, adoption of multiple mobility solutions may be necessary in the AIPN due to the following reasons:

- 
The access system, terminal technology, the services or roaming agreements provided may put varying requirements on the AIPN mobility solution.
- 
The mobility mechanisms must also satisfy security, QoS or other requirements, which may also vary. 

- 
The AIPN may incorporate multiple administrative domains. 
Heterogeneous mobility mechanisms allow local optimizations. For example, parts of the AIPN may provide improved mobility performance by a solution that is tailor-made for the particular network configuration.

Recommended requirements:
-
An AIPN must work with mobility mechanisms used by the specific networks it connects, including legacy mobility mechanisms of the current 3GPP PS core network. 
6.2.3.3
Frequent mobility

Since an AIPN shall allow for multiple access systems optimized to particular user requirements, it will need to support access systems with highly varying characteristics in terms of robustness, quality and throughput as well as complexity and geographical coverage. 

While 2G and 3G access systems provided a RAN with mobility support that can cover a large geographical area, an AIPN may need to accommodate access systems with RANs that provide mobility support only in a very limited area. In the extreme case, the access system may consist of base stations that are directly connected to the AIPN, or even access systems without any mobility management procedures at all. 

Consequently, while in 2G and 3G networks most of the terminal mobility was handled in the radio access network and the core network had to handle only infrequent mobility, an AIPN shall support new access systems where handovers between AIPN nodes are also very frequent. 

As a result, handover support in the AIPN has to provide a seamless user experience. Note that the corresponding performance requirements for a seamless user experience will depend on the service provided. This seamless user experience must be maintained even with an increasing AIPN size and increasing number of terminals. 

Recommended requirements:

-
An AIPN must support procedures related to frequent terminal mobility between AIPN nodes. 

-
Whenever feasible, the AIPN mobility solution must support seamless user experience for all services provided by the AIPN. 

-
The mobility solution must scale with the number of terminals and size of the AIPN. 
-
An AIPN shall be able to support access systems with very limited or no mobility management procedures.
6.2.4
Optimised IP session control

In principle it is assumed that session control within AIPN shall be optimised for user-to-user communication, i.e. from one user’s mobile terminal to another user’s mobile terminal, and for other traffic models such as those of streaming services, and shall be extended beyond IMS functionalities that are already provided. Some new session control mechanisms are introduced within an AIPN e.g. session mobility, session adaptation to terminal capability and session control for user to multicast.
Additionally, it is necessary for an AIPN to ensure efficient use of wireless resources and effective usage of power resources within mobile terminals whilst maintaining the appropriate usability for a particular service.
Recommended requirements:

-
The IP session control mechanisms of AIPN shall be enhanced from the functionalities of IMS to provide session mobility, session adaptation to terminal capability and session control for user to multicast.
-
Users shall perceive continuous service whilst ensuring the efficient use of wireless resources and the effective usage of power resources within mobile terminals.

6.2.5
Enhanced support of IP traffic

An AIPN will provide a variety of new mechanisms to support IP traffic.

6.2.5.1
Support of increased IP traffic demand

As the number of users accessing multimedia and data services from 3G networks will continue to accelerate, huge amounts of IP traffic are expected to be generated in the AIPN. Therefore, an AIPN must be able to accommodate a large increase of IP traffic whilst being able to guarantee QoS for different services, i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points, and ensure that network resources are used efficiently. This will enable the additional cost to AIPN operators to be minimised. 

Advanced QoS control mechanism and traffic engineering techniques are possible methods to achieve better IP traffic performance and increase the efficiency of the AIPN resource usage.
Recommended requirements:

-
An AIPN shall be able to provide guaranteed QoS for services and use AIPN resources with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points. 

Possible methods to achieve this within an AIPN include:

a)
The ability to control routing of IP traffic dynamically according to the actual resource usage condition from an end to end point of view which includes the end user devices, network entities and application servers. This could be achieved by using intelligent QoS routing algorithms taking into consideration of resource usage conditions. 

b)
The ability to be able to monitor the AIPN entities statistics in real time, e.g. current reserved resources, un-used resource in order to route IP traffic dynamically based on network conditions.
6.2.5.2
Ability to effectively handle a variety of different types of IP traffic
An AIPN is expected to handle different types of IP traffic: real-time (e.g. VoIP), non-real time (e.g. Web browsing) and mission critical (e.g. M-Commerce). However it is not easy to predict the traffic model in an AIPN. Sometimes it will need to handle a large amount of IP traffic which requires higher QoS class traffic and less traffic for lower QoS class traffic and vice versa. This may result in a worst case scenario in which most of the AIPN resources are used to handle higher QoS class IP traffic (e.g. guaranteed services) and so lower QoS class IP traffic (e.g. best effort traffic) suffers congestion and long delays.
It is believed that even under such situations, AIPN should still be able to provide satisfactory QoS to lower QoS class traffic e.g. best effort traffic. A possible method to achieve this could be to use dynamical load balancing mechanisms in the AIPN to control the load in the AIPN entities in terms of handling different type of traffic class according to the actual traffic model in real time.
Recommended requirements:
-
AIPN shall be able to support different levels of QoS according the type of the IP traffic. 

-
Mechanisms should be available to the AIPN operator to enable AIPN congestion for the lower QoS class IP traffic to be avoided when a large amount of AIPN resource is used to handle higher QoS class traffic. A possible method to achieve this could be by using dynamic load balancing among the AIPN entities.
6.2.6
Enhanced Quality of Service

Though existing 3GPP systems guarantee end-to-end QoS for a session between 3GPP systems, a similar function is also needed for AIPNs. However, within an AIPN, this functionality shall be enhanced to enable guarantee of end-to-end QoS across a variety of different access systems. Also, it is required that the continuation of QoS provision be possible whilst moving within an AIPN including when moving across access systems during handover.

The QoS ensuring methods have to consider cost aspects. Therefore, it is very important to support a variety of QoS ensuring methods, cost effective and adapted to the operator needs. Different operators have different cost structures, i.e. multiple QoS ensuring methods may need to be supported in the end-to-end path. This may be also valid in a single operator case due to different cost structures of the different network parts.
 Recommended requirements:
-
It shall be possible to guarantee end-to-end QoS for a session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 

-
Interworking between different QoS ensuring methods in the end-to-end path has to be supported.  
-
QoS considerations need to be taken into account in handover decisions:

-
It shall be possible for AIPN to guarantee end-to-end QoS without modification when the terminal or session moves from one access system to another, if the target access system supports the required QoS.

-
It shall be possible for AIPN to guarantee end-to-end QoS, with QoS modification, when the terminal or session moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS.

-
It should be possible for AIPN to provide mobility for a terminal or session between an access system that provides QoS and one that does not. However, in this case, seamless experience is not guaranteed, the terminal/application/user may need to be notified via some means and the network may need to adjust service setting for the session(s) accordingly to the change (e.g. charging adjustments, etc).
6.2.7
Personal Network, Personal Area Network (PAN), Ad-hoc Network and Moving Network Support

An AIPN will offer users the services through Personal Networks, PANs, Ad-hoc Networks and Moving Networks (see Annex E), which will encourage users to utilize the 3GPP services. Therefore, it is required that AIPN shall support Personal Networks, Personal Area Networks (PAN), Ad-hoc Networks and Moving Networks.
Recommended requirements:

Personal Networks:

-

AIPN shall support a wide variety of service capabilities with the different USIMs from the same AIPN operator (e.g. twin USIMs) associated with a single user.
-
AIPN shall provide a connection between the terminal devices of a Personal Network that is reliable and provides adequate protection to the user’s data to give confidence that his data is adequately protected.


Personal Area Networks:
-
The AIPN shall support multiple simultaneous sessions originated from one or several devices using the same (U)SIM authority.


Ad-hoc Networks:
-
The AIPN shall accept consolidated and distributed traffic from a group of users arriving through various access routes.

-
The AIPN shall be able to re-route traffic to Ad-hoc Network devices via another gateway.

-
The AIPN shall support changes in the access route for the consolidated traffic from an Ad-hoc Network.  These changes may take place with no warning to the AIPN.

-
Elements of the consolidated traffic from an Ad-hoc Network may originate from a PAN.

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic is routed through a terminal belonging to another subscriber.

Requirements for devices (terminals):

-
A gateway device (terminal) must be able to route and forward packets to other devices in the Ad-hoc Network

-
Ad-hoc Network UEs must be able to discover 'near by' gateway devices  

Note:
Some type of incentives will need to be created for devices to act as gateways (e.g. a reward scheme whereby a gateway can "earn" something)
Moving Networks:

Use Case 1:

-
The AIPN shall support a point of access to the access system that has full mobility throughout the geographic region that uses the 3GPP access system for backhaul.

Use Case 2

-
The AIPN shall accept consolidated traffic from a 3GPP terminal mounted in a vehicle with a router.

-
The AIPN shall support changes in the alternate access route as the wireless access router moves throughout the service region.

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic created is routed through a Wireless Access Router.

Use Case 3:

-
The AIPN shall support a mobile router connected directly to the AIPN using an alternate access route, e.g. via satellite.

-
The AIPN shall support handovers of whole Moving Networks; i.e. it must be able to continuously route traffic for AIPN nodes of a Moving Network to a mobile router travelling as part of the Moving Network
-
Accurate charging records shall be created and maintained for the originating terminal when the traffic is routed through a Mobile Router.
	Next modified section


7
Conclusions

This chapter describes the conclusions of this Technical Report.

7.1
Roadmap for work within Rel-7

7.1.1
New requirements for introduction to the 3GPP specifications in Rel-7

New requirements for the 3GPP system that should be specified to enable introduction of an AIPN have been identified in Chapter 6.2 of this Technical Report. It is therefore recommended that the content of this chapter be used as a basis for introducing AIPN service requirements in to the 3GPP Technical Specifications in Rel-7. Additionally, the content of other chapters may be considered within specification work for an AIPN as appropriate.

The introduction of new functionalities and the enhancement of existing functionalities are necessary to achieve multiple access system accommodation and the mobility across multiple different access systems which are the fundamental key aspects of an AIPN. For this reason it is recommended that these functionalities are captured by new service requirements for the 3GPP system with the highest priority.
7.1.2
Impact to specifications in Rel-7

The following table lists the recommended requirements described within this Technical Report and indicates the relevant existing SA1 Technical Specifications. These requirements should be analysed and captured within SA1 Technical Specifications as appropriate.
	Chapter
	Recommended requirement
	Relevant Existing SA1 Technical Specification

	5.1.1.4
	-
An AIPN shall incorporate naming and addressing schemes that address a given user or session. 

-
The AIPN shall support end-user mobility.

-
The AIPN shall support terminal mobility. 

-
The AIPN shall support session mobility.
	TS 22.101

TS 22.129

TS 22.228

	
	
	

	5.1.1.15
	-
An AIPN should support Identity Federation and Single Sign On for the end user. This would allow automatic authentication of the user to a multitude of service providers once the user has been authenticated by the AIPN.
	TS 22.101 (possibly)
Note 4

	5.2.1.4
	-
An AIPN mobility solution must support UTRAN and GERAN based systems as possible access systems besides supporting alternative existing accesses such as WLAN and other emerging new technologies. 
-
An AIPN mobility solution must be able to co-exist with the current 3GPP PS core network in a cost-efficient way.
-
An AIPN mobility solution should support seamless terminal mobility across various access systems.
-
AIPN should support services handover between 3GPP CS services (e.g. CS telephony) and AIPN equivalent services (e.g. Voice over IP).
	TS 22.101

TS 22.129

	6.2.1
	-
 An AIPN shall provide the following features:
-
Ability to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-multicast traffic models

-
Optimized routing of IP traffic, in particular for user-to-user traffic.
-
Efficient usage of radio resources (e.g. signalling optimization, compression), including selection of access system, based on the provided service.
	TS 22.101

TS 22.105

	6.2.1.1
	-
An AIPN shall enable the accommodation of a vast number of users and terminals.
-
Based upon industry trends IP technology shall be applied to the addressing and routing technology within an AIPN to enable accommodation of a vast number of users and terminals.
	TS 22.101

TS 22.105

	6.2.2
	-
An AIPN shall support accommodation of several access systems (existing and future).
-
An AIPN shall support service provision across different access systems.

-
An AIPN shall support adaptation of service provision across different access systems.
	TS 22.101

TS 22.105

TS 22.011

	6.2.2.1
	-
An AIPN shall enable use of the multiple access systems 
-
It should be possible to reach a user over multiple access systems simultaneously.

-
It should be possible to provide access system-aware services.

-
An AIPN shall provide support for access system selection based on combinations of AIPN operator policies, user preferences, service requirements of applications access system conditions, and/or other AIPN operator-defined criteria.
	TS 22.101

TS 22.105

TS 22.011

	6.2.3.1
	-
An AIPN should provide open interfaces to AIPN services such as mobility management in order to ease the terminal mobility across different access systems.
	TS 22.101

TS 22.129

TS 22.234

	6.2.3.2
	-
An AIPN must work with mobility mechanisms used by the specific networks it connects, including legacy mobility mechanisms of the current 3GPP PS core network. 
	TS 22.101

TS 22.129

TS 22.234

	6.2.3.3
	-
An AIPN must support procedures related to frequent terminal mobility between AIPN nodes. 

-
Whenever feasible, the AIPN mobility solution must support seamless user experience for all services provided by the AIPN. 

-
The mobility solution must scale with the number of terminals and size of the AIPN. 
-
An AIPN shall be able to support access systems with very limited or no mobility management procedures.
	TS 22.101

TS 22.129

TS 22.234

	6.2.4
	-
The IP session control mechanisms of AIPN shall be enhanced from the functionalities of IMS to provide session mobility, session adaptation to terminal capability and session control for user to multicast.
-
Users shall perceive continuous service whilst ensuring the efficient use of wireless resources and the effective usage of power resources within mobile terminals.
	TS 22.101

TS 22.228

	6.2.5.1
	-
An AIPN shall be able to provide guaranteed QoS for services and use AIPN resources with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points. 
	TS 22.105

	6.2.5.2
	-
AIPN shall be able to support different levels of QoS according the type of the IP traffic.
-
Mechanisms should be available to the AIPN operator to enable AIPN congestion for the lower QoS class IP traffic to be avoided when a large amount of AIPN resource is used to handle higher QoS class traffic. A possible method to achieve this could be by using dynamic load balancing among the AIPN entities.
	TS 22.105

	6.2.6
	-
It shall be possible to guarantee end-to-end QoS for a session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 

-
Interworking between different QoS ensuring methods in the end-to-end path has to be supported. 
-
QoS considerations need to be taken into account in handover decisions:

-
It shall be possible for AIPN to guarantee end-to-end QoS without modification when the terminal or session moves from one access system to another, if the target access system supports the required QoS.

-
It shall be possible for AIPN to guarantee end-to-end QoS, with QoS modification, when the terminal or session moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS.

-
It should be possible for AIPN to provide mobility for a terminal or session between an access system that provides QoS and one that does not. However, in this case, seamless experience is not guaranteed, the terminal/application/user may need to be notified via some means and the network may need to adjust service setting for the session(s) accordingly to the change (e.g. charging adjustments, etc).
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	6.2.7
	Personal Networks:

-
AIPN shall support a wide variety of service capabilities with the different USIMs from the same AIPN operator (e.g. twin USIMs) associated with a single user.
-
AIPN shall provide a connection between the terminal devices of a Personal Network that is reliable and provides adequate protection to the user’s data to give confidence that his data is adequately protected.
Personal Area Networks:
-
The AIPN shall support multiple simultaneous sessions originated from one or several devices using the same (U)SIM authority.

Ad-hoc Networks:

-
The AIPN shall accept consolidated and distributed traffic from a group of users arriving through various access routes.

-
The AIPN shall be able to re-route traffic to Ad-hoc Network devices via another gateway.

-
The AIPN shall support changes in the access route for the consolidated traffic from an Ad-hoc Network.  These changes may take place with no warning to the AIPN.

-
Elements of the consolidated traffic from an Ad-hoc Network may originate from a PAN.

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic is routed through a terminal belonging to another subscriber.

Requirements for devices (terminals):


A gateway device (terminal) must be able to route and forward packets to other devices in the Ad-hoc Network


Ad-hoc Network UEs must be able to discover 'near by' gateway devices  


Moving Networks:
Use Case 1:

-
The AIPN shall support a point of access to the access system that has full mobility throughout the geographic region that uses the 3GPP access system for backhaul.

Use Case 2

-
The AIPN shall accept consolidated traffic from a 3GPP terminal mounted in a vehicle with a router.

-
The AIPN shall support changes in the alternate access route as the wireless access router moves throughout the service region.

-
Accurate charging records shall be created and maintained for the originating terminal when the traffic created is routed through a Wireless Access Router.

Use Case 3:

-
The AIPN shall support a mobile router connected directly to the AIPN using an alternate access route, e.g. via satellite.

-
The AIPN shall support handovers of whole Moving Networks; i.e. it must be able to continuously route traffic for AIPN nodes of a Moving Network to a mobile router travelling as part of the Moving Network
-
Accurate charging records shall be created and maintained for the originating terminal when the traffic is routed through a Mobile Router.
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Note 3

	Note 1:
The introduction of aspects relevant to Technical Specifications not under SA1 responsibility is to be determined by the appropriate 3GPP TSG WG.

Note 2:
The content of the column entitled 'Relevant Technical Specification' is non-exhaustive, i.e. the introduction of requirements for an AIPN into Technical Specifications other than those stated may be considered if appropriate.
Note 3: 
No SA1 Technical Specification appropriate to fully capture these requirements.
Note 4:
The relevant existing SA1 Technical Specification for this functionality is for further study.


7.2
Overall Conclusion

This Technical Report has analysed the vision and the key aspects of AIPN and identified new capabilities to be specified for the 3GPP system to enable evolution to an AIPN.   It is concluded that the capabilities required for introduction of an AIPN into the 3GPP system require new specification work within 3GPP. The recommendation of this Technical Report is that the work be undertaken as a single Feature. A new Technical Specification may be produced to capture the service requirements for an AIPN. It is also recommended that new requirements identified within this Technical Report relevant to existing features of the 3GPP system, i.e. indicating that expansion of an existing capability (e.g. IMS), be added to existing specifications where appropriate.
Note 1:
When undertaking specification work for an AIPN care should be taken to ensure that service requirements are not duplicated across multiple Technical Specifications. This could be achieved by e.g. adding the text for a new requirement to a single Technical Specification and referencing this requirement within other Technical Specifications as appropriate.

	End of changes
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