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This Document proposes some improvements to TR22.978. 

The improvements are mainly intended to improve readability.

4.2.1.3
Social behaviour and the need to understand one's environment

Futurologists have identified some basic human behaviour patterns that have become increasingly important in modern societies. Two of them have been named "cocooning" and "clanning". "Cocooning" describes a behaviour in which an individual tries to isolate itself for a while from the surrounding society. It essentially expresses the wish for privacy with respect to permanent over-stimulation. "Clanning" describes the opposite phenomenon. It is the need of an individual to become integrated into a "clan", a group of similar minded people. This is mainly observed with young people and is a well known finding in group dynamics. 

A third social factor that becomes strongly apparent is the need for the individual to better understand their environment. While an ever growing data stream permanently pours over the individual it becomes increasingly difficult to filter out the relevant information content. This results in disorientation, the difficulty of self-organisation and the feeling of uneasiness about one's environment. Also, the capability to quickly filter out important information from that which is unimportant is a competitive advantage of the individual. 

Deductions
-
An AIPN will need to provide means that respect and ensure a user's need for privacy.

-
The basic human wish to become integrated  within social groups could be a good basis for services in an AIPN. Good examples are chat-rooms and the like.
-
An All-IP system that offers services which allow an individual to gain a better orientation within their environment (geographic, social, business) will provide significant added value to its users.

4.2.1.5
The need to satisfy user experience of ‘early-adopters’

The adoption of new technology is heavily dependent upon the experience of this technology, through the services that are delivered over it, by its users as well as the general public that comprise the potential market for this new technology. Therefore, it is important that new technologies clearly demonstrate advantages over those that are already prevalent. The perception of users toward a new technology at its early phase of introduction is mainly determined by the experience of initial users, sometimes termed ‘early-adopters’, when using this new technology. 
4.2.2.2
Desire of AIPN operators to encompass various access systems that are not specified by 3GPP 

Furthermore, the development of new access systems will not necessarily be in line with the development of the network; therefore there is a need to be able to develop different areas of the network independently, e.g. develop the network independently to the development of the access systems.
4.2.2.4
Need for increased system efficiency leading to substantial cost reduction in terms of both equipment (CAPEX), and operational (OPEX) costs.

In the future it is foreseen that there will be increasing pressure to decrease the investment costs for mobile network equipment and the cost per bit for traffic carried by mobile networks. The reasons for this are twofold. Firstly, the increase in IP traffic carried by mobile networks will lead to a general need to further decrease the cost of handling this traffic both in terms of equipment and transmission costs. Secondly, in the future there will be increased competition for AIPN operators not only from mobile network operators using different radio access systems, but also from IP service providers providing broadband IP services using access and transmission technologies other than those of traditional mobile network operators, e.g. ISPs providing services using xDSL, Cable and/or WLAN without 3GPP inter-working. The business and charging models, e.g. flat-rate charging, deployed by these IP service providers are not those common to traditional network operators implementing the 3GPP system and will probably not be applied by AIPN operators. However, they do encourage heavy usage of IP services and as such AIPN operators need to be able to deploy a cost effective network for IP services in order to compete in the wider market place.

CAPEX:
The same is true for CPE equipment.  There are existing low cost, high quality SIP-based devices that are being used by non-mobile service providers.  New technology could allow AIPN operators to offer services to its customers using a public user identity via low cost fixed/WLAN devices via a broadband network.  Some service providers have this capability today and thus AIPN operators need to address the need to support low cost broadband capable CPE devices.
The cost of general-purpose equipment targeted for a wide-ranging general market is in general much less than that of specialised technology whose market is limited by specific criteria. An AIPN would enable the use of general-purpose IP technology with some modifications to tailor functionalities to the needs of AIPN operators to provide mobile services. The ability to undertake large-scale deployment of general-purpose IP technology provided by an AIPN would enable significant improvements in system efficiency and overall reduction in the equipment (CAPEX) and operational (OPEX) costs for future mobile networks designed to handle a large amount of IP traffic.

OPEX:

From an OPEX point of view, IP backhaul scales much better and is cheaper than traditional circuit switched network backhaul.  If the goal is to move significant portions of CS traffic onto the PS network, then it will be expensive to migrate fixed network traffic via existing CS backhaul methods.  Services must use end to end IP and intermediate networks must use IP as much as possible in order to provide a service that will have the cost points necessary for wide spread adoption.  
Editor’s note:
Some justification of the above statements is desirable.

Deductions

-

-
Increased efficiency and OPEX/CAPEX reductions  of IP are essential to meet competitive pressures
4.3.2
Impacts to current business models

The current business model for network operators and manufacturers implementing the 3GPP system is comprised of a value chain of users to network operators to equipment manufacturers. This current business model is the foundation for the success of the 3GPP 
Support for business models with distinct AIPN/access/service separation

More than today an AIPN will need to support business models that allow operation of AIPN, access systems and services by the different stakeholders. Often, a  network operator will be the only stakeholder operating all three, AIPN, access systems and services, or these stakeholders will be individual business parts of a single network operator company, e.g. one company branch operating the AIPN, another one the access systems, while a third branch is concerned with end-user services, irrespective of the connectivity.
4.3.3

Impacts to current service models
Impact on models for development and provisioning of services

Even if the 3GPP system already allows the flexibility of IP based services through the PS domain today, the introduction of AIPN may bring the model for the development and provisioning of services one step further. The current model for the introduction of new services into 3GPP systems, often comprising standardisation of capabilities within 3GPP, followed by development by vendors and deployment by network operators, is rather cumbersome and has difficulties in quickly responding to changing market trends. Whilst also maintaining the traditional aspects of the 3GPP service model, it should be important to leverage new possibilities for service provisioning which may be enabled by the introduction of an AIPN. There is a potential demand for an extremely wide variety of mobile services. To meet this demand new models for service provisioning are essential.

Historical side note:  An interesting comparison is the evolution of software applications within the computer industry. Only two decades ago software applications were limited in variety and cost was high. The emergence of a few de facto standards for software application environment propelled an unparalleled explosion of all foreseeable and as yet unforeseen kinds of software applications. The economy of scale has also made it possible for them to be provided at a much lower cost level. 

Outlook on potential new models for development and provisioning of services

. Changed business models must go hand in hand with this to give all parties incentive to put efforts into it. As in the software application domain, it is by releasing the innovative force of a larger group of creative people and companies that we can meet the demand for mobile services in the coming decades.

New usage- and traffic patterns for mobile services

Different service models also need to exist for different categories of mobile services. Person-to-content, person-to-person, and machine-to-machine type of services should, for example, require different service models to enable faster, more flexible and more cost efficient service provisioning.

5

End-user and network operator aspects of an AIPN

5.1
AIPN Vision

Delivering an AIPN will address these needs, extend the reach of 3G technologies and maintain a relationship with the user in each context. Multiple connected devices will enjoy interactivity, adopting principles including single sign on, seamless mobility, context sensing and the unobtrusive device management.
5.1.1.3
Take advantage of convergence of telecommunications and IT industries towards IP technology
-
An AIPN should aim to provide common capabilities independent of the type of service being provided (i.e. independent of whether it is a "traditional" telecomm service or a "traditional" data service).

-
Convergence with IP technology should be considered within the AIPN system design from the perspective of the system as a whole (i.e. network and mobile terminals) to ensure that complexity is avoided within specific elements; e.g. avoidance of complexity in mobile terminals due to a misalignment between technology convergence in the network and mobile terminals.

 (e.g. associations with huge number of sensors, RF tags, etc.)

5.1.1.7
Enhanced services

-
Support for advanced application services
-
Provide seamless services (e.g. transparent to access systems, adaptable to terminal capabilities, etc) 

Users should be able to move transparently and seamlessly between access systems and to move communication sessions between terminals.
Ed. Note – The above comment also appears in 5.1.1.4 and 5.1.1.5, and may be need to be re-worded to avoid redundancy.

An AIPN will be able to adapt services as much as possible to the capabilities of the user's terminal, allowing the user to access services independently of which terminal they are using. 

Note: 
this may not be feasible in all cases (e.g. some services will require "minimum terminal capabilities" to be able to be accessed, with these "minimum capabilities" being service dependent), but an AIPN will be designed to enable this property in as many cases as possible.

-
Support ubiquitous services (e.g. associations with huge number of sensors, RF tags, etc.)

Disruption-free network connectivity may not be cost effective, or even feasible, in all cases (e.g. cell planning for full radio coverage for all services, disruption-free inter-access system handovers, disruption-free IP connectivity in all network links). An AIPN should consider solutions for making services as resilient to temporary lack of connectivity as possible.
5.1.1.10
Network management

Introduction of self-managing technologies (e.g. Plug-and-Play) should be considered, for faster deployment and reduction of operational cost. In particular, an AIPN should be designed from an early phase to include:

-
Plug-and-play components to ease the setup and operation of the AIPN.
-
Modularity of AIPN functions and commoditization of AIPN components. Open interfaces between appropriate network layers

-
Ability to evolve individual AIPN entities independently
-
Evolution path from previous releases of 3GPP specifications i.e. Rel-6

5.1.1.15
Identity federation

-
Federation of identity within an administration domain requiring no further authentication or registration.  
Editor’s note: 
to be clarified.

5.2
Evolution of the 3GPP system to an AIPN

5.2.1
Requirements for the evolution of the 3GPP system to an AIPN

The following represent requirements for the evolution of the 3GPP system to an AIPN:

Note:
The term "3GPP system" used within this section refers to the 3GPP system as specified up to and including Rel-6.
5.2.1.1
Build upon existing 3GPP capabilities
-

-
In order for users to enjoy the full capabilities of an AIPN, enhancements to GERAN and/or UTRAN may be required. End users may only receive a subset of the available services or not be able to enjoy the full performance enhancements provided by an AIPN if the access system belongs to a 3GPP release that does not fully support AIPN.
5.2.1.2
Access systems
-
Evolution of the 3GPP system to an AIPN shall not be limited to consideration of only those access systems currently defined by 3GPP.
-
Extensibility to enable step-by-step implementation of the system without adversely affecting basic system performance shall be provided within evolution of the 3GPP system to an AIPN. Evolution of the 3GPP system to an AIPN shall enable modularisation of the system as appropriate and provide an architectural structure that allows decomposition of common layers of functionality with open interfaces provided as appropriate. 

-
Evolution of the 3GPP system to an AIPN shall enable the accommodation of diverse devices.

.
5.2.1.4
Network and mobility
-
An AIPN shall be designed as a common IP-based network system; hence evolution of the 3GPP system to an AIPN shall be realised with minimum duplication of network functionality wherever possible.

-
Evolution of mobility mechanisms
- In the evolution towards an AIPN, the integration of the telecom and datacom worlds, which has been discussed for a long time, materializes. The integration of WLAN into 3GPP systems is already a good example of this. As part of this trend, the mobility mechanisms must be evolved. 

Nevertheless, new mobility mechanisms of AIPN must be introduced in such a way that there is a migration path from current 3GPP systems (i.e., Rel-6). New features, nodes or protocols should be introduced such that an incremental introduction is facilitated. 

-
Specifically, the large installed base of UTRAN and GERAN access systems must continue to be supported. In the AIPN, mobility mechanisms must be able to co-exist with current PS core network mobility mechanisms in a cost-efficient way. 

Recommended requirements:

-
An AIPN mobility solution must support  UTRAN and GERAN based systems as possible access systems besides supporting alternative existing accesses such as WLAN and other emerging new technologies. 
-
An AIPN mobility solution must be able to co-exist with the current 3GPP PS core network in a cost-efficient way.
-
An AIPN mobility solution should support seamless terminal mobility across various access systems.
5.2.1.5
Evolution of 3GPP to keep current and facilitate new business models

-
Requirements for support of business models with distinct AIPN/access system/service separation 

-
Standardised functional interface between the AIPN and access systems:
To support business models with a distinct AIPN/access system separation a standardised functional interface between AIPN  and access systems is required. 

-
Evolution of IMS to control IP traffic of a user
To support business models that allow separate handling of IP based user services from the underlying transport system, it could become necessary that IMS is able to control and create charging information for IP flows to and from the user's terminal, that are currently not handled by IMS. An example would be FTP or TELNET.
5.2.2
 Relationship of the AIPN to existing capabilities
By the time AIPN deployment starts, a significant amount of R99/Rel-4/5/6 infrastructure will already be rolled out in many different networks. All major areas will be covered, most of them with high-speed  HSDPA / HSUPA connectivity, and there will be many millions of subscribers with terminals compliant to such releases. Therefore, AIPN can only be introduced in a non-disruptive way by reuse of existing equipment as much as possible.

A way to maximize the amount of existing equipment that can be reused by AIPN is to take 3GPP Rel-6 as the starting point for AIPN for stages 1, 2 and 3. This does come with requirements on backward compatibility, which do put restrictions on which solutions are possible for each given AIPN requirement that needs to be fulfilled. However, it also sets the starting point as a well known system, which is the only realistic way to proceed with AIPN.

Reuse of equipment is, however, not a well defined term, so it should not be understood as a requirement for AIPN but more as a working assumption.
5.2.2.1
Reuse of legacy infrastructure

The current R99/Rel-4/5/6 3GPP system includes two domains, CS and PS. The focus for evolution for AIPN is the PS domain, including IMS, together with areas such as IWLAN. AIPN does not consider evolution from the CS domain viewpoint but should still provide CS services for existing CS terminals.

AIPN will consider the PS, IMS and IWLAN infrastructure as a basis, but should not consider the reuse of CS equipment. CS infrastructure will still be used in real networks well after AIPN is rolled out, but it is expected that it will be slowly replaced by AIPN infrastructure once AIPN is introduced.
5.4.2
Privacy considerations

-
User issues:

-


-
The information sent and received by the user should be protected in a way that neither the content nor the origination or destination of this information is accessible to non-authorised parties.

-
Non-disclosure of identity. Users should be allowed to hide their identities from non-authorised parties.

-
Users should be able to have multiple identities from different providers with the relationship between the identities hidden from particular providers (thus supporting privacy). 

Note:
2 use cases on this issue are described in Annex C.


















































































































































































