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1. Overall Description:

SA3 has discussed the concerns SA1 has expressed on the work SA3 has started on security aspects of the work item ‘Selective Disabling of UE Capabilities’. SA3 would like to clarify to SA1 the content of studies done so far in SA3.  The attached document from SA3#35 (S3-040873) presents the current status of the SA3 work as basis on this subject. 

In the ‘Selective Disabling of UE Capabilities’ work item description (SP-040477) the Security Aspects are described:

The present work item should analyse what threats a reactive network protection mechanism mitigates. New threats potentially introduced by a network protection mechanism should be carefully studied. The relation to existing “black list” features should be analysed. 

SA3 has studied the following aspects in the attached document:

1. Which threats could be mitigated with this kind of approach

2. Which related threats are not mitigated

3. What can be done by existing mechanisms

4. What are the potential problems introduced by this type of mechanisms

Based on the study until now SA3 believes that prevention is the best solution against the threats presented. However, SA3 would like to point out that the current document from SA3 does not propose any collection of measures; the list mentioned in the earlier LS from SA3 on this subject (S3-040683) was presented for information only.
SA3 invites SA1 to review and comment the SA3 input in the attached document. SA3 has agreed to stop the work on this work item until otherwise agreed with SA1.

2. Actions:

To SA1 group.

ACTION: 
· SA3 invites SA1 to review and comment the input in the attached document.

· SA3 kindly asks SA1 to inform SA3when SA3 can continue the work on the security aspects of the work item ‘Selective Disabling of UE Capabilities’.

3. Date of Next SA3 Meetings:

SA3#37

21-25 February 2005

Sophia Antipolis

SA3#38

25 - 29 April 2005

Switzerland (TBC)

