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1. Discussion

As the number of users accessing multimedia and data service from 3G networks will continue to accelerate, huge amount of IP traffic is expected to be generated in the AIPN. Therefore, it is likely in some traffic peak time, some critical points in the network will be congested, such as ingress router and egress router. And it has also be identified that providing end to end QoS is an essential aspect of AIPN. Therefore, AIPN must be able to accommodate the large increase of IP traffic in the network. 

However, blindly increasing the capability and capacity in the network entities are not wise since it adds cost to network infrastructure and lower the operator revenue. It is proposed here to solve the problem by introducing advanced QoS control mechanism to increase the efficiency of the network resource usage. 

A typical challenge for AIPN is how to configure SLA and reserve QoS path dynamically according to the actual network condition. That way once some network entities get congested, the network can react dynamically and quickly, by diverting the traffic to un-congested network entities. 

Therefore it is believed that AIPN should support the following capabilities to address such issue:

· The ability to achieve guaranteed end to end QoS for services and high efficiency of using network resources.
Possible methods to achieve this include:
· The ability to control routing of IP traffic dynamically according to the actual resource usage condition from an end to end point of view which includes the end user device, network entities and application servers.
· , The ability to monitor the network topology and network entities statistics in real time, e.g. current reserved resources, un-used resource in order to route IP traffic dynamically based on network conditions.
· Intelligent QoS Routing Algorithm in order to route IP traffic with QoS support and react congestion dynamically and quickly by changing the routing path to an un-congested path. 

2. Proposal

6.2
New capabilities required for an AIPN

Note:
The terms ‘core’ or ‘core network’ used in this section refer to the non-access related functionality of an AIPN

Editor’s note:
terminology used to be checked and aligned.

· Heterogeneous core network mobility mechanisms

An AIPN shall support not only a heterogeneous set of access network technologies, but also the inter-working of heterogeneous technologies in the core as well, with respect to mobility. This is needed because the AIPN will have to provide an evolution from currently deployed core network technologies. As an example, in an AIPN both legacy 3GPP PS mobility and IP based mobility schemes will co-exist. 

In addition, heterogeneous mobility in the core brings further advantages due to the following reasons:

The access network technology, terminal technology, the services or roaming agreements provided may put varying requirements on the core network mobility solution. 

The mobility mechanisms must also satisfy security, QoS or other requirements, which may also vary. 

The core network may incorporate multiple administrative domains. 

Heterogeneity of the core network mobility mechanisms allows local optimizations. E.g., parts of the core network may provide improved mobility performance by a solution that is tailor-made for the particular network configuration.

Suggested requirements:
· An AIPN must work with mobility mechanisms used by the specific networks it connects., including legacy mobility mechanisms in current 3GPP PS core network. 
· Frequent core mobility

Since an AIPN shall allow for multiple radio access systems optimized to particular user requirements, it will need to support radio access systems with highly varying characteristics in terms of robustness, quality and throughput as well as complexity and geographical coverage. 

While 2G and 3G access systems provided a RAN with mobility support that can cover a large geographical area, AIPN may need to accommodate access systems with RANs that provide mobility support only in a very limited area. In the extreme case, the access system may consist of base stations that are directly connected to the core network, or even access networks without any mobility management  procedures at all. 

Consequently, while in 2G and 3G networks most of the terminal mobility was handled in the radio access network and the core network had to handle only infrequent mobility, an ideal AIPN shall support new access technologies where handovers between core network nodes are also very frequent. 

As a result, handover support in the core network has to provide a seamless user experience. Note that the corresponding performance requirements for a seamless user experience will depend on the service provided. This seamless user experience must be maintained even with an increasing network size and increasing number of terminals. 

Suggested requirements:

· The core of an ideal AIPN must support procedures related to frequent terminal mobility between core network nodes. 

· An ideal AIPN mobility solution must support seamless user experience for all services provided by the network. 

· The mobility solution must scale with the number of terminals and size of the network. 
· The core of an AIPN must support access networks with very limited or no mobility management procedures.

· Support of increased IP traffic demand

As the number of users accessing multimedia and data services from 3G networks will continue to accelerate, huge amounts of IP traffic are expected to be generated in the AIPN. Therefore, an AIPN must be able to accommodate the large increase of IP traffic in the network whilst being able to guarantee QoS for different services, i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points, and ensuring that network resources are used efficiently. This will enable the additional cost to network operators to be minimised. 

Advanced QoS control mechanism and traffic engineering techniques are possible methods to achieve better IP traffic performance and increase the efficiency of the network resource usage.
Suggested requirements:

· An AIPN shall be able to provide guaranteed QoS for services i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communication end-points, and high efficiency usage of network resources.

Possible methods to achieve this within an AIPN include:

a) The ability to control routing of IP traffic dynamically according to the actual resource usage condition from an end to end point of view which includes the end user devices, network entities and application servers.

b) The ability to be able to monitor the network topology and network entities statistics in real time, e.g. current reserved resources, un-used resource in order to route IP traffic dynamically based on network condition. 
c) Support of intelligent QoS Routing Algorithms in order to route IP traffic with QoS support and react congestion situation dynamically and quickly by changing the routing path to an un-congested path. 






































































































































































