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1 Introduction

NEC proposed to support moving network, adhoc network and personal area networks in AIPN at SA1 #25 in June and AIPN meeting in Aug. This contribution is to propose new capabilities for the networks.

2 Proposal

It is proposed to include the following text for the new capability in section 6 of TR22.978:
2.1 6.2
New capabilities required for an AIPN

Note:
The terms ‘core’ or ‘core network’ used in this section refer to the non-access related functionality of an AIPN

Editor’s note:
terminology used to be checked and aligned.

· Heterogeneous core network mobility mechanisms

An AIPN shall support not only a heterogeneous set of access network technologies, but also the inter-working of heterogeneous technologies in the core as well, with respect to mobility. This is needed because the AIPN will have to provide an evolution from currently deployed core network technologies. As an example, in an AIPN both legacy 3GPP PS mobility and IP based mobility schemes will co-exist. 

In addition, heterogeneous mobility in the core brings further advantages due to the following reasons:

The access network technology, terminal technology, the services or roaming agreements provided may put varying requirements on the core network mobility solution. 

The mobility mechanisms must also satisfy security, QoS or other requirements, which may also vary. 

The core network may incorporate multiple administrative domains. 

Heterogeneity of the core network mobility mechanisms allows local optimizations. E.g., parts of the core network may provide improved mobility performance by a solution that is tailor-made for the particular network configuration.

Suggested requirements:
· An AIPN must work with mobility mechanisms used by the specific networks it connects., including legacy mobility mechanisms in current 3GPP PS core network. 
· Frequent core mobility

Since an AIPN shall allow for multiple radio access systems optimized to particular user requirements, it will need to support radio access systems with highly varying characteristics in terms of robustness, quality and throughput as well as complexity and geographical coverage. 

While 2G and 3G access systems provided a RAN with mobility support that can cover a large geographical area, AIPN may need to accommodate access systems with RANs that provide mobility support only in a very limited area. In the extreme case, the access system may consist of base stations that are directly connected to the core network, or even access networks without any mobility management  procedures at all. 

Consequently, while in 2G and 3G networks most of the terminal mobility was handled in the radio access network and the core network had to handle only infrequent mobility, an ideal AIPN shall support new access technologies where handovers between core network nodes are also very frequent. 

As a result, handover support in the core network has to provide a seamless user experience. Note that the corresponding performance requirements for a seamless user experience will depend on the service provided. This seamless user experience must be maintained even with an increasing network size and increasing number of terminals. 

Suggested requirements:

· The core of an ideal AIPN must support procedures related to frequent terminal mobility between core network nodes. 

· An ideal AIPN mobility solution must support seamless user experience for all services provided by the network. 

· The mobility solution must scale with the number of terminals and size of the network. 
· The core of an AIPN must support access networks with very limited or no mobility management procedures.
· Support moving network
Moving network is a network which can move and attach to AIPN. For example, the network consists of mobile terminals in a bus, train or plane. Since current mobility management architecture manages and controls movement every mobile terminal, the procedures happen at a same time when the moving network moves from an area to another area. In order to avoid the heavy transactions, mobility management in AIPN should have a capability to support efficiently the mobility as a moving network.
For security purpose, AIPN should have capability to authenticate the moving network and its members 
Suggested capabilities for AIPN
· Network mobility management mechanism
· Authentication mechanism for moving network and its members
· Support adhoc networks and personal area networks
A mobile terminal may establish adhoc network or personal area network with other devices and appliances. A network member may have an AIPN subscription, or not have the subscription. At least one of the members may support wireless connectivity to AIPN. Since the adhoc network is dynamic, the mobile terminal supporting the wireless connectivity may change from itself to another one.
In order to support the adhoc or personal area networks, AIPN should have capability to identify a network as a group and its members, and to authenticate the group and its members for security purpose.
The AIPN should have routing mechanism to cope with the change of a mobile terminal supporting connectivity to AIPN so that it can keep the connectivity between itself and members authenticated in an adhoc/ personal area network.
Route discovery mechanism should be supported to enable the members to find a mobile terminal with connectivity to AIPN. 
Suggested capabilities for AIPN
· Group management
· Authentication mechanism for adhoc and personal area networks, and their members
· Routing management for adhoc and personal area networks
· Route discovery mechanism for AIPN access






