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1. Introduction

During the AIPN SWG meeting held at SA1#25 a number of contributions were considered and text elaborating upon an ‘Ideal AIPN vision’ and ‘Key aspects of an AIPN’ was produced and incorporated within TR 22.978. This contribution proposes modifications to text describing the ‘IP-based network control’ and ‘Session management’ bullet points within chapter 5.1.1 and proposes a figure to visually represent the key aspects of an AIPN.

In addition to the ‘Key aspects of an AIPN’ primarily describing new functionality an AIPN would provide a new sub-clause of chapter 5.1 is proposed to discuss ‘Continued support of 3GPP system key aspects within an AIPN’.
2. Discussion

‘Mobility’ is one of the most important if not the key aspect of the 3GPP system. Hence, when describing mobility within an AIPN it is important to clearly state the capabilities expected. For this reason modifications are proposed to the current text describing mobility control within an AIPN to expand upon the need for common mobility control across several access technologies independent to the underlying transport technology or IP version.
Within the current text describing session mobility within chapter 5.1.1 of TR 22.978 v0.4.0 it is stated that this is to be performed ‘with minimum user involvement’. This seems to disregard the need for the user to have control over the movement of sessions from one terminal to another. For example, there may be situations in which the user would not desire a session to be moved automatically between terminals. Conversely, there may be situations in which a user would explicitly require the movement of a session to take place automatically without any direct user interaction. For this reason modifications to the text are proposed to clarify that the session movement is to take place according to the preferences of the user.
In order to clarify the vision of an AIPN a figure providing a visual representation of the key aspects of an AIPN is proposed for inclusion within chapter 5.1.1 of TR 22.978.

The current text within chapter 5.1.1 of TR 22.978 v0.4.0 primarily describes new functionality that an ideal AIPN would provide. In addition to new aspects it is also important to highlight and discuss aspects of the 3GPP system that should be continually supported within an ideal AIPN. Hence it is proposed to create a new sub-clause of chapter 5.1 (‘Ideal AIPN vision’) entitled ‘Continued support of 3GPP system key aspects within an AIPN’. More specifically, the following are proposed for inclusion within this new sub-clause to represent key aspects of the existing 3GPP system that are to be continually supported within an ideal AIPN:

· Effective usage of power resources within mobile terminals shall be maintained within an AIPN i.e. evolution to an AIPN should not have adverse effects on the battery life of mobile terminals. 

· The capability to maintain support of existing charging models shall be provided within an AIPN.

· The scarcity of the radio resource shall be respected within an AIPN by ensuring that radio resources are utilised as efficiently as possible.

· An AIPN shall provide functionality as appropriate to enable continued support of international roaming between other AIPNs and legacy 3GPP systems.
3. Proposal

The following modifications are proposed to TR 22.978 v0.4.0.

5.1
Ideal AIPN Vision

An AIPN would enable the convergence of access networks and services onto a common core network. In this emerging area users will demand more from their services and interaction with their technologies. Instead of the islands of capabilities that currently exist it is desirable to bring these capabilities under one umbrella whilst offering seamless interactivity. This seamless offering will be characterised by the provision of an effective management of mobility that consists of offering users a telecommunication service, continuously and transparently when the user’s terminal moves between various access networks or various services, whatever type of communication and wherever communication has been initiated. It represents a federation of identity within an administration domain requiring no further authentication or registration. One of the key enablers within an AIPN will be the seamless mobility across terminals and technologies supported by a mobility manager that unobtrusively manages these interactions.

Delivering an AIPN will address these needs, extend the reach of 3G technologies and maintain a relationship with the user in each context. Multiple connected devices will enjoy interactivity adopting principles including single sign on, seamless mobility, context sensing and the unobtrusive device management.
More specifically, the following are seen as potential targets for an AIPN:

Editor’s Note:
Text to be reviewed and edited as appropriate. The text below should be treated as a wish list that requires detailed evaluation and analysis by SA1 participants in the future.

· Easier introduction of new services

An AIPN should focus on introducing new mechanism or improving existing ones that will enable or ease the introduction of new services and the enhancement of existing ones. This includes, but is not limited to, the areas of security, mobility, network management and QoS.

· Improve user experience:

· Provide seamless services (e.g. transparent to access technologies, adaptable to terminal capabilities, etc) 
Users should be able to move transparently and seamlessly between access technologies and to move communication sessions between terminals.

An AIPN will be able to adapt services as much as possible to the capabilities of the user's terminal, allowing the user to access services independently of which terminal they are using. 

Note: 
this may not be feasible in all cases (e.g. some services will require "minimum terminal capabilities" to be able to be accessed, with these "minimum capabilities" being service dependent), but an AIPN will be designed to enable this property in as many cases as possible.

· Support ubiquitous services (e.g. associations with huge number of sensors, RF tags, etc.)
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Figure 1: Support of ubiquitous services

· Improve disruption-prone situations when network connectivity is intermittent.

Disruption-free network connectivity may not be cost effective, or even feasible, in all cases (e.g. cell planning for full radio coverage for all services, disruption-free inter-access-technology handovers, disruption-free IP connectivity in all network links). An AIPN should consider solutions for making services as resilient to temporary lack or connectivity as possible.

· Convergence of telecommunications and IT industries towards IP technology
· An AIPN should target to minimize the use of duplicated technologies (which should lead to a reduction in development/equipment cost). 

In the optimal case there should be no need for duplicated technologies.

An AIPN will use the same networking protocols and solutions independent of the type of service being provided. I.e. independent on whether it is a "traditional" telecomm service or a "traditional" data service. 
· Take advantage of terminal convergence.

Telecomm - Data convergence has been happening faster on the terminal side than on the network side. Today, the convergence on the terminal side is somehow limited by the slower pace on the network side. This has impacts on terminal complexity and, therefore, cost. 

It is very desirable that terminal viewpoint is considered in the AIPN network evolution.

· Flexible accommodation of edge networks (e.g. Personal Area Networks (PAN), ad-hoc networks, sensor networks, and moving networks).
An AIPN should enable such integration with minimum user involvement.
5.1.1
Key aspects of an AIPN

Editor’s Note:
Text to be reviewed and edited as appropriate.
The following are the key aspects of an ideal AIPN:

· Common IP-based network

· IP-based network control

· Centralised cellular-level mobility control i.e. there is a common point of mobility control within the network under the control of the network operator, e.g. for different access technologies, that is not dependent upon specific access or transport technologies or IP version. 
· Routing and addressing

· Enhanced IP session control

· IP transport

· Communication quality, i.e. QoS, equivalent to or greater than already provided

· Interworking with IP networks

· Interworking with legacy networks

· Functionality at the edge of the network to support different access methods, legacy equipment, interworking with external networks including both IP and legacy networks

· Support of a variety of different access technologies (existing and future)

· Service provision across different access technologies

· Coordination of service provision across different access technologies

· Seamless service provision and handover across different access technologies

· Advanced mobility management:

· Mobility across access technologies.
· Seamless mobility across access technologies.

· Resilience in the presence of network disruptions and intermittent connectivity.

Solutions should be studied for making temporary network disruptions (e.g. due to short time network problems) and intermittent connectivity (e.g. due temporary radio failures) as transparent to services as possible.

· Session management:

· Service adaptation to terminal capabilities.

The services provided to users should be, as much as possible, independent of the terminal used. The network should be able to adapt the service (e.g. information rendering) to the capabilities of the terminal being used with minimum or no user interaction.

· Session mobility: seamless mobility of sessions between terminals.

It should be possible to move sessions from one terminal (or a set of terminals) to another according to the preferences of the user e.g. automatically with minimum user involvement or based upon a specific user request/pre-determined user preference settings.
· Enhanced services

· Support of advanced network services e.g. seamless, ubiquitous services

· Support for advanced application services
· Enhanced network performance

· Ability to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-multicast traffic models

· Optimized routing of IP traffic

· Efficient usage of radio resources
· Network extensibility/composition

· Facilitate integration of networks with different administrative domains (e.g. handle negotiation of administrative issues, security, trust, etc).

Solutions should be studied for facilitating the integration of different networks of the same or different network operators in order to enhance the services provided to their customers, and enable the introduction of new services. This includes, but it is not limited to, the sharing of some parts of the network.

· Allow dynamic and flexible integration of "adhoc" networks at the edge (e.g. personal area networks, sensor networks, etc).

· Network management
It should be considered to introduce self-managing technologies (e.g. Plug-and-Play) for faster deployment and reduction of operational cost. In particular, an AIPN should be designed from an early phase to include:

· Plug-and-play components to ease the setup and operation of the network.
Editor’s Note: 
Aspects such as control-loop based optimization of the running system in an autonomous way and self-healing for fast recovery of failures and increased robustness needs consideration.

· Maintenance and improvement of the level of security and privacy functionality

· Security equivalent to or greater than that already provided including the hiding of internal network elements

· Support for user privacy, e.g. location privacy, identity privacy
· Quality of Service
· Network operators should be able to guarantee QoS within their networks.

· It should be possible to guarantee end-to-end QoS for a session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
· Terminal and User identification

· Terminal identification in an AIPN should be scalable enough to cover a very large population of diverse terminals (e.g. huge number of sensors and RF tags as well as mobile terminals)
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Figure 2:
Terminal and User identification within AIPN

Editor’s Note:
The storage of User identification within the UICC within an AIPN needs consideration.
· Flexible future network development

· Extensibility

· Modularity of network functions and commoditization of network components. Open interfaces between appropriate network layers

· Ability to evolve individual network entities independently
· Evolution path from previous releases of 3GPP specifications i.e. Rel-6
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A visual representation of the key aspects of an AIPN is shown in the figure below.
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Figure X: Visual representation of the key aspects of an AIPN 

5.1.2
Continued support of 3GPP system key aspects within an AIPN

Together with the introduction of new functionalities to realise an AIPN several key aspects of the existing 3GPP system need to be maintained in order to ensure that an AIPN is developed in accordance with the needs of the 3GPP community.

The following represent key aspects of the existing 3GPP system that are to be continually supported within an AIPN:

· Effective usage of power resources within mobile terminals shall be maintained within an AIPN i.e. evolution to an AIPN should not have adverse effects on the battery life of mobile terminals. 

· The capability to maintain support of existing charging models shall be provided within an AIPN.

· The scarcity of the radio resource shall be respected within an AIPN by ensuring that radio resources are utilised as efficiently as possible.

· An AIPN shall provide functionality as appropriate to enable continued support of international roaming between other AIPNs and legacy 3GPP systems. 
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