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1 Introduction
This paper introduces key aspects on advanced network services for section 5.1.1 in TR22.978.

2 AIPN considerations

2.1 Advance mobility considerations

· Advanced mobility management:

· Seamless mobility across access technologies.

· Resilience in the presence of network disruptions and intermittent connectivity.

Solutions should be studies for making temporary network disruptions (e.g. due to short time network problems) and intermittent connectivity (e.g. due temporary radio failures) as transparent to services as possible.

2.2 Session Management considerations

· Session management:

· Service adaptation to terminal capabilities.

The services provided to users should be, as much as possible, independent of the terminal used. The network should be able to adapt the service (e.g. information rendering) to the capabilities of the terminal being used with minimum or no user inter-action.

· Session mobility: seamless mobility of sessions between terminals.

It should be possible to move sessions from one terminal (or a set of terminals) to another with minimum or no user involvement.
2.3 Network extensibility and composition considerations

· Network extensibility/composition

· Facilitate integration of (different) operator networks (e.g. handle negotiation of administrative issues, security, trust, etc).

Solutions should be studied for facilitating the integration of different networks of the same of different operators in order to enhance the services provided to their customers, and enable the introduction of new services. This includes, but it is not limited to, the sharing of some parts of the network.

· Allow dynamic and flexible integration of "adhoc" networks at the edge (e.g. personal area networks, sensor networks, etc).

2.4 Network management

· It should be considered to introduce self-managing technologies for faster deployment and reduction of operational cost. In particular, an AIPN should be designed from an early phase to include:

· Self-healing for fast recovery of failures and increased robustness.

· Plug-and-play components to ease the setup and operation of the network.

· Control-loop based optimization of the running system in an autonomous way.

It should be possible for the system to automatically (i.e. without active operator involvement) adjust operational parameters to optimal values based on on-line measurements and other real-time or non-real time information available.

2.5 Quality of Service

· QoS

· Operators shall be able to guarantee QoS within their networks.

· It should be possible to guarantee end-to-end QoS for a session. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
2.6 Terminal identification

A ubiquitous service logic on a server will communicate with variety of appliances from cellular phones to wide-scattered appliances such as sensors and RF tags. The appliances may connect to the service through ALL-IP network directly as well as via user’s mobile terminals. Since there will be very large number of appliances in ubiquitous environments, the identification for them should be scalable.
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3 Proposal
It is proposed to discuss the aforementioned considerations and to include them as requirements in section 5.1.1 of the All-IP TR.

5.1.1
Key aspects of a 3GPP All-IP Network

· Advanced mobility management:

· Seamless mobility across access technologies.

· Resilience in the presence of network disruptions and intermittent connectivity.

Solutions should be studies for making temporary network disruptions (e.g. due to short time network problems) and intermittent connectivity (e.g. due temporary radio failures) as transparent to services as possible.

· Session management:

· Service adaptation to terminal capabilities.

The services provided to users should be, as much as possible, independent of the terminal used. The network should be able to adapt the service (e.g. information rendering) to the capabilities of the terminal being used with minimum or no user inter-action.

· Session mobility: seamless mobility of sessions between terminals.

It should be possible to move sessions from one terminal (or a set of terminals) to another with minimum or no user involvement.
· Network extensibility/composition

· Facilitate integration of (different) operator networks (e.g. handle negotiation of administrative issues, security, trust, etc).

Solutions should be studied for facilitating the integration of different networks of the same of different operators in order to enhance the services provided to their customers, and enable the introduction of new services. This includes, but it is not limited to, the sharing of some parts of the network.

· Allow dynamic and flexible integration of "adhoc" networks at the edge (e.g. personal area networks, sensor networks, etc).

· Network management
It should be considered to introduce self-managing technologies for faster deployment and reduction of operational cost. In particular, an AIPN should be designed from an early phase to include:

· Self-healing for fast recovery of failures and increased robustness.

· Plug-and-play components to ease the setup and operation of the network.

· Control-loop based optimization of the running system in an autonomous way.

It should be possible for the system to automatically (i.e. without active operator involvement) adjust operational parameters to optimal values based on on-line measurements and other real-time or non-real time information available.

· Quality of Service
· Operators shall be able to guarantee QoS within their networks.

· It should be possible to guarantee end-to-end QoS for a session. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
· Terminal identification

· Terminal identification in the AIPN should be scalable enough (e.g. huge number of sensors and RF tags as well as mobile terminals)
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