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1. Overall Description:

SA1 have discussed the attached contribution on the topic of Domain Specific Access Control.  Based on the attached contribution (S1-030044) SA1 understands that at present access control is applied irrespective of CN domains i.e. it is applied equally to CS and PS CN domains. SA1 recognises that this may make it impossible to optimise a network for the traffic of both CS and PS domains at the same time and can lead to situations where, for example, PS domain traffic is restricted based on congestion of the CS domain and spare resource within the PS domain is wasted.

This kind of situation is especially likely during large-scale natural disasters such as earthquakes, or heavily crowded events.  In these situations demand on resources is over a wide area and resources within the Core Network e.g. CS domain, becomes congested before those of the Access Network. The current access control functionality would result in access control to be applied to both CS and PS domain equally whilst spare resources exist within one of the CN domains. For example, if only the CS domain were to be congested then it would be beneficial for the PS domain to be available so users are able to make use of alternative means of communication e.g. messaging.

Therefore, SA1 requests that SA2 investigate the topic domain specific access control and investigate the implications of this type of functionality. Additionally, SA1 requests that RAN2 investigate the implementation of access control mechanisms within the UTRAN to enable access control to be applied separately to the PS and CS CN domains. In particular, as it is more likely that access control will be applied to the CS domain due to greater demand that exists for these services, i.e. voice, it is further requested that specification work for the restriction of the CS domain only i.e. restriction of the CS domain independent to that of the PS domain, be given the highest priority. 

It should be noted that SA1 is of the opinion that there is a requirement for this functionality to be provided within the access network i.e. UTRAN as it is this entity that provides access to the capabilities of the CN domains. However, SA1 recognises that architectural studies are also needed within SA2 to evaluate the full implications of this type of functionality.

As this functionality is likely to be used in emergency situations, e.g. earthquakes, it is desired that the specification of this functionality be completed as soon as possible. More specifically, SA1 requests that work be completed within the Rel-6 timeframe, and applied to earlier releases if technically feasible.
2. Actions:

To SA2 group:

ACTION: 
SA1 respectfully requests that SA2 investigate mechanisms, such as Domain Specific Access Control, that could be specified to satisfy the scenarios described above, and evaluate the implications of this functionality from an architectural point of view. SA1 also request that SA2 inform other groups of the need to carry out work on this functionality as appropriate. 
To RAN2 group:
ACTION: 
SA1 respectfully requests that RAN2 investigate and inform SA2 of any mechanisms necessary for Domain Specific Access Control within the UTRAN.
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