TSG-SA WG1 #22
S1-031163

Bangkok, Thailand, 27th – 31st October 2003
Agenda Item: 8.0 

Title:
Automatic Device Detection (ADD) – General information and background
Source:
Ericsson

Contact:
Olle Eriksson



Tel. +46 70 561 7608



Email. olle.eriksson@ericsson.com

1. Introduction

In the previous SA1 meeting we proposed a Rel-6 CR on Automatic Device Configuration (ADC) in S1-030749. This was modified during the meeting into S1-030861 but was finally rejected. 

As we still believe this is an important feature we now come back with a new proposal, backed up with a general background to and description of this feature, i.e. this document. In here we intend to describe 

· General background to and description of Automatic Device Configuration

· OMA - 3GPP relation; what is done where

· General description of the 3GPP part

· 3GPP Use cases; descriptions and benefits

2. General background to and description of Automatic Device Configuration (ADC)

Mobile users currently encounter serious problems to configure and provision advanced data services when purchasing new terminals and after point of sale. As a first step, users are often forced to be pro-active by contacting their customer support centres, often waiting in a queue, asked to properly identify the exact make and model of their terminal, and then correctly (and sometimes in the proper order) accept OTA settings in their terminal.  More advanced users can interface their service providers OTA system via SMS or Web interfaces, assuming they know the correct syntax or have access to the Internet.

Manual configuration is the last resort, which often requires 30 steps and up to 200 individual keystrokes.  Manual configuration has proven to be extremely complex and difficult for typical users.

An initial solution was to pre-configure these terminals but this implies that manufacturers have to configure the same terminal for different markets and that the user is not able to change the configuration.
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Figure 1 How the Automatic Device Detection is used in ADC
A step forward is the Automatic Device Configuration (ADC), which allows the network to automatically detect, configure, and/or provision the user’s terminal at power-on. ADC works in the way that the network detects whenever the user has changed terminal. This then triggers an automatic discovery, and or the proper provisioning and configuration.

ADC consists of several parts where one is named Automatic Device Detection (ADD). ADD is the wanted functionality in the core network to automatically detect new and changed combination of MT and (U)SIM. The newly detected combination of terminal and subscriber identities can then trigger a number of services in the operator’s service network; one of them is to send necessary configurations to the terminal. This would eliminate the need for an end user to initiate the sending of the parameters.
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Figure 2 Example with provisioning of user and terminal information in an application server.

It is also possible to use ADD for services that require end user information. ADD will then make sure that the applications always have access to the latest information about which terminal a certain user is using.

3. OMA - 3GPP relation; what is done where

The ADC concept contains two parts:

ADD 

This is an automatic method to detect new combinations of (U)SIM and MT in the network. We propose to standardize a solution described in a CR on 22.101 in 3GPP to do the detection.  

DMS

The Device Management System (DMS) should be able to use the information from the ADD that a new or possible un-configured device is powered-on in the network. The DMS may support both standard and non-standardized protocols to configure the device. The DMS must be able to configure existing devices on the market. 

The DMS may support both the ADD solution, suggested here to 3GPP, as well as other alternatives ways, such as web and user initiated. 
4. General description of the 3GPP part

The 3GPP task is to standardize the triggering mechanism by which the network is able to detect when the user – terminal type pair has changed and then activate the automatic device configuration. When the user attaches to the network, the network will check if the user is already registered with the type of terminal used to access according to the three cases below: 

· Information about the user – terminal pair should always be sent to the users home network whenever the user registers in a network. If the home network realises that this is a possible new combination, DMS is notified with subscriber information and terminal type.
· If the user is previously registered, but with another terminal, the information about the new terminal shall also be tied to the user and relevant information sent to DMS.
· If the user is already registered with the terminal, DMS shall not be triggered.
As previously commented, the way in which the network triggers the configuration or how the configuration is performed is out of the 3GPP scope.

5. General description of the OMA part

Currently the DMS system cannot identify when a SIM has been moved to a new/other ME. DMS needs this information from the core network. The DMS must receive enough information from the ADD part to be able to initiate a configuration of devices. The DMS system is responsible to decide how to use the “trigger” from ADD and which protocol to use to the ME. 

DMS need information from ADD to be able to select which protocol to be used. The ADC solution should cover both standardized provisioning protocols (OMA Client Provisioning & OMA Device Management) and non standardized protocols (OTA etc.). With this requirement on ADD then the DMS can support current devices on the market.

6. 3GPP Use cases; descriptions and benefits

OMA Technical Plenary and Requirements group have approved the requirements document for the next release of OMA Device Management. The Use Case is only for information and the derived requirements from the Use Cases are normative. This is the approved Use Case for OMA for Device Management:

5.1
Bootstrap Provisioning for used Devices

A Subscriber acquires a Device outside the operator's normal sales lines, e.g. second-hand. An inappropriate configuration in this case is very likely. The only connection to the operator is the smart card, where applicable. The Subscriber's first time use of the Device is detected automatically by the operator's infrastructure.

Alternatively the Subscriber asks explicitly for a configuration parameter set, e.g. by Customer care call or an abbreviated dialling request. The characteristics of the Device (e.g., Device capabilities, resident applications, configuration parameters) are determined and transmitted to the operator's management server. The appropriate provisioning parameters are transferred to the Device; optionally after a confirmation by the Subscriber. In addition User-specific preferences are defined by the User.

5.2
Device Purchase

A new Device (e.g., a handset or PDA) is purchased by a network Subscriber in an authorised retail store and provisioned with parameters. The Device is powered on and store personnel at the retail outlet use a Device Management system to provision the Device with network-specific parameters (e.g. gateway addresses, etc.) that enable delivery of subscribed services, as well as User-specific preferences (e.g. message headers, etc.) as defined by the User.  The Device provisioning can be done via a local or public transport mechanism, e.g. IR, Bluetooth, local, or non-local, wired, or wireless network.  The new Device and all accompanying services are fully operational when the Subscriber leaves the store.

7. Conclusions and Recommendations

The Automatic Device Detection functionality is needed in 3GPP as part of enabling the whole concept of Automatic Device Configuration. The ADD functionality in 3GPP would then be used to trigger the Device Management and Device Configuration functionality standardized in the OMA. 

We therefore recommend SA1 to agree on the corresponding CR in Tdoc S1-031164. 

_1128266335.ppt


Device

Management

System

Overview 



Serving

PLMN

SIM – to – Phone

A database for all users

In HPLMN

Automatic Device Configuration, inclusive the ADD component

Configuration Parameters

Automatic Device Detection












_1128266513.ppt


Server with 

Application X

Serving

PLMN

SIM – to – Phone

A database for all users

In HPLMN

Automatic Device Provisioning, inclusive the ADD component

Automatic Device Detection












