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1 Opening of the Meeting

2 Introductions

Distribution of participants list.

3 Approval of the Proposed Agenda

	Tdoc
	Subject
	Source

	S1-030807
	Agenda for the SA1 Privacy SWG
	Chair


4 Call for IPR

	The attention of the members of this Working Group is drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of. 

The members take note that they are hereby invited:

· to investigate in their company whether their company does own IPRs which are, or are likely to become Essential in respect of the work of the Technical Specification Group.

· to notify the Director-General, or the Chairman of their respective Organizational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration forms.


1
Executive Summary:

1.1
General

tbd

(Note: The agenda is done to report template)

5 Proposed Future Meetings
	Meeting
	Date


	Venue
	Comment 

	SA1#22
	27. - 31. 10. 2003
	Asia
	

	
	
	
	

	
	
	
	


6
Previous minutes

	Tdoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-030632
	
	
	
	
	
	Privacy SWG Report from San Diego SWG meeting, May 2003
	Chair
	


1.3
Output Change Requests:

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	
	CR
	
	
	
	
	
	
	


1.4
Output Liaison Statements:

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	
	LS
	
	
	
	
	
	
	


1.5
Action Items:
7 Input

7.1
Incoming LSs

	Tdoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-030668
	
	
	
	
	
	LS on Privacy and Security Requirements within GSM/UMTS Devices
	S3
	

	S1-030731.zip
	
	
	
	
	
	Draft LS reply to SA3 on Privacy framework for UEs
	Vodafone
	

	
	
	
	
	
	
	
	
	


7.2
Contributions against the TR

	Tdoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-030721.zip
	
	
	
	
	
	Contribution to 3.1 and 4.3 of the Privacy TR (Privacy related Information)
	SIEMENS
	Noted, revised in S1-030799

	S1-030722.zip
	
	
	
	
	
	Contribution to 5.2 of the Privacy TR (clarification of General REquirements)
	SIEMENS
	

	S1-030723.zip
	
	
	
	
	
	Contribution to 6 and 9 of the Privacy TR (Relation to the OMA RD document)
	SIEMENS
	

	S1-030799.zip
	
	
	
	
	
	Contribution to 3.1 and 4.3 of the Privacy TR (Privacy related Information)
	Siemens
	

	S1-030760.zip
	
	
	
	
	
	Comments on the 'Study on a Generalised Privacy Capability'
	Ericsson
	

	S1-030774.zip
	
	
	
	
	
	Minor Revisions - Privacy
	Lucent Technology
	

	S1-030783.zip
	
	
	
	
	
	Text proposal for TR 22.xyz Study on a Generalised Privacy Capability
	Nokia
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


8 Review of Open Issues

	Number
	Issue
	Owner
	Status

	Priv 20/1
	Need to protect the privacy information on the terminal from being accessed by “rogue applications on the terminal and so bypass the network privacy framework. Need to be able to separate the apps between terminal manufacturer, operator applications and 3rd party applications (those who have a contract with the operator and those which have a direct contract with the user).  Need a mechanism to prevent non-trusted applications being able to access the data. (reference S1-030458)  May need to look at MexE stage 1.
	All
	Open

	Priv 20/2
	Need to consider the requirements on each piece of equipment and the applicable law, especially in roaming cases e.g. when the UE is in a roaming network it may be subject to different requirements by local legislation than when it is in the home network. E.g. cyphering
	All
	Open

	Priv 20/3
	Consideration needs to be given to notifying the user of what parts of the privacy information is being transferred.
	All
	Open

	Priv 20/5
	Bullet 1 of 4.1 raises the issue of the EU requirement to ensure that the data is provided in a way that does not disclose the user identity.  This needs to be covered in the requirements later in the TR.
	All
	Open

	Priv 20/6
	The network provider will need to act as a broker to allow the users identifty to not be disclosed to the service provider (section 4.1, bullet 2).  This requirement needs to be stated in the TR.
	All
	Open

	Priv 21/1
	Does the definition of Privacy data include the need to protect data belonging to the service provider or does it just cover data relating to the user?
	All
	Open


9 Close of Meeting 
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