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Introduction
According to the new WID as approved by the SA#20 plenary in May the bearer level specification for MBMS should be complemented by the TS for MBMS Teleservices. The purpose of the proposed text below is to define functional requirements on a higher application level so that concerned standardisation groups are aware about further needs and dependencies of the bearer service.
Proposals:
4
High level requirements

4.1
Common requirements to broadcast and multicast

The following list describes requirements on an application level:

· Content classes
A set of content classes shall be defined in order to make use of MBMS services more efficient, preventing explicit subscriptions for each service every time when handing over to a different PLMN.
· Service Interworking
The user shall be able to manipulate MBMS deliveries and forward it using other transparent services (e.g. MMS, Speech Call- and IMS signalling, Hyperlinks, ….). Care should be taken in order to fulfil requirements concerning DRM and respective barring and charging capabilities.
MBMS shall support user profiles using mechanisms described in 3GPP TS 22.240 (Generic User Profile) whenever possible.
· Content storage in the UE
It shall be possible to get both, live content and deliveries stored in the UE for a predefined period of time. Care should be taken in order to fulfil requirements concerning DRM and respective charging capabilities.

· Data formats and types
Media types like for Audio, Video, Streaming, Pictures, Downloads, Text…. shall be supported independent of specific data types and formats behind. Data format and data types as defined by other multimedia services shall be supported for interoperability reasons.
· Digital Rights Management
The MBMS service shall be able to control content distribution as defined in 3GPP TS 22.242. MBMS content providers shall be able to invoke DRM to prevent unauthorized copying and forwarding of content through other services.
· Service intra-communication
In order to fulfil the requirements listed above the operator has to be aware about interactions on the MMI of the UE (e.g. in case of stored/forwarded deliveries, DRM, charging aspects, …). This could be done on application level using separate communication channels which fulfils security requirements.
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