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Introduction

According to the new WID as approved by the SA#20 plenary in May the bearer level specification for MBMS should be complemented by the TS for MBMS Teleservices. The purpose of the proposed text below is to define security requirements for the MBMS Teleservice so that other concerned standardisation groups are aware about further dependencies which have to be considered.
Proposals:

5
Teleservice requirements

5.1
Charging
text
5.2
Security

The following security aspects shall be taken into account:
· Third parties and VASP should not get aware about user ID’s for MBMS subscriptions unless explicit allowed by the operator.

· MBMS user profiles (e.g. subscriptions, storage of deliveries in the UE, data type and format specific behaviours …) shall only be modified by the authenticated user.

· It should be made sure that direct MBMS deliveries are available for subscribed and joined users only.

· It should be made possible that the content originator decide if it’s allowed to store and forward certain deliveries.
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