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Introduction

The present contribution tries clarify general requirements in section 5.1 of SA1's Privacy TR. It takes into account the concept of "Personal Data" and "Privacy Settings" as explained in Tdoc S1-030721. 

In addition to this clarification the present contribution proposes some text for general requirements on Roaming support.

Also it removes the "or subscriptions" part from the requirement 
"privacy settings of a user to be maintained when a user switches terminals or subscriptions" 
since it is assumed, that any privacy settings are inseparable from the subscription of the user.

Proposal

It is proposed to include the proposed changes to section 5.1  in SA1's Privacy TR.  

5.1 General Requirements

The following general (i.e. non-service specific) requirements exist:

· The user shall be allowed reasonable access to her personal data in order for instance to review, edit or delete information
This requirement allows the user to monitor and control her personal data within the limitations set by the operator and / or service provider.
· The user shall be allowed to express preferences for her privacy settings
This requirement allows the user to modify her privacy settings within the limitations set by the operator and / or service provider.
User preferences at least shall comprise of the kind of personal data concerned, accessors to these personal data and the permitted kind of access.
· A generic privacy capability 
It shall be possible to use a common set of access rules that can be used by any service that requires the protection of personal data or information about a user. 
· Enforcement of privacy through the terminal
Terminals shall ensure that existing trust relationships and privacy controls, already established by network operators, are not bypassed.
· Enforcement of privacy through Home Network
This is the requirement, that the means for enforcing privacy are located in the home network.
Such a requirement exists e.g. in LCS Rel'6
· Requirement for control of access to the user's personal data by third parties or by third parties on behalf of the user
This is the requirement, that a third party (e.g. a service provider, a different subscriber) may access certain data about a user. This may be done

· Upon request of the user (e.g. a user wants to employ an - essentially untrusted - cityguide service, which needs to be authorized by the user to obtain the user's location from the network)

· Without explicit request of the user (e.g. Push services)
· Roaming support
Enforcement of user privacy shall be supported for services, which are provided by the visited network for the roaming user. 
· call/session related authorisation

· 
· 

· The user shall be able to invoke defined access rules for a service  in order to control how the user-specific/personal data is made available to those services

Override (lawful intercept)
Mandatory obligations, enforced by for instance national laws, for overriding privacy settings shall be complied with, e.g. lawful interception [9].
· Backward compatibility with existing standardised Privacy concepts

· Privacy settings are most effective if related to a user, not a piece of equipment. Therefore, it should be possible for the privacy settings of a user to be maintained when a user switches terminals.

· If some privacy settings for services offered by the Network Operator are resident within the terminal, then they should be consistent with equivalent privacy settings stored within the operator’s network, e.g. the HLR flag, the privacy exception list, any settings in the PPR etc...
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