TSG-SA WG1 #19
S1-030211
San Francisco, USA, 20th–24th  January 2003
 

	


	


Title:
Answer to LS on T2 proposal for GUP requirements- UE Data access and Backwards Compatibility
Source:
S1

To:
T2,  S2, SA3
Contact Person:


Name:
Arnaud Sahuguet
Tel. Number:
+1 908 582 6491

E-mail Address:
sahuguet@lucent.com

Attachments:
none

1. Overall Description:

The LS from T2 raises some important issues relevant to 22.240 and 23.240. In this document, we offer some answer and ask for some clarifications. Parts in red are extracted from the initial LS from T2.

Local access to local GUP data in the UE

GUP shall support that the GUP data stored in the UE can be accessed without any support from functions outside the UE. This means that the GUP concept shall allow:

· local networks between the UE and external TE’s with no contact to the network to work properly. For instance in case of connecting a PC with the UE it shall not be required by 3GPP that the access to local GUP data has to be done using the air interface.

· local applications located in any part of the UE: MT, UICC, TE, to access the local GUP data without accessing any function outside the UE.

Therefore local access to UE GUP data for a local application within the UE, which could be located in a TE, in the MT or in the UICC, shall be possible without any support from other network entities.

On-line vs off-line modes

S1 has identified 3 modes of operation for the UE in the context of GUP: (1) carrier connected, (2) carrier disconnected and (3) 3rd party connected.

· carrier connected: the UE is connected to the network.

· carrier disconnected: the UE is not connected to the network (e.g. lack of coverage, in a plane)

· 3rd party connected: the UE is connected to a computing device (and maybe to another network) via IR, serial, USB, Bluetooth.

S1 would like to solicit T2’s opinions on these 3 modes of operation and the corresponding requirements for GUP
It is important for T2 to identify for each mode of operation which requirements are (or are not) expected from GUP, such as:

· the UE being fully workable in all modes

· the network operator being in control of all data access in all modes

· more requirements to be defined by T2 and S1

S1 would like to solicit T2’s opinions on the 3rd party connected mode,
with respect to the control (or lack of control) by the network operator.

UE-resident data

S1 thinks that a great value of GUP is to decouple the access of data from its storage. For instance developers of applications living on the UE would appreciate being able to write applications without prior knowledge of where the data needed by the application will be stored (e.g. game scores). By using GUP, the application developers would use the GUP interface and forget about the details of the storage (e.g. game scores may be stored on the UE or on the network).

For local access to GUP data living in the UE, it is conceivable that some functions of the GUP framework will have to be made available on the UE. The GUP function responsible for identifying the physical location of the needed component will have to live in the UE itself.

S1 would like to solicit T2’s opinions on the value of GUP for UE-resident data
and the possible need to include some GUP functions on the UE itself.

Stepwise introduction of GUP

From the service perspective we see the need for a stepwise introduction of GUP. All the phones and networks are not replaced at a certain point of time incorporating the GUP functionality. Because of that it should be possible to introduce GUP step by step. GUP shall allow any combination of:

· UE without GUP support

· UE with GUP support

· Network entities without GUP support

· Network entities with GUP support

It should be noted that GUP is a data broker or facilitator. GUP per se does not create any data. Rather is offers enhanced access to already existing data living in the networks and the UE.

From this point of view, the introduction of GUP is foreseen as a migration from a no-GUP world to a GUP-enabled world where new GUP compliant interfaces can be used to access GUP data. Note that the introduction of new interfaces does not preclude the use of already existing ones. Hopefully, the added value of GUP interfaces and services (i.e. authentication, synchronization, etc.) will be a compelling reason to migrate to GUP interfaces.

S1 envisions a gradual introduction of GUP with a combination of UE and network entities supporting and not supporting GUP.

S1 also foresees some potential “service consistency” problems, e.g. related to charging for data access. Since GUP will offer new ways to access data, consistency for charging will need to be taken care of.

2. Actions:

To T2 group.

ACTION: 
SA1 requests T2 to kindly review the proposed answer and request for clarifications.

To S3 group:

ACTION: SA1 request SA3 to kindly review the proposed document and inform SA1 of potential issues related to privacy and security mainly in operation mode (2) and (3).
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