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1. Introduction

In the current TS 22.071 v6.2.0, there are two methods be provided to Target UE user for setting and checking the codeword. The first method is the Target UE user distribute the codeword for requestors/ LCS clients and notify them privately, when the requestor/LCS client request the location of the Target UE, the codeword supplied by the requestor/LCS client and forwarded by the LCS client with the LCS request shall be forwarded to the Target UE user for verification. The second method is the Target UE user register a codeword for the requestor/LCS client with the LCS server in advance, and the comparision of the codeword send by requestor/LCS client with the registered codeword shall be performed by LCS server, in this case where the Target UE does not to check the codeword manually.

The above two methods all need the Target UE user to distribute the codeword for each requestor/LCS client. If the Target UE user wants to distribute different codeword for different requestor/LCS client, he has to memorize a lot of codewords and the relationships of the codewords and the requestors/LCS clients to avoid repetition when he wants to distribute a new codeword to a requestor/LCS client. Therefore, the target UE user cannot manage the codeword conveniently if he has quite a few requestors/LCS clients. 

To solve this problem we would like to introduce a method to simplify distribution and management of the codeword as an improvement to the second method. 

2. Discussion

In our method, the Target UE only need to provide a list of authorized Requestors’/LCS clients’ identities to LCS server, and the LCS server shall distribute the codeword for each Requestor/LCS client according the identities list. After the codeword distribution, the LCS server notifies the codeword to the relevant Requestor/LCS client and saves the codeword respectively. As same to the second method, when a Requestor/LCS client send a LCS request with the codeword, the LCS server should compare the codeword provided by the Requestor/LCS client with the distributed codeword which saved in the LCS server.

In general, the codeword distribution and verification procedure looks like as follows:

1) The Target UE user offered to LCS server the list of authorized Requestors’/LCS clients’ identities.

2) LCS server distribute the cordword for each Requestor/LCS client identity and save the codeword with the Requestor/LCS client identity and the Target UE user identity individually, the distributed codeword should be guaranteed unique and random, LCS server may use some arithmetic to insure this point.

3) LCS server notifies the distribution codeword and the relevant the Target UE user identity to the corresponding Requestor/LCS client by Short Message, E-mails or other ways, the LCS server also can inform the Target UE the distributed codeword if he wants to know.

4) When the Requestor/LCS client sends a LCS request with the codeword to LCS server, the LCS server shall get out the saved cordword according to the Requestor/LCS client identity and the Target UE user identity, compare the saved codeword with the cordword provided by the Requestor/LCS client.

5) If the result of the comparision is negative, the LCS request will be denied by LCS server. Otherwise, if the result of the comparision is positive, the subsequent procedure will be continued.

According the above method, if the Target UE user want to change or withdraw the codewords of some Requestors/LCS clients, he only need to offer to the LCS server the list of the Requestors’/LCS clients’ identities whose cordword he want to modify or cancel. The remainder work just leave to the LCS server. 
In this method the codeword distribution, management and verification all be focused on LCS server not the Target UE users to perform, the Target UE user even do not need know what's the cordword is if he do not care about that. In this way simplify the work of the Target UE user and improve the efficiency of the codeword register and verification procedure.

3. Proposal

In order to simplify the Target UE user codeword distribution and management, Huawei and China Mobile would like to propose the method of the codeword distribution and verification procedure focused on LCS server to perform as an optional supplement of the second method. The corresponding CR is in S1-030048.
