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************First Modified Section ***************

4.15
Periodic Location Reporting 

Periodic location reporting is the act of the LCS Server initiating multiple position locations spread over a period of time. 

The periodic reporting function is generally applicable for asset management services and exists as several variants, each applicable to different value added services:

	·
Location reporting only within predetermined period
	e.g. commercial asset tracking and, subject to provision of privacy, manpower planning. 

	·
Periodic location reporting within specified period and reporting triggered by a specific event
	e.g. high value asset security, stolen vehicle monitoring, home zone charging.

	·
Periodic location reporting triggered by a specific event
	e.g. 24hr depot management, transit passenger information systems


Periodic location determination and reporting increases network traffic. However, scheduling the periods of location monitoring and reporting will reduce this.  Finally, event-based logic provided by the network operator that monitors the asset (location and status) and only reports events that meet conditions agreed with the application may reduce network traffic further without reducing the QoS. 

If this event-based or time-based decision process is the responsibility of the application and not the network operator then all of the above services can be regarded as periodic location reporting.

For value added services, and PLMN operator services, support of periodic location reporting may be provided by the PLMN.

When an LCS client activates Periodic Location Reporting, the LCS server shall be able to inform the target Ms of this activation according to the Privacy Exception List.

It should be possible for the target UE at any time to query the LCS server about any valid requests activated for that target UE, and/or cancel the request. Before the LCS server performs the query or the cancel operation, the LCS server can intiate an optional authentication procedure to confirm whether the identity of the Target UE user is legal, if the authentication is fail, the LCS server will return an error response to the Target UE and reject the request; otherwise, the corresponding operation will be executed.
When a request is cancelled by the target UE, the LCS server shall inform the LCS client of this cancellation.

It should be possible for more than one LCS client to activate requests for the same target UE.

For Emergency Services (where required by local regulatory requirements), there is no requirement for the PLMN to support periodic location reporting.

************Second Modified Section ***************
7
Provisioning and Administration 

7.1
Procedures for an LCS Client

These procedures are concerned with the LCS client’s provisioning and administration to the LCS feature.

7.1.1
Provisioning
Provisioning is an action to make the LCS feature available to a subscriber. 

Provisioning may be:

-
General: where the service may be made available to all subscribers without prior arrangements being made with the service provider (i.e. emergency calls).

‑
Pre‑arranged: where the service is made available to an individual LCS Client only after the necessary arrangements have been made with the service provider.

7.1.2
Withdrawal
Withdrawal is an action taken by the service provider to remove an available LCS feature from a LCS Client’s subscription profile. 

Withdrawal may be:

‑
General: where the LCS feature is removed from all LCS Clients.

‑
Specific: where the LCS feature is removed on an individual basis per LCS Client.

7.1.3
Invocation

Invocation is an action to invoke the LCS feature, taken by the LCS Client (e.g. issuing a location request) or automatically by the LCS server as a result of a particular condition (e.g. periodic location request, mobile originating emergency call, etc.).

7.2
Procedures for a Target UE  

These procedures are concerned with a Target UE’s privacy exception list and the LCS Mobile Originating List. For emergency services, provisioning, withdrawal, registration, erasure, activation, deactivation and interrogation for Target UEs may not apply. 

7.2.1
Provisioning

Provisioning is an action to make the privacy exception list and the LCS Mobile Originating List with its classes available to a Target UE. The provision may be:

‑
General: where the list is made available to all Target UE’s without prior arrangements being made with the service provider.  The list shall contain the default privacy class.

‑
Pre‑arranged: where any extra privacy permission class   (--granting permission to locate an UE Client ) shall be capable of being independently provisioned for a target  UE as agreed with the service provider for a certain contractual period. 
As implement options, the subscriber can set one or more operation password in the LCS server for different operation, e.g. Erasure (cancel), Activation, Deactivation and Interrogation (query). In this case, the subscriber need to selecte the subscription option "control of the operation: by user using password" at the provision time. When the Target UE user initiates an operation request to the LCS server and the LCS server should firstly require the Target UE user offer the corresponding password and check it, if the check result is not positive, the LCS server will return an error response to the Target UE and reject the request; otherwise, the corresponding operation will be executed.
The subscriber can set different operation password for different LCS class even the operation is same, e.g. the subscriber can set the operation password of cancel for “Call/session Unrelated Class” is  “aaaaaa” and for “Basic Self Location class” is “bbbbbb”. In this case, the subscriber need to selecte the subscription option "control of the operation for LCS class: by user using password" at the provision time.
the subscriber can set different operation password for different LCS service type even the operation and the LCS class both are same, e.g. LCS service “Find Your Friend” and LCS service “Localized Advertising” belong to “Call/session Unrelated Class”, the subscriber can set the operation of cancel for “Find Your Friend” is “111111” and for “Localized Advertising” is “222222”. In this case, the subscriber need to selecte the subscription option "control of the operation for LCS service: by user using password" at the provision time. In the actual operation, the Operator can channel off the subscriber to decide which LCS service type need to set a operation password and which LCS service type do not.
The subscriber can set the operation password for the whole operation, and set the operation password for the LCS class, and set the operation password for the LCS service at a same time, the priority of the operation password in different setting ways will be decided by the Operator or the subscriber. 

When the Target UE send an operation request to the LCS server and if the subscriber has set an operation password, the LCS server should initiate an authentication procedure to check the password before the operation request is performed. If the Target UE user enters incorrect password more than three consecutive times, the LCS server will make all control procedures related to the use of the password are made impossible until the service provider instructs the LCS server to again accept password related requests from the Target UE user.
7.2.2
Withdrawal

Withdrawal is an action taken by the service provider to remove an available privacy class from a target UE’s PEL. Withdrawal may be:

‑
General: where a privacy class is removed from all target UEs provided with this privacy class.

‑
Specific: where each of the privacy classes in the privacy exception list shall be independently withdrawn at the subscriber’s request or for administrative reasons.
7.2.3
Registration
If the subscription options – "control of the operation" and/or " control of the operation for LCS class" and/or " control of the operation for LCS service" – is selected "by user using password" at the provision time, then the Target UE user can change the operation password by a registration procedure at any time. Otherwise, if the served Target UE user at the provision time has selected the subscription option "by service provider", an attempt to register a new operation password will be denied.
7.2.4
Erasure
The Target UE user can specifically erase a previous LCS request to that Target UE with an appropriate control procedure. If the subscriber at the provision time has selected the subscription option "by user using password" for erasure operation, and has registered a password, the LCS server need to check the password before the erasure procedure. If the password check is passed, the erasure operation will be executed, otherwise the request will be denied, and the LCS server will return the corresponding errors to the Target UE. If the erasure is successful, the previous LCS request will be cancelled (also be deactivated). The LCS server will then send a return result-indicating acceptance of the erasure operation request, and at the same time, the LCS server will send a notification to the relevant LCS client to inform that the LCS request has been cancelled by the Target UE.
7.2.5 Activation
The served Target UE can activate a specific non-activated MO-LR by send a request to the LCS server.

If the Target UE user has subscribed to the LCS Mobile Originating service and has selected the subscription option "by user using password" for activation operation at the provision time, and has registered a password, in this case, the password check is necessarily before the activation operation is performed. Only if the password check is passed the activation operation will be executed, otherwise the LCS server will deny the request and return the corresponding errors.

7.2.6
Deactivation
The served Target UE can deactivate a previously activated MO-LR by send a request to the LCS server.

If the Target UE user has subscribed to the LCS Mobile Originating service and has selected the subscription option "by user using password" for deactivation operaton at the provision time, and has registered a password, in this case, the password check is necessarily before the deactivation operation is performed. Only if the password check is passed the deactivation operation will be executed, otherwise the LCS server will deny the request and return the corresponding errors.

7.2.7 Interrogation
The LCS interrogation procedure shall be applicable to MT-LR only. There are two different interrogation types:  data request and status request.
Data request

The data request procedure enables the served Target UE to obtain information from the LCS server about the requests that satified the interrogation requirement. 

Status check

The served Target UE may interrogate the current status of a specific LCS service. The LCS server shall respond with an appropriate indication telling the Target UE whether the service is subscribed in the Privacy Exception List and, if so, provide the current status of the service.
If the served Target UE user has selected the subscription option "by user using password" for interrogation operation, and the user has registered a password, the password check is needed before the interrogation procedure be performed by LCS server.
7.2.8 
User Control

The user shall be able to change the following settings in the privacy exception list:
-
the LCS Client and/or group of LCS Clients list

-
the codeword

-
the requestor

-
the service types

-
the target subscriber notification setting (with/without notification)

-
the default treatment, which is applicable in the absence of a response from the Target UE for each LCS Client identifiers.
In addition, the user also shall be able to change the previous operation password.













�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.





CR page 1

