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1. Introduction

Contribution S1-030114/S2-030107 identified the high-level objectives of the proposals for R6 Service Based Local Policy. These objectives were generalised so as not to assume a particular implementation. In summary they were:

· Decoupling Service Based authorisation and policing from PDP Contexts, to be based on individual IP flows instead.

· Support charging correlation with IP flow based charging capabilities also being developed in Release 6.

· Support authorisation of the end-to-end QoS independently from the access QoS

Comments at the last meeting suggested that possibilities other than “the things dropped from Release 5” should be considered in meeting these higher-level objectives.

This contribution attempts to identify some of the other posibilities that should be considered. The objective here is identification only. The relative merits of the different options are considered in separate contributions (S1-030116/S2-030109).

2. Discussion

2.1 Possibilities for IP flow authorisation/policing

IP-flow-A) Metering and packet discard

In this case, meters are used in the GGSN to detect packets which exceed the authorised QoS for the IP flow. Packets which exceed the authorised QoS are discarded.

This option was included in the original Release 5 version of 23.207 (06/01).

IP-flow-B) Metering and packet downgrade

As (A), but ‘out of profile’ packets are downgraded to a lower QoS.

This option was included in the original Release 5 version of 23.207 (06/01).

IP-flow-C) Metering and charging information capture

Again, metering is used to identify ‘out of profile’ packets, but these packets are then carried as normal. The volume of ‘out of profile’ data is captured in the charging information so that a higher charging rate (e.g. standard GPRS data rate) can be applied to the ‘excess’ traffic.

This option was not considered in Release 5, as per IP flow charging was not available.

IP-flow-D) Overall volume policing (Conversational and Streaming bearers)

No metering is used, but the information about the authorised QoS and the lifetime of the flow is used to calculate the total authorised data volume. This total could be charged at the service-based rate and any excess is charged at a standard rate.

This option was not considered in Release 5, as per IP flow charging was not available.

IP-flow-E) Limitation of IP flows within a PDP Context

This involves requiring a separate PDP Context for each IP flow for which needs independent policy. The policy is then applied to the PDP Context according to Release 5.

2.2 Possibilities for charging correlation

This should be considered first within the IP flow charging Work Item, and so is not considered in detail here. However, the basic issue is whether the GPRS Charging Identified used for correlation in Release 5 can be reused here – can a single Charging Identified identify the charging information for all the flows in a PDP Context, or are separate Charging Identifiers needed for each IP flow ?

2.3 Possibilities for end-to-end QoS authorisation

QoS-A) Authorisation of maximum Diffserv class

SBLP could place an upper limit on the Diffserv class for the Core Network. This would allow traffic with the same GPRS QoS (in terms of Traffic Class and THP only) to be differentiated on the core network (and subsequent Diffserv-aware networks).

QoS-B) Improvement of access QoS authorisation

Presently, authorisation of the access QoS by SBLP is limited to Traffic Class, THP and bitrate. GGSN implementations are free to derive the end-to-end Diffserv Class from other PDP Context parameters as well, but these are not subject to SBLP authorisation (and so are just chosen by the UE, subject to SGSN subscription checks).

Subjecting additional PDP Context parameters to SBLP authorisation would have the knock-on effect of subjecting the end-to-end QoS derived from these parameters to SBLP authorisation as well.

QoS-C) Authorisation of explicit end-to-end resource reservations

UEs may explicitly reserve end-to-end QoS resources using RSVP (or in future NSIS). Ths GGSN should authorise these reservations based on the authorisation information received from SBLP. Presently that authorisation information consist only of Maximum (access) QoS class and Maximum bandwidth. This information could be extended to provide finer control of the authorisation.

3. Conclusion

This contribution identified some possibilities for meeting the objectives identified in S1-030114/S2-030107 for Release 6 Service Based Local Policy.

It is expected to update this contribution to capture other possibilities as they are identified, and eliminate possibilities which are agreed not to be workable or worthwhile pursuing.

Other contributions address the reletive merits of the possibilities presented here.

































































































