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Introduction

In different application scenarios it could be useful to set up some relationship between two or more OSA gateways, possibly in different administrative domains. Examples could be network operators belonging to the same group. 

Let consider, for instance, the following situation. 

Two operators, a wireline operator A and a wireless operator B, belonging to the same telecommunication group, have adopted OSA solutions. Each of them introduced in its service platform an OSA Gateway, to provide to application layers (also in 3rd party domains) a relevant subset of capabilities implemented in its network. Let assume that a corporate is implementing a rich VPN-like service by exploiting the features provided by the wireline operator (i.e., the corporate subscribed a subset of the SCFs provided by wireline operator). If such a corporate wants to enhance its application with the capability to handle with SMSs sent/received by the members of its VPN (e.g., its employees) and the wireline operator does not provide any appropriate network capabilities, according to the current specifications, the corporate must subscribe the needed SCF (e.g., a User Interaction implemented through SMSs) provided by another operator (e.g., the wireless operator B). But in this case, the corporate must deal with two subscriptions, its VPN application must cope with two OSA Gateways; in addition, the corporate could select a different wireless operator, not belonging to the same group of the operator A.
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Figure 1: Framework federation relationship

Such a situation could be dealt by enhancing the OSA specifications in order to support the “federation” among two or more frameworks. The OSA Gateways belonging to A and B could be federated, in order to allow the subscribers to the OSA Gateway in A to access also, in a controlled way, the service capabilities provided by the OSA Gateway in B. The applications have not to deal with the complexity of handling two OSA Gateways, the service provider does not have to open a new customer relationship with another operator, and the operator A has not to introduce additional service capabilities in its infrastructure.

This contribution proposes to introduce new framework functions for dealing with federation relationship among OSA Gateways.

Discussion

The federation functions must enable that SCFs registered on one framework could be accessed also by the applications authenticated by federated frameworks, and that an application could use SCFs registered on different federated frameworks.
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Figure 2: Some terminology

Figure 2 describes a possible scenario:

· The OSA Gateways in Administrative Domain 1 and in Administrative Domain 2 are federated;

· The SCFs 1, 3, 4 and 5 are registered in the gateway of Administrative Domain 1, while the SCFs 1, 2, and 4 are registered in the gateway of Administrative Domain 2;

· According to the federation agreement, the SCF 3 is made visible to the gateway in Administrative Domain 2; in this scenario the gateway/framework in Administrative Domain 1 is the "donor", while the one in Administrative Domain 2 is the "receiver"; for the gateway/framework in Administrative Domain 2, SCF 3 is a "federated" SCF;

· The applications authenticated by the "receiver" framework (in Administrative Domain 2) may also access the SCF 3 (implemented by the infrastructure in Administrative Domain 1).

One framework could be involved in more than one federation relationship and each federation agreement will be create by the federation function (after the corresponding authentication). Moreover, the federation functions will support the exchange of the information among the federated frameworks.

A "donor" framework must be able to limit the access to its SCFs from the federated frameworks:

· a "donor" framework must be able to discriminate the set of SCFs visible to the federated frameworks;

· a "donor" framework must have the possibility to set some service properties to constraints the usage of its SCFs by the applications authenticated by a federated framework.

In fact, a "donor" framework will continue to have full control of its registered SCFs (i.e. it must handle the integrity management of the SCFs, the access to the SCFs, etc.). A "receiver" framework will "forward" all the requests concerning a "federated" SCF to the corresponding "donor" framework.

An SCF should not be aware on the fact that is a "federated" SCF and that could be accessed by applications authenticated by different federated frameworks: therefore, the SCF does not have to support additional functions to handle federation. Moreover, an application should not be aware that it is interacting with SCFs registered on different federated frameworks.

Proposal

CR in S1-022183 provides the changes to introduce these concepts in TS 22.127 for Release 6.
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