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1.
Introduction

There are three editor's notes in draft GUP stage 1 specification TS 22.240 v1.1.0. This contribution resolves and removes them.

2.
Discussion

2.1 Editor's note in subclause 3.1 'Definitions'

This editor's note is discussed in a companion contribution in S1-022168.

2.2 Editor's note in subclause 5.5 'Regulatory Requirements'

Since any specific regulatory requirements have not yet been identified, the editor's note is proposed to be replaced with the statement: 'None identified in addition to the considerations in clause 8. Privacy and Authorisation.'

2.3
Editor's note in Annex 'Example 3GPP Generic User Profile use cases'

Since the proposed figure for use case 4. 'Content Negotiation' is not found in Push Service stage 1 specification TS 22.174 v6.0.0, the editor's note is proposed to be removed.

3.
Proposal

We kindly propose SA1 to approve the changes indicated on the following pages to be incorporated in a new draft version of TS 22.240.

Additionally we propose to remove the green highlight of the term [OSA] in Annex A, use case 5.

–– First modification ––

5.5
Regulatory Requirements


None identified in addition to the considerations in clause 8. Privacy and Authorisation.
–– Second modification ––

Annex A (informative):
Example 3GPP Generic User Profile use cases

1. Setting up a Subscription

· Precondition

· A person has just purchased a new device, and requires subscription to be initiated in the shop.

· Actions

· The user preferences for services are established. 

· Information about the terminal capabilities are received from the UE.

· User Profile content is created for the Subscriber, and downloaded over the air, via local link or similar

· Post-condition

· The user can leave the shop. Her phone/device is ready to use. Basic settings needed to start and run initial applications ready. 

2.
Initial Service Configuration (Bootstrap)

· Precondition

· No settings made, user with a subscription

· Actions

· Settings, partly based on user profile downloaded over the air, via local link or similar

· The download initiated by the value added service provider, network operator, 3rd party or user

· User Data

· Setting received could include basic connectivity configuration parameters and the user’s security policy

· Post-condition

· The user's phone/device ready to use. Basic settings needed to start and run initial applications ready

3.
Backup/Restore of User Profile Components stored in the UE

· Precondition

· The phone is configured, all the user preferences are set. 

· The settings include user profile parameters such as generic parameters, service personalisation parameters, user’s security policy and other user preferences

· Actions 

· The user wishes to backup or restore the current version, or parts of the current user profile to the network, or to another UE.

· The backup/restore is performed via local link or remotely towards the network

· The backup/restore can be initiated by the user, the value added service provider, 3rd parties or the network operator

· User Profile Storage

· Secure area of the (U)SIM or ME or retained in the network by the value added service provider. User private data is only stored in the network with the user permission.

4.
Content Negotiation


· Precondition 

· The user has set her preferences in the UE

· Terminal type capability information is stored in ”internet”

· Actions

· The user initiates request for content. The request contains:

· User preference fetched from the UP

· Reference to the capability information is stored in ”internet”
· Deviating capability information
· Returned content selected or tailored according to User preferences and capability information

5.
Application Access to User Profile Data using OSA (Pull Scenario)
· Precondition 
· The [OSA] application is registered with the OSA framework
· The [OSA] application is authorised to access the user profile management Service Control Function and use methods which permit read/write data in user profiles
· Actions
· The application uses OSA to read/write data in the user profile of the user
· The network provides the requested data or modifies the data as requested

· Post-condition 

· Consistency of the user profile data
