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Introduction

As a result of the Beijing SWG meeting, a number of companies agreed to progress the work on the TR on IMS subscriptions and access scenarios. This contribution intends to enhance the TR by introducing a new scenario regarding “non-3GPP access with roaming agreement”.

Proposal

It is proposed to introduce a new section with the scenario described below in TR v.0.0.4.

Proposed text

X
Non-3GPP access scenario with roaming
X.1
 Description

The scenario includes two actors. Operator H2SO4 runs the IMS domain, the 3GPP Access domain as well as a non-3GPP access providing IP-connectivity, e.g. WLAN or LAN. Blitz operate a non-3GPP-access system domain providing IP-connectivity. The main difference with the previous scenario is that in this case H2SO4 has roaming agreements in place with Blitz. The subscribers of H2SO4 do not need to have a business relation with Blitz to attain connectivity and H2SO4 is responsible for charging the subscriber also for the connectivity as well as authenticating and authorising the subscribers on Blitz. 
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· The customer Jill has a subscription with operator H2SO4. The subscription allows access to H2SO4’s IMS domain (and possibly only to that domain). 

· Jill also uses other companies’ accesses, which provided IP-connectivity. Jill has also chosen company ‘Blitz’ when H2SO4 does not offer IP connectivity (e.g. abroad). 

· Operator ‘H2SO4’ and company ‘Blitz’ have a business agreement which includes also a roaming agreement.

· Operator ‘H2SO4’ is the only actor with billing relations with Jill.

· The charges for the usage of Blitz network are settled by H2SO4. 
· Accessing IMS from Blitz domains should not degrade the security level of the IMS domain. [Editor’s note: This bullet should probably be removed or put in the requirement summary.]

· Blitz access may for example be of the type PSTN, xDSL, LAN, WLAN.

· H2SO4 authenticates its customers when they try to access the Blitz network. The authentication may be performed using 3GPP mechanisms, but other forms of authentication may apply (e.g. AAA). The authentication method(s) used are assumed to be specified by the roaming agreement.

· H2SO4 authenticates its customer and authorizes access to its domain. This generally means that H2SO4 owns the mechanisms for performing the task.

· H2SO4 should be able to ensure the user’s privacy when the IMS is accessed from Blitz domain. 

· The scenario envisages that the H2SO4 has the mechanisms for providing lawful interception, also when the IMS is accessed from the Blitz domains.

· The scenario assumes that H2SO4 (the company having the billing relationship with the customer) is also the owner of the UICC(s) (in the case a UICC is used for accessing a domain).

· In the scenario it can be envisaged that users wants to register with their IMS service from various terminal equipments over different accesses at the same time. Some sessions they may want to receive on specific terminal equipment, e.g. “heavy” multimedia sessions, and other session they may want to receive with their mobile phone. The scenario has bearing on UE functional split. It may be envisioned that the service applications, including IMS related applications, reside on the terminal equipment. 

X.2
Charging implications 

Blitz applies agreed roaming charges to H2SO4 when H2SO4 customers use the Blitz access. 

H2SO4 charges its customer for using the IMS, the fee may include charges levied by the called party’s IMS, (“calling party pays”). 

X.3
Security

The scenario prescribes that accessing the IMS from Blitz’s domain will not in itself degrade the level of security of the IMS. The security requirements for accessing Blitz domain are probably outside the scope of 3GPP.

X.4 
Privacy implications

Ideally, H2SO4 should be able to ensure the user’s privacy when the IMS is accessed from Blitz’s domain. 

X.5
Regulatory aspects

In some countries regulations only require lawful interception on “telephony networks” and not “data networks” but the situation may change. H2SO4 could be subject to facilitate lawful interception and the scenario prescribes that it has the means to do so, also for sessions over the other companies’ access.

X.6
Roaming

FFS 

X.7
Quality of service 

When the IMS services are attained through the non-3GPP network, the 3GPP QoS does not apply. 

X.8
User experience

In this case a mapping of QoS parameters or a SLA may be necessary to guarantee a satisfactory experience of the service.
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