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1. SerG Doc 202/02 (SA1- 021971) SENT TO 3GPP T2, copied to SA1, lists a large number of  requirements for standardization from T2. SERG probably assumed that no SA1 involvement in implementing these standardization requirements is required. As the following table will illustrate, this is not the case. Not only most of SERG requests constitute NEW requirements which are not contained in the current version of 22.140, but some of them require careful consideration.

	GSMA SerG request
	Exists in 22.140
	Comments

	Is the subscriber currently reachable on their home network i.e. does the HLR/ VLR recognise the mobile as on


	NO
	Cannot be part of MM7!!

	Is the subscriber reachable on a roamed network (as far as can be possibly determined)


	NO
	Cannot be part of MM7!!

	Is the content type to be delivered permitted by network/ user settings
	NO
	Not sure what this means!!

	Location based MMS services.


	NO
	New reference points

	Gain access to user profile details to simplify provisioning
	NO
	Currently no “user profile” exists in MMS specs.

	inject billing events asynchronously from the delivery of MMS messages
	NO
	Current 22.140 supports “MM related” billing information

	obtain current information about the device in use by the subscriber either to adapt content appropriately or to decide not to deliver a message if the device is not sufficiently capable
	NO
	IMHO, shouldn’t be done via MMS.

	The VASP may want to provide a reply to address when originating a message different from the actual originator of a message
	NO
	Can be done by T2… no need for new requirement

	a non repudiation mechanism may be needed to ensure the subscriber specifically authorizes the application and verifies their permission e.g. through a PIN or response to a personal question
	NO
	

	VASP can query for example relevant parts of a subscriber's bill/ charging record to allow their own customer services agents can handle customer queries/ complaints
	NO
	Cannot be part of MM7!!

This is between the VASP and billing system

	mechanism may also be needed to back out an errant transaction.


	YES
	Replace exists

	Better definition of Value Added Service Provider ID
	NO
	No need for SA1

	End User Authentication
	NO
	Major new requirement, but not related to MM7/VASP

	MMS “Access Gateway”
	NO
	Major new architectural element. Not sure if SA1 involvement is needed

	It is required that content filtering for both text and images coming from the Internet can be policed from the MM7 interface
	NO
	Requirement unclear AND problematic IMHO. How will the MMSC do it? Do email servers, SMSCs look into the content? Do we do pattern recognition?

	Receiving mobile user should be able to block message origination from VASP and particularly from Internet/ e-mail origination
	Defined partially for MM3
	Careful definition of the requirement should be considered. 


2.  Recommendation: SerG has given this matter considerable attention and effort, so their requests cannot be ignored. In order to expedite the handling of their requests it is recommended to send a LS to T2 and SerG notifying them of our findings in this table, and request interested companies to write CRs to 22.140 reflecting the requests of GSMA SerG

