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1.
Introduction

This contribution proposes to allow the operator to define administrative restrictions to the synchronisation of GUP data components. Further we want to clarify the scope of the synchronisation model of GUP.

2.
Discussion
The synchronisation model of GUP should allow the operator to restrict requests for synchronised copies by means of administration. Limits may be defined on requestor and/or volume.

It should be clarified that requests for synchronised copies are limited to GUP applications/services. Or in other words only GUP supplier can, when acting as consumer, request synchronised copies.

This restriction reduces complexity of the synchronisation mechanism.


3.
Proposal

We propose the following changes in TS 22.240

1.change

Applications in the home network may include those related to call or session handling as well as messaging or web services. Typically fairly high requirements are set on the response time.

3rd Party Applications are similar to applications in the home network but they are non-trusted which means that strict security, access and privacy procedures shall be carried out.

OAM activities related to user profile are provisioning and administration of user data by the network operator. These activities are characterised by needs for high throughput and longer response time. In order to allow simple and centralized administration it should be transparent to the administrator where the different parts of the user data are stored. As a result, this role needs a single system image on user profile, or, on functional terms, a common data access function. As one alternative the user self-service management may be implemented as part of this function.

4.4
Synchronisation model

GUP components may be distributed in the home network, the User’s Equipment and value added service provider’s environment. The distribution model is shown in figure 1. 

However, in a distributed environment it is of high importance to apply a synchronisation model for data consistency.

The synchronisation model described herein is based on the requirement to have one Master GUP component only. Master GUP components may be copied to various locations for different purpose.

A copy of a master GUP component may be requested by a requestor instance. When a requestor access the generic user profile, it indicates whether the GUP component needs synchronised with the GUP component master. Synchronisation herein means to actualise copied GUP component when the master GUP component is changed. 
Requests for synchronised copies are limited to GUP applications.
The synchronisation model foresees an immediate update for those copies of GUP components where synchronisation was requested. Those GUP component copies which did not request synchronisation remain unaffected from changes of the master GUP component.

The synchronisation model allows the requestor to cancel a previous request for synchronisation, e.g. if the copy is not needed any longer.

If a GUP component is not longer applicable for a user, all relevant synchronisation requests are cancelled.

If a user changes the access rights for a GUP component and the changes conflicts with relevant synchronisation requests, all relevant synchronisation requests are cancelled.

If a synchronisation request is cancelled, the previous sync requestor is notified with the reason for cancellation.
The synchronisation model of GUP allows the operator to restrict requests for synchronised copies by means of administration. Limits may be defined on requestor and/or volume.

Copies of GUP components are under the responsibility of the GUP component copy requestor. Changes of GUP component copies have no impact on the master GUP component where the copy was inherited.

4.5
Contents of GUP

The present document does not mandate any data to be part of the 3GPP Generic User Profile. However the following kind of data are considered to be useful for inclusion in GUP.

1. Authorised and subscribed services information:

These kind of data are generally owned by the home operator and allow management and interrogation of subscription information and would typically consist of:

· authorised services that the subscriber may subscribe to 

· services the subscriber actually has subscribed to

2. General user information

Data, owned by the user, which are not specific to individual services, but may be useful for any service. These would be data like 

· settings (e.g. name, postal address), preferences (e.g. language)

Already in the network of the subscriber's home network operator there may exist different domains. Potential examples are application of 3rd party value added service providers which are loosely coupled with the network provider, e.g. their applications run under the brand of the network operator but their data are stored and maintained apart from the network operator's entities.

Domain borders between different network operators: 

This is the well-known roaming scenario where a user is served by another network than his home one. Roaming is already addressed by mobile networks but in the case of 3G networks there is an important additional requirement: The assumed frequent changes of applications induces a need to handle frequent changes of data sources/consumers.

The user profile data access architecture shall enable the transparent and flexible usage of the user profile data. It shall provide transparent access to distributed data fulfilling the needs of the different roles described above. Furthermore, the architecture shall address the fact that parts of the user profile data are potentially located in different administrative domains. Possible means are negotiation capabilities and proxy functionality at the domain borders. 

6.5
Data Consistency and Synchronization Requirements

There may be a need for synchronisation of GUP components when replicas are stored in several places. However, the need depends on requirements for consistency. There are a couple of different ways to look at the synchronisation need, for example

· The data always needs synchronisation because this data is vital and when it is changed it directly needs to be updated in the other places it is stored in.

· There is no need for synchronisation of this particular data since it is only valid for certain specified applications.

When an application access the generic user profile to read GUP or GUP components, it shall be able to indicate whether the inquired GUP component needs synchronised with the GUP component master

If user-related data that is collected in the 3GPP Generic User Profile is changed, it will always be changed in the master GUP component. The master GUP component is responsible for correct content. The master GUP component is also responsible for informing the requestors about changes. However, changes to the GUP shall never violate the user/subscribers privacy and security policy.

It shall be possible for any application to ask for synchronisation of the user profile or parts of it. If the synchronisation is requested the following requirements exist:

1.
The GUP provides means to keep track of existing copies and their validity.

2.
If a master GUP component is changed, all GUP component copies to which the synchronisation is requested shall be informed about changes immediately.

3.
The synchronisation requestor shall be able to cancel the request of synchronisation for a GUP component.

4. A request for synchronisation of a GUP component may be cancelled, in the case the component is not applicable any more or the access rights for this GUP component conflicts with the synchronisation request.
5. The operator shall be able to limit requests for synchronised copies by requestor and volume
5.
The GUP synchronisation solution takes care of possible error situations.

6.
Local changes to a copied GUP component are allowed.

6.6
Data Description Requirements

The Generic User Profile is a generic, extensible profile data collection with mechanisms to create, retrieve, delete and modify the data. Only part of the data contents are standardised within 3GPP specifications, whereas application specific data is outside the scope of the 3GPP standardisation. This specification does not mandate any data to be part of the 3GPP Generic User Profile. GUP shall define a standardised way of data description.  This allows for a standardised access and handling of these data, not excluding the possibility of proprietary extensions. 

In general services are not standardised by 3GPP, but the services can utilise the standardised GUP mechanism. 

