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Summary

This document contains a response to TSG SA1 doc S1-021497 of the 12th July 2002.
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Title:
Re: Clarification of privacy requirements (ref S1-021497)
Source:
SerG

To:
TSG SA1
Cc:
TSG SA2
SerG thanks SA1 & SA2 for the LS on handling of privacy checks for Network Induced Location Requests (NI-LR). 

SerG has considered the issue and concluded the following:

We agree that the following 4 categories of location request do not require a privacy check: 

· LRs relating to lawful interception

· LRs from the serving network related to anonymous tracking for statistical and O&M purposes

· LRs from the home network as requested by the home network operator for its own internal purposes

· LRs related to emergency calls

However, SerG has agreed that all other applications that need location information will need a privacy check. 

Action

SerG would also like SA1 to explain in more detail what types of statistical measurements, as described above, that are not already available will require location information. Perhaps SA1 could give some examples.

