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Introduction

MMS as defined in TS 22.140 and 23.140 has been in service for a short time.  There have been numerous successful interoperability tests performed between UAs and Relay/Servers.  As a result of this real world experience, some necessary enhancements to MMS have been identified.

The IMS Messaging discussions have identified areas where MMS should be modified to fulfill requirements to support IMS Messaging and to efficiently utilize the IMS Core Network.  Those requirements are included in this contribution.

The goal of this paper is to list those enhancements and identify them as requirements for Release 6 MMS.  Some of these require changes to TS 22.140.  Others should be suggested as work items for other working groups such as T2 and SA4.

There have been suggestions put forward in documents from the 3GPP T2 group and GSMA SERG regarding required enhancements to MMS.  These documents contain valuable information based on early deployment experience.  Some of those suggestions are also contained here.  A complete study of those documents should be performed by SA1.
Proposal

Enhancements to the MMS End-user Experience:

1. To increase the utility of MMS, it would be advantageous to be able to notify a user of the costs to be incurred by a user’s action when sending and receiving MMs.  There should be investigation into the best methods of accomplishing this.  

2. Increase the utility of MMS by extending SMIL synchronization capabilities to XHTML UAs.   This would simplify UA implementation and greatly enhance interoperability with other networks.

NOTE on the background of this requirement:  XHTML+SMIL is an effort just starting to pick up steam in W3C.  If all goes well, this spec would be available by the time Release 6 is done.

3. Investigate and identify support for DRM required in the MMS relay/server and in the UA, based on the 3GPP stage 1 DRM requirements
4. Enhance address handling to include IMS Public Identity as a valid address type. 

NOTE: This is required for alignment with the current direction of IMS Messaging

5. Investigate methods to increase the efficiency of MMS’ utilization of the IMS network by using IMS core capabilities for notifications, and to leverage the availability of presence information.

6. Enhance group address handling to include use of IMS Group Management.

7. Add a third message download mode, “defer until on home network” to the two existing choices.  This choice should be added to the VASP interface also.

8. Increase the efficiency and performance of message delivery by including messages with small amounts of content within the original notification, and by including a message digest.

9. Improve flow control of notifications, e.g. fix notification service behavior if memory capacity exceeded

10. Enhanced MMbox handling – Selective retrieval of MM objects, directory structure, general improvements.

Enhancements to the inter-operator MMS interface (MM4)

1. Enhance MMS Relay/Server to Relay/Server communication with discovery of MMS Relay/Server capabilities, version support, etc.

2. Consistent error and bounce message handling.  

The motivation for this comes from the SErG MMS PRD “There is a lack of standardisation of treatment of error conditions that will be received via SMTP – particularly relevant to the actions taken by the MMS relay. A specific requirement is that protocol handling errors at the SMTP layer need to be consistent between email and MMS. 

For example when a message bounces it is returned to the originator, the contents of this message are not standardised which makes it difficult for the MMSC to handle errors at the SMTP protocol level. Clearly MMS users need to know the source of problem in sending to an external MMSC or email user. Similarly Microsoft Outlook presents a “Resend” option when an email is bounced allowing the originator to fix addressing problems. This is also desirable for MMS.”

3. Investigate how to utilize IMS Core Network capabilities for MMS address resolution when sending MMs between operators’ MMSEs

Enhancements to the Value Added Service Provider interface

1. Defer delivery of VASP generated messages when the recipient is roaming.

2. Enhancement to APIs to include access to all Release 5 & 6 MMS features.

3. Enhancement to APIs to include access to all Release 5 & 6 IMS features such as presence and location.

4. Enhance the API with the ability for a VASP to inject billing events asynchronously from messages.

5. Enhance the API with improved authorisation/authentication.  This should include an optional higher level of authentication and non-repudiation that could be used for commercial transactions.

6. Enhance the API to allow a VASP to specify an alternate reply-to: address.

7. Investigate enhanced handling of mailing lists, perhaps by using IMS group management.

8. The MMSC should be able to fully handle billing on behalf of the VASP.  The VASP needs an interface to query the billing system for relevant transaction information to their account(s).  This is needed to allow the VASP’s customer services agents to handle customer queries/ complaints.
9. The VASP billing interface should support “Value Added Service”.  The API should support the following conditions:
· Ability to charge for premium content when dispatched to user

· Ability to charge for premium content when read by user

· Ability to charge a fee on forwarding

· Ability to charge for request received from user

· Ability to make a subscription charge disassociated from a specific message send/ receive operation

10. Investigate how to support a VASP in MMSE_A offering services to subscriber of MMSE_B

Define a Standardized Billing Reference Point

1. Integration of MMS with billing systems remains a large and expensive task.  In order to simplify this task there is a requirement for additional standardization of a mandatory pre-and post-paid -interface for MMS.  This interface should be enhanced to support 3rd party financed messaging, MM volume based charging, and billing for copy protected content.

MMS End to End functions

1. Investigate better privacy and end-to-end security mechanisms.

2. Investigate streaming enhancements, e.g. interface between MMS R/S and PSS server 

3. MMS OTA Provisioning

 Conclusion

It is proposed to add the above requirements to the MMS WID.
