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1.
Introduction

As identified in the IMS messaging work item description support of messaging in the IMS shall utilise the existing IMS capabilities. This is important because if operators are to gain the returns on their investment in IMS then new services such as IMS messaging must be able to be added to IMS without requiring major architectural redesign of the IMS and major new infrastructure investments. Existing capabilities of IMS that should be utilized include Addressing, Security and Charging, for which extensive work has already been done for IMS. This contribution proposes text for TR 22.940 that requires that addressing, security and charging mechanisms should be based on those already existing for IMS.

2.  Proposal

It is proposed to make the following changes to TR 22.940.

6.9
Addressing requirements

It shall be possible to use a single address to identify the recipient irrespective of message type. The single address shall be either a SIP URL or a MSISDN. 

Other addressing schemes such as e-mail may be used. 
IMS messaging shall be based on existing IMS address resolution and routing mechanisms.
Editor's note: Use of e-mail addresses requires more consideration.

Editor's note:
Address translation/mapping requires more analysis.

7
Security

Editors note: This chapter covers the requirements to provide secure IMS messaging (e.g. authentication, privacy, protection against attacks…)

IMS messaging shall be based on existing IMS security mechanisms for authentication, privacy and integrity protection.

8
Charging

IMS messaging shall be based on existing IMS charging mechanisms.



