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1.
Introduction

This document proposes to add filtering subclause and corresponding requirements to the TR 22.940.

2.
FILTERING REQUIREMENTS

6.7
Message delivery requirements

Following requirements define the message delivery in IMS messaging. The requirements apply to all messaging types unless otherwise stated.

a)
Message delivery shall be immediate in immediate and group messaging i.e. messages are transported by the IMS system to the recipient's terminal (without notifications) subject to message filtering settings defined by the recipient or by the recipient's IMS service provider.


b)
Immediate and group messages shall not be stored by the network. If supported by the recipient's network as an application option immediate and group messages may be stored in the recipients network.

c)
It shall be possible for the sender to receive delivery acknowledgements (success/failure) for sent messages.


6.8
User privacy requirements

Following requirements define user privacy in IMS messaging. These requirements apply to all messaging types.

a)
It shall be possible for the recipient to see the public ID of the sender of the message unless the sender has requested to hide it.



b)
It shall be possible for the sender of the message to request to hide its public ID from the recipient (anonymous sender). 
The sender's public ID shall not be delivered to the recipient. The capability of public ID hiding is an IMS service provider and legislation issue and it may or may not be available. If the service is not available the message shall not be delivered to the recipient.
c)
It shall be possible for the sender to use nickname when sending messages.
In case of nickname the recipient shall only be able to see the nickname but not the real address from which the message came from. It shall be possible to use nicknames for public and private messages. It shall be possible for the recipient to reply to the message sent with a nickname.

6.X
Filtering requirements

Following requirements define message filtering capabilities of the recipient. 

a)
It shall be possible to block (and later unblock) messages based on following criteria


i)
sender address (including anonymous senders);

ii)
message size;

iii)
message content type (e.g. advertisement);
 
iv)
message priority;

v)
message content format;

vi)
message type e.g. notification, immediate message, deferred delivery message.
b)
It should be possible to define specific message treatment based on following criteria

i)
sender address (including anonymous senders);

ii)
message size;

iii)
message content type (e.g. advertisement);

iv)
message priority;

v)
message content format;

vi)
message type e.g. immediate message, deferred delivery message.
3.
Proposal

It is proposed to add the filtering requirements to the corresponding subclause of the TR 22.940 as well as make the corresponding modifications to other subclauses.
























































































